Bangladesh Bank

Information Systems Development Department
Head Office, Motijheel C/A, Dhaka-1000
Website: www.bb.org.bd
Proposal No. ISDD/6(9)/2017-4B Date: 12 April 2017

Invitation for Re-Tenders
[ GOVERNMENT OF THE PEOPLE’'S REPUBLIC OF BANGLADESH |

1 Ministry/Division Not Applicable

2 | Agency Not Applicable

3 | Procuring Entity Name Bangladesh Bank

4 | Procuring Entity Code

5 | Procuring Entity District Dhaka

6 | Invitation for The Procurement of IT Hardware and Software
7 | Invitation Ref No ISDD/6(9)/2017-4B

8

Date 12 April 2017

Procurement Method Open Tendering Method

10 | Budget and Source of Funds Own Source
Development Partners (if applicable Not Applicable

Project / Programme Code (if applicable)
13 | Project / Programme Name (if applicable)

14 | Tender Package No. ISDD/6(9)/2017-4B |
15 | Tender Package Name Supply, Installation,  Testing, = Commissioning  and
Implementation of Hardware and Software for Information

Systems

16 | Tender Publication Date
17 | Tender Last Selling Date

12 April 2017
Not Applicable

18 | Tender Closing Date and Time
19 | Tender Opening Date and Time
20 | Name & Address of the office(s)
NO CONDITIONS APPLY FOR SALE, PURCHASE OR DISTRIBUTION OF TENDER DOCUMENTS

26 April 2017
26 April 2017

- Receiving Tender Document BB website eTender System and one Hard Copy document
- Opening Tender Document Information Systems Development Department (ISDD),
Bangladesh Bank, 28" Floor, Head Office, Motijheel, Dhaka
21 | Place / Date / Time of None

Pre-Tender Meeting (Optional)

Not Applicable ]

22 | Brief Eligibility and Qualification of Tenderer Tenderers having five years overall business experience and
three years specific experience in successful Supply,
Installation, Testing, Commissioning and Implementation of
Servers, Firewall, Switch, Desktops, UPS and Software in any
Govt./Semi Govt./Autonomous organizations or Multinational
registered companies in Bangladesh

23 | Brief Description of Goods Supply, Installation,  Testing, = Commissioning  and
Implementation of Servers, Routers, Firewalls, Switches,
Desktops, UPSs etc. for Information Systems

24 | Brief Description of Related Services Warranty Service of Servers, Routers, Firewalls, Switches,
Desktops, UPSs etc.
25 | Price of Tender Document (Tk) Not Applicable
Lot | Identification of Lot Location Tender Security Completion Time in
No Amount (Tk) Weeks / Months
1 Hardware and Software ISDD 8,00,000/= 06 Weeks

Name of Official Inviting Tender Debdulal Roy
27 | Designation of Official Inviting Tender Systems Manager
28 | Address of Official Inviting Tender Information Systems Development Department, Bangladesh
Bank, Head Office, Motijheel, Dhaka

29 | Contact details of Official Inviting Tender 9530101 | 9530481 | debdulal.roy@bb.org.bd
30 | The Procuring Entity reserves the right to reject all Tenders or annul the Tender proceedings

sd/-

Debdulal Roy

Systems Manager
Phone: 9530101
E-mail: debdulal.roy@bb.org.bd
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Bangladesh Bank

Information Systems

Development Department

Head Office, Motijheel C/A, Dhaka-1000

Website:

Proposal No. ISDD/6(9)/2017-4B

www.bb.org.bd
Date: 12 April 2017

Invitation for Re-Tenders

Ministry/Division

Not Applicable

Agency

Not Applicable

Procuring Entity Name

Procuring Entity Code

Procuring Entity District

Bangladesh Bank

Dhaka

Invitation for

The Procurement of IT Hardware and Software

Invitation Ref No

ISDD/6(9)/2017-4B

OIN[O|OB|WIN|=

Date

12 April 2017

Procurement Method

Budget and Source of Funds

Open Tendering Method

Own Source

Development Partners (if applicable

Project / Programme Code (if applicable)

Not Applicable

13 | Project / Programme Name (if applicable)
14 | Tender Package No. ISDD/6(9)/2017-4B |
15 | Tender Package Name Supply, Installation, Testing, Commissioning and
Implementation of Hardware and Software for Information
Systems
Time
16 | Tender Publication Date 12 April 2017
17 | Tender Last Selling Date Not Applicable
18 | Tender Closing Date and Time 26 April 2017
19 | Tender Opening Date and Time 26 April 2017
20 | Name & Address of the office(s)
NO CONDITIONS APPLY FOR SALE, PURCHASE OR DISTRIBUTION OF TENDER DOCUMENTS
- Receiving Tender Document BB website eTender System and one Hard Copy document
- Opening Tender Document Information Systems Development Department (ISDD),
Bangladesh Bank, 28" Floor, Head Office, Motijheel, Dhaka
21 | Place / Date / Time of None
Pre-Tender Meeting (Optional) \
|
22 | Brief Eligibility and Qualification of Tenderer Tenderers having five years overall business experience and
three years specific experience in successful Supply,
Installation, Testing, Commissioning and Implementation of
Servers, Firewall, Switch, Desktops, UPS and Software in any
Govt./Semi Govt./Autonomous organizations or Multinational
registered companies in Bangladesh
23 | Brief Description of Goods Supply, Installation, Testing, Commissioning and
Implementation of Servers, Routers, Firewalls, Switches,
Desktops, UPSs etc. for Information Systems
24 | Brief Description of Related Services Warranty Service of Servers, Routers, Firewalls, Switches,
Desktops, UPSs etc.
25 | Price of Tender Document (Tk) Not Applicable

Lot | Identification of Lot Location Tender Security Completion Time in
No Amount (Tk) Weeks / Months
Hardware and Software ISDD 8,00,000/= 06 Weeks

Name of Official Inviting Tender

Debdulal Roy

27 Designation of Official Inviting Tender Systems Manager

28 | Address of Official Inviting Tender Information Systems Development Department, Bangladesh
Bank, Head Office, Motijheel, Dhaka

29 | Contact details of Official Inviting Tender 9530101 | 9530481 | debdulal.roy@bb.org.bd

30 | The Procuring Entity reserves the right to reject all Tenders or annul the Tender proceedings

sd/-

Debdulal Roy
Systems Manager
Phone: 9530101
E-mail: debdulal.roy@bb.org.bd
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Section 1. Instructions to Tenderers

1. Scope of
Tender

2. Interpretation

3. Source of
Funds

1.1

1.2

2.1

3.1

3.2

3.3

A. General
The Procuring Entity, as indicated in the Tender Data Sheet
(TDS) issues this Tender Document for the supply of Goods
and related services incidental thereto, as specified in the TDS
and as detailed in Section 6: Schedule of Requirements. The
name of the Tender and the number and identification of its
constituent lot(s) are stated in the TDS.

The successful Tenderer shall be required to complete the
delivery of the Goods and related services as specified in the
General Conditions of Contract.

Throughout this Tender Document

(@) the term “in writing” means communication written by hand
or machine duly signed and includes properly authenticated
messages by facsimile or electronic mail;

(b) if the context so requires, singular means plural and vice
versa; and

(c) “day’” means calendar days unless otherwise specified as
working days;

(d) “Person” means and includes an individual, body of
individuals, sole proprietorship, partnership, company,
association or cooperative society that wishes to participate
in Procurement proceedings;

(e) “Tenderer” means a Person who submits a Tender;

(f)  "Tender Document ", means the Document provided by the
Procuring Entity to a Tenderer as a basis for preparation of
its Tender,;

(g) "Tender", depending on the context, means a Tender
submitted by a Tenderer for delivery of Goods and Related
Services to the Procuring Entity in response to an Invitation
for Tender ;

The Procuring Entity has been allocated public funds from the
source as indicated in the TDS and intends to apply a portion of
the funds to eligible payments under the contract for which this
Tender Document is issued.

For the purpose of this provision, “public funds” means any
funds allocated to the Procuring Entity under Government
budget, or loan, grants and credits placed at the disposal of the
Procuring Entity through the Government by the Development
Partners or foreign states or organizations.

Payments by the Development Partner, if so indicated in the
TDS, will be made only at the request of the Government and
upon approval by the Development Partner in accordance with
the applicable Loan/Credit/Grant Agreement, and will be
subject in all respects to the terms and conditions of that
Agreement.
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4. Corrupt,
Fraudulent,
Collusive,
Coercive (or
Obstructive in
case of
Development
Partner)
Practices

(@)

(i)

The Government and the Development Partner, if applicable
requires that the Procuring Entity as well as the Tenderers and
Suppliers (including their manufacturers, sub-contractors,
agents, personnel, consultants, and service providers) shall
observe the highest standard of ethics during implementation
of procurement proceedings and the execution of Contracts
under public funds.

For the purposes of ITT Sub Clause 4.3, the terms set forth
below as follows:

“corrupt practice” means offering, giving or promising to
give, receiving, or soliciting either directly or indirectly, to
any officer or employee of the Procuring Entity or other
public or private authority or individual, a gratuity in any form;
employment or any other thing or service of value as an
inducement with respect to an act or decision or method
followed by the Procuring Entity in connection with a
Procurement proceeding or Contract execution;

“fraudulent practice” means the misrepresentation or
omission of facts in order to influence a decision to be taken in
a Procurement proceeding or Contract execution;

“collusive practice” means a scheme or arrangement
between two (2) or more Persons, with or without the
knowledge of the Procuring Entity, that is designed to
arbitrarily reduce the number of Tenders submitted or fix
Tender prices at artificial, non-competitive levels, thereby
denying the Procuring Entity the benefits of competitive price
arising from genuine and open competition;

“coercive practice” means harming or threatening to harm,
directly or indirectly, Persons or their property to influence a
decision to be taken in the Procurement proceeding or the
execution of a Contract, and this will include creating
obstructions in the normal submission process used for
Tenders.

“Obstructive practice” (applicable in case of Development
Partner) means deliberately destroying, falsifying, altering or
concealing of evidence material to the investigation or
making false statements to investigators in order to
materially impede an investigation into allegations of a
corrupt, fraudulent, coercive or collusive practice; and /or
threatening, harassing or intimidating any party to prevent it
from disclosing its knowledge of matters relevant to the
investigation or from pursuing the investigation.

Should any corrupt, fraudulent, collusive, coercive (or
obstructive in case of Development Partner) practice of any
kind is determined by the Procuring Entity or the Development
Partner, if applicable, this will be dealt in accordance with the
provisions of the Public Procurement Act and Rules and
Guidelines of the Development Partners as stated in the ITT
sub-clause 3.3. In case of obstructive practice, this will be
dealt in accordance with Development Partners Guidelines.

If corrupt, fraudulent, collusive, coercive (or obstructive in

case of Development Partner) practices of any kind is
determined by the Procuring Entity against any Tenderer or
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5. Eligible
Tenderers

4.1

4.2

5.1

5.2

5.3

Supplier (including its manufacturers, sub-contractors, agents,
personnel, consultants, and service providers) in competing
for, or in executing, a contract under public fund;

i. Procuring Entity and/or the Development Partner shall
exclude the concerned Tenderer from further
participation in the concerned procurement
proceedings;

ii. Procuring Entity and/or the Development Partner shall
reject any recommendation for award that had been
proposed for that concerned Tenderer;

ii. Procuring Entity and/or the Development Partner shall
declare, at its discretion, the concerned Tenderer to be
ineligible to participate in further Procurement proceedings,
either indefinitely or for a specific period of time;

iv. Development Partner shall sanction the concerned
Tenderer or individual, at any time, in accordance with
prevailing Development Partner sanctions procedures,
including by publicly declaring such Tenderer or
individual ineligible, either indefinitely or for a stated
period of time: (i) to be awarded a Development
Partner-financed contract; and (ii) to be a nominated
sub-contractor, consultant, manufacturer or Supplier, or
service provider of an otherwise eligible firm being
awarded a Development Partner-financed contract: and

v. Development Partner shall cancel the portion of the
loan allocated to a contract if it determines at any time
that representatives of the Procuring Entity or of a
beneficiary of the loan engaged in corrupt, fraudulent,
collusive, coercive or obstructive practices during the
procurement or the execution of that Development
Partner financed contract, without the Procuring Entity
having taken timely and appropriate action satisfactory
to the Development Partner to remedy the situation

Tenderer shall be aware of the provisions on corruption,
fraudulence, collusion, coercion (and obstruction, in case of
Development Partner) of the Public Procurement Act, 2006, the
Public Procurement Rules, 2008 and others as stated in GCC
Clause 6.

In further pursuance of this policy, Tenderers, Suppliers and their

manufacturers, sub-contractors, agents, personnel, consultants,
service providers shall permit the Government and the
Development Partner to inspect any accounts and records and
other documents relating to the Tender submission and contract
performance, and to have them audited by auditors appointed by
the Government and/or the Development Partner during the
procurement or the execution of that Development Partner
financed contract.

This Invitation for Tenders is open to eligible Tenderers from all
countries, except for any specified in the TDS.

Tenderers shall have the legal capacity to enter into the
Contract.

Tenderers may be a physical or juridical individual or body of
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5.4

5.5

5.6

5.7

5.8

5.9

5.10

individuals, or company invited to take part in public
procurement or seeking to be so invited or submitting a Tender
in response to an Invitation for Tenders.

Tenderers shall have fulfilled its obligations to pay taxes and
social security contributions under the provisions of laws and
regulations of the country of its origin.

Tenderers should not be associated, or have been associated
in the past, directly or indirectly, with a consultant or any of its
affiliates which have been engaged by the Procuring Entity to
provide consulting services for the preparation of the
specifications and other documents to be used for the
procurement of the Goods to be supplied under this Invitation
for Tenders.

Tenderers in its own name or its other names or also in the
case of its Persons in different names, shall not be under a
declaration of ineligibility for corrupt, fraudulent, collusive,
coercive practices as stated under ITT Sub Clause 4.4 (or
obstructive practice, in case of Development Partner) in relation
to the Development Partner’s Guidelines in projects financed by
Development Partner.

Tenderers are not restrained or barred from participating in
public Procurement on grounds of execution of defective supply
in the past under any Contract.

Tenderers shall not be insolvent, be in receivership, be
bankrupt, be in the process of bankruptcy, be not temporarily
barred from undertaking business and it shall not be the subject
of legal proceedings for any of the foregoing.

Government-owned enterprise in Bangladesh may also
participate in the Tender if it is legally and financially
autonomous, it operates under commercial law, and it is not a
dependent agency of the Procuring Entity.

Tenderers shall provide such evidence of their continued

eligibility satisfactory to the Procuring Entity, as the Procuring
Entity will reasonably request.

5.11 These requirements for eligibility will extend, as applicable, to

6. Eligible Goods 61
and Related

Services
6.2

Sub-contractor proposed by the Tenderer.

All goods and related services to be supplied under the contract
are eligible, unless their origin is from a country specified in the
TDS.

For purposes of this Clause, the term “goods” includes
commodities, raw material, machinery, equipment, and industrial
plants; and “related services” includes services such as insurance,
transportation, installation, and commissioning, training, and initial
maintenance.

For purposes of this clause, “origin” means the country where
the goods have been mined, grown, cultivated, produced,
manufactured or processed; or through manufacturing,
processing, or assembling, another commercially recognized new
product results that differs substantially in its basic characteristics
from its components.

6.3 The origin of Goods and related services is distinct from the
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7. Site Visit

8. Tender
Document:
General

9. Clarification of
Tender
Documents

10. Pre-Tender
Meeting

7.1

8.1

8.2

8.3

9.1

9.2

9.3

94

9.5

10.1

10.2

10.3

nationality of the Tenderer.

The costs of visiting the Site shall be at the Tenderer's own
expense.

B. Tender Document

The Sections comprising the Tender Document are listed below
and should be read in conjunction with any addendum issued
under ITT Clause 11.

e Section 1 Instructions to Tenderers (ITT)

e Section 2 Tender Data Sheet (TDS)

e Section 3 General Conditions of Contract (GCC)
e Section 4 Particular Conditions of Contract (PCC)
e Section5 Tender and Contract Forms

e Section 6 Schedule of Requirements

e Section 7 Technical Specifications

e Section 8 Drawings

The Procuring Entity is not responsible for the completeness of
the Tender Document and their addenda, if these were not
purchased directly from the Procuring Entity, or through its agent
as specified in the TDS

Tenderers are expected to examine all instructions, forms, terms,
and specifications in the Tender Document as well as in
addendum to Tender, if any.

A prospective Tenderer requiring any clarification of the Tender
Document shall contact the Procuring Entity in writing at the
Procuring Entity’s address and within time as specified in the
TDS

The Procuring Entity is not obliged to answer any clarification
received after that date requested under ITT Sub Clause 9.1.

The Procuring Entity shall respond in writing within five (5) working
days of receipt of any such request for clarification received under
ITT Sub-Clause 9.1

The Procuring Entity shall forward copies of its response to all
those who have purchased the Tender Document, including a
description of the enquiry but without identifying its source.

Should the Procuring Entity deem it necessary to amend the
Tender Document as a result of a clarification, it shall do so
following the procedure under ITT Clause 11.

To clarify issues and to answer questions on any matter arising in
the Tender Document, the Procuring Entity may, if stated in the
TDS, hold a pre-Tender Meeting at the place, date and time as
specified in the TDS. All Potential Tenderers are encouraged to
attend the meeting, if it is held.

Tenderers are requested to submit any questions in writing so as
to reach the Procuring Entity not later than one day prior to the
date of the meeting.

Minutes of the pre-Tender meeting, including the text of the
questions raised and the responses given, together with any
responses prepared after the meeting, will be transmitted within
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104

11. Addendum to 111
Tender
Documents

11.3

five (5) working days after holding the meeting to all those who
purchased the Tender document and to even those who did not
attend the meeting. Any revision to the Tender Document listed in
ITT Sub Clause 8.1 that may become necessary as a result of the
pre-Tender meeting will be made by the Procuring Entity
exclusively through the issue of an Addendum pursuant to ITT
Sub Clause 11 and not through the minutes of the pre-Tender
meeting.

Non-attendance at the pre-Tender meeting will not be a cause for
disqualification of a Tenderer.

At any time prior to the deadline for submission of Tenders, the
Procuring Entity on its own initiative or in response to a clarification
request in writing from a Tenderer, having purchased the Tender
Document or as a result of a pre-Tender meeting, may revise the
Tender Document by issuing an Addendum.

The Addendum issued under ITT Sub Clause 11.1 shall
become an integral part of the Tender Document and shall
have a date and an issue number and shall be circulated by
fax, mail or e-mail, to Tenderers who have purchased the
Tender Documents within five (5) working days of issuance of
such Addendum, to enable Tenderers to take appropriate
action.

The Procuring Entity shall also ensure posting of the relevant
addenda with the reference number and date on their websites
including notice boards. where the Procuring Entity had
originally posted the IFTs

To give a prospective Tenderer reasonable time in which to
take an amendment into account in preparing its Tender, the
Procuring Entity may, at its discretion, extend the deadline for
the submission of Tenders, pursuant to ITT Clause 37.2.

If an Addendum is issued when time remaining is less than
one-third of the time allowed for the preparation of Tenders,
the Procuring Entity shall extend the deadline by an appropriate
number of days for the submission of Tenders, depending upon
the nature of the Procurement requirement and the addendum.
The minimum time for such extension shall not be less than
three days.

C. AQualification Criteria

12. General Criteria 12.1

12.2

Tenderers shall possess the necessary professional and
technical qualifications and competence, financial resources,
equipment and other physical facilities, managerial capability,
specific experience, reputation, and the personnel, to perform
the contract, which entails setting pass/fail criteria, which if not
met by the Tenderers, will result in consideration of its Tender as
non-responsive.

In addition to meeting the eligibility criteria, as stated under ITT
Clause 5, the Tenderer must satisfy the other criteria as stated
under ITT Clause 13 to 15 inclusive.

12.3 To qualify for multiple number of contracts/lots in a package
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13. Litigation
History

14. Experience
Criteria

15. Financial
Criteria

13.1

14.1

15.1

made up of this and other individual contracts/lots for which
Tenders are invited in the Invitation for Tenders, the Tenderer
shall demonstrate having resources sufficient to meet the
aggregate of the qualifying criteria for the individual contracts.
The requirement of general experience as stated under ITT
Sub Clause 14.1(a) and specific experience, unless otherwise
of different nature, as stated under ITT Sub Clause 14.1(b)
shall not be separately applicable for each individual lot.

Litigation history shall comply with the requirement as stated
under ITT Sub Clause 15.1(b).

Tenderers shall have the following minimum level of supply
experience to qualify for supplying the Goods and related
Services under the contract:

(@) a minimum number of years of general experience in the
supply of Goods and related services as specified in the
TDS;

(b) specific experience of satisfactory completion of supply of
Goods similar to the proposed goods in at least a number
of contract(s) and, each with a minimum value, over the
period, as specified in TDS; and

(c) a minimum supply and/or production capacity of Goods as
specified in the TDS.

Tenderers shall have the following minimum level of financial
capacity to qualify for the supply of goods under the contract:

(a) availability of minimum liquid assets i.e. working capital or
credit line(s) from any scheduled Bank of Bangladesh, net
of other contractual commitments, of the amount as
specified in the TDS

(b) satisfactory resolution of all claims under litigation cases
and shall not have serious negative impact on the
financial capacity of the Tenderers. All pending litigation
shall be treated as resolved against the Tenderers.

16. Subcontractor(s) 16.1 Tenderers may intend to subcontract an activity or portion of the

17. Only One
Tender

16.2

16.3

171

Goods, in which case such elements and the proposed
Subcontractor shall be clearly identified.

The Procuring Entity may require Tenderers to provide more
information about their subcontracting arrangements. If any
Subcontractor is found ineligible or unsuitable to carry out the
subcontracted tasks, the Procuring Entity may request the
Tenderers to propose an acceptable substitute.

A Subcontractor may participate in more than one Tender, but
only in that capacity.

D. Tender Preparation

If a Tender for Goods is invited for one or more items on an ‘item-
by-item’ basis, in such case the offer for each item shall
correspond to full quantity under that particular item and each
such item shall constitute a Tender. A Tenderer who submits or
participates in more than one (1) Tender for each item will cause
all the Tenders with that Tenderer’s participation to be rejected.
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18. Cost of
Tendering

19.Issuance and
Sale of Tender
Document

20. Language of
Tender

21. Contents of
Tender

17.2

17.3

18.1

191

19.2

201

20.2

211

If a Tender for Goods is invited for a single lot/package, the single
lot/package shall constitute a Tender. Tenderers shall submit only
one (1) Tender for the lot/package. Tenderer who submits more
than one (1) Tender in the lot/package will cause all the Tenders
of that particular Tenderer to be rejected.

If a Tender for Goods is invited for a number of lots on a ”lot-by-lot”
basis, each such lot shall constitute a Tender. Tenderers shall
submit only one (1) Tender for each lot. Tenderer who submits
more than one (1) Tender in one (1) lot of the package will cause
all the Tenders of that particular Tenderer to be rejected.

Tenderers shall bear all costs associated with the preparation
and submission of its Tender, and the Procuring Entity shall not
be responsible or liable for those costs, regardless of the
conduct or outcome of the Tendering process.

The Procuring Entity shall make Tender Documents available
immediately to the potential Tenderers, requesting and willing to
purchase at the corresponding price by the date the advertisement
has been published in the newspaper.

There shall not be any pre-conditions whatsoever, for sale of
Tender Document and the sale of such Document shall be
permitted up to the day prior to the day of deadline for the
submission of Tender.

Tenders shall be written in the English language.
Correspondences and documents relating to the Tender may be
written in English or Bangla. Supporting documents and printed
literature furnished by the Tenderer that are part of the Tender
may be in another language, provided they are accompanied by
an accurate translation of the relevant passages in the English or
Bangla language, in which case, for purposes of interpretation of
the Tender, such translation shall govern.

Tenderers shall bear all costs of translation to the governing

language and all risks of the accuracy of such translation.

The Tender prepared by the Tenderer shall comprise the

following:

(@) the Tender Submission Letter (Form PG3-1), as stated
under with ITT Sub Clause 22.1;

(b) the Tenderer Information as stated under ITT Clauses
5,26 and 27 (Form PG3-2);

(c) the priced Schedule for each lot (Form PG3-4A and PG3-
4B) as stated under ITT Clauses 22, 24 and 25;

(d) the Tender Security as stated under ITT Clause 31, 32 and
33;

(e) the completed Specifications Submission and Compliance
Sheet (Form PG3-5) as stated under ITT clause 27.2;

(f)  the alternatives, if permissible, as stated under with ITT
Clause 23;

(g) the written confirmation authorising the signatory of the
Tender to commit the Tenderer, as stated under ITT Sub
Clause 36.3;

(h) the Valid Trade License;
(i)  documentary evidence of Tax Identification Number (TIN)
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22. Tender
Submission
Letter and
Price Schedule

23. Alternatives

24. Tender Prices
and Discounts

221

22.2

22.3

231

23.2

241

242

243

24.4

24.5

24.6

and Value Added Tax (VAT) as a proof of taxation
obligations as stated under ITT Sub Clause 5.4;

() documentary evidence as stated under ITT Clause 26, 27
and 28; establishing the Tenderer’s eligibility, eligibility
and conformity of the Goods and related services and, the
minimum qualifications of the Tenderers required to be
met for due performance of the Goods and related
services under the Contract;

(k) documents establishing legal and financial autonomy and
compliance with commercial law, as stated under ITT Sub
Clause 5.9 in case of government owned entity; and

()  any other document as specified in the TDS.

Tenderers shall submit the Tender Submission Letter (Form
PG3-1), which shall be completed without any alterations to its
format, filling in all blank spaces with the information requested,
failing which the Tender may be rejected as being incomplete.

Tenderers shall submit the priced Schedule using the form(s)
furnished in Section 5: Price Schedule.

If in preparing its Tender, the Tenderer has made errors in the
unit rate or the total price, and wishes to correct such errors prior
to submission of its Tender, it may do so, but shall ensure that
each correction is initialled by the authorised person of the
Tenderer

Unless otherwise stated in the TDS, Technical alternatives shall
not be considered.

Only the technical alternatives, if any, of the lowest evaluated
Tenderer conforming to the basic technical requirements will be
considered by the Procuring Entity.

The prices and discounts quoted by the Tenderer in the Tender
Submission Letter (Form PG3-1) and in the Price Schedule
(Form PG3-4A and PG3-4B) shall conform to the requirements
specified below.

Tenderers shall fill in unit rates for the items of the Goods both in
figures and in words as described in the Price Schedule.

Tenders are being invited either for one or more items on an
‘item-by-item” basis or for a single lot or for a number of lots
on "lot-by-lot’ basis, as specified in the TDS.

All items or lots in Section 6: Schedule of Requirements must
be listed and priced separately on the Price Schedule following
the Form PG3-4A and PG3-4B.

Tenders being invited either for one or more items on an “item-
by-item’ basis or for a single lot/package or for number of lots
on “lot-by-lot” basis as stated under ITT Sub Clause 24.3, price
quoted for an item shall correspond to full quantity under that
particular item; otherwise the Tenders shall be considered non-
responsive.

Tenders being invited for a single lot or for a number of lots on
‘lot-by-lot’ basis, price quoted shall correspond to 100% of the
items specified for each lot and to 100% of the quantities
specified for each item of that particular lot and shall
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25. Tender
Currency

26. Documents
Establishing
the Eligibility of
the Tenderer

correspond to 100% of the total offered lot value, unless
otherwise stated in the TDS.

Tenders being invited for a number of lots on “lot-by-lot” basis,
the lot not quoting at least eighty (80) percent of the total
number of items under that lot and, not representing at least
sixty five (65) percent of the equivalent lot value shall be
considered non-responsive.

24.7 A Lot Tender not offering minimum number of items of those being
priced based on percentage of the total number of items as
specified in the ITT Sub-Clause 24.6 and the corresponding
minimum value based on percentage of the total lot value as
specified in the ITT Sub-Clause 24.6 shall also be considered non-
responsive

24.8 Subject to ITT Sub-Clause 24.6, a Lot tender not offering a
particular item which represents more than fifty percent (50%) of
the estimated lot value identified by the Procuring Entity and
specified in the TDS, even if it complies with the requirement of
minimum number of items based on percentage of the total
number of items as stated under ITT Sub Clause 24.6, shall be
considered non-responsive.

24.9 The price to be quoted in Tender Submission Letter (Form
PG3-1) shall be the total price of the Tender, excluding any
discounts offered.

24 10Tenderers shall quote any unconditional discounts and the
methodology for application of that discount in the Tender
Submission Letter as stated under ITT Sub Clause 24.12

2411 Tenderers wishing to offer any unconditional discount for the
award of more than one lot shall specify the discount applicable to
each lot, or alternatively, to any combination of lots within the
package in their Tender. Discounts will be submitted as stated
under ITT Sub Clause 24.11, provided the Tenders for all lots are
submitted and opened together.

2412 All applicable taxes, custom duties, VAT and other levies payable
by the Contractor under the Contract, or for any other causes, as
of the date twenty-eight (28) days prior to the deadline for
submission of Tenders, shall be included in the unit rates and the
total Tender price submitted by the Tenderers.

24.13 The price of a Contract shall be fixed in which case the unit
prices may not be modified in response to changes in
economic or commercial conditions.

251 Tenderers shall quote all prices in the Tender Submission Letter
and in the Price schedule in Bangladesh Taka (BDT) currency.

26.1 Tenderers, if applying as a sole Tenderer, shall submit
documentary evidence to establish its eligibility as stated under
ITT Clause 5 and, in particular, it shall:

(@) complete the eligibility declarations in the Tender
Submission Letter (Form PG3-1);

(b)  complete the Tenderer Information (Form PG3-2);

(c) complete Subcontractor Information (Form PG3-3), if it
intends to engage any Subcontractor(s).
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28. Documents
Establishing
the Tenderer’s
Qualifications

271

27.2

Tenderers shall complete the country of origin declarations in the
Price Schedule Forms and, submit documentary evidence to
establish the origin of all Goods and related services to be
supplied under the Contract as stated under ITT Clause 6.

To establish the conformity of the Goods and related services to
the Tender Documents, the Tenderer shall furnish as part of its
Tender the documentary evidence that the Goods and related
services conform to the technical specifications and standards in
Section 7, Technical Specifications.

27.3 Documentary evidence of conformity of the Goods and related

281

services to the Tender Documents may be in the form of literature,
drawings, and data, and shall consist of:

(@) a detailed description of the essential technical and
performance characteristics of the Goods;

(b) an ‘“item-by-item” commentary on the Procuring Entity’s
Technical  Specifications  demonstrating  substantial
responsiveness of the Goods and related services to those
specifications.

Tenderers shall complete and submit the Tenderer Information
(Form PG3-2) and shall include documentary evidence, as
applicable to satisfy the following:

(a) general experience in the supply of Goods and related
services as stated under ITT Sub Clause 14.1(a),
substantiated by the year of Tenderers registration/
constitution/ licensing in its country of origin;

(b) specific experience of satisfactory completion of supply of
Goods and related services under public or private sector of
similar nature and size as stated under ITT Sub Clause
14.1(b), substantiated by Completion Certificate (s) issued ,or
duly certified, by the relevant Procuring Entity(s);

(c) a minimum supply and/or production capacity of Goods and
related services as stated under ITT Sub Clause 14.1(c),
substantiated by the relevant documents or updated
brochures of the supplier and/or manufacturer;

(d) adequacy of minimum liquid assets i.e working capital
substantiated by Audit Reports or bank statement or credit
line(s) substantiated by any scheduled Bank of Bangladesh
in the format as specified (Form PG3-8), without alteration as
stated under ITT Sub Clause 15.1(a);

(e) information regarding claims under litigation, current or during
the last years as specified in the TDS, in which the Tenderer
is involved, the parties concerned, and value of claim as
stated under ITT Sub Clause 15.1(b), substantiated by
statement in its letter-head pad;

(f) if required in the TDS, a Tenderer that does not manufacture
or produce the Goods shall submit the Manufacturer’s
Authorization Letter (Form PG3-6);

(g) authority to seek references from the Tenderer's Bankers or
any other sources in its letter-head pad; and

(h) reports on the financial standing of the Tenderers, such as

2017-04-12 Hardware and Software for Information Systems

12



29. Validity Period 29.1
of Tender

30. Extension of 301
Tender Validity

and Tender
Security
30.2
30.3
31. Tender 31.1
Security
31.2
31.3
32. Form of 32.1

Tender security

profit and loss statements and audited balance sheet for the
past years as specified in the TDS, substantiated by Audit
Reports.

Tenders shall remain valid for the period specified in the TDS after
the date of Tender submission deadline prescribed by the
Procuring Entity. A Tender valid for a period shorter than that
specified will be considered non- responsive.

In exceptional circumstances, prior to the expiration of the Tender
Validity period, the Procuring Entity may solicit all the Tenderers’
consent to an extension of the period of validity of their Tenders;
provided that those Tenderers have passed the preliminary
examination as stated under ITT Sub Clause 47.2.

The request for extension of Tender Validity period shall state the
new date of the validity of the Tender.

The request and the responses shall be made in writing. Validity of
the Tender Security provided under ITT Clause 31 shall also be
suitably extended for twenty-eight (28) days beyond the new date
for the expiry of the Tender Validity. If a Tenderer does not
respond or refuses the request it shall not forfeit its Tender
Security, but its Tender shall no longer be considered in the
evaluation proceedings. A Tenderer agreeing to the request will
not be required or permitted to modify its Tender.

Tenderers shall furnish as part of its Tender, in favour of the
Procuring Entity or as otherwise directed on account of the
Tenderer, a Tender Security in original form (not copy) and in the
amount, as specified in the TDS.

One Tender Security, in a separate envelope, at the percentage as
specified in TDS, of the total value of the items quoted by the
Tenderer, shall be submitted, if so indicated that the Tenders for
one or more items are invited on an “item-by-item” basis.

In case of substitution of the Tender as stated under ITT Clause
42 a new Tender Security shall be required in the substituted
Tender.

The Tender Security shall:
(a) atthe Tenderer’s option, be either;
i. in the form of a Bank Draft or Pay Order, or

ii. in the form of an irrevocable unconditional Bank Guarantee
issued by any scheduled Bank of Bangladesh, in the format
(Form PG3-7), without any alteration, furnished in Section
5: Tender and Contract Forms;

(b) be payable promptly upon written demand by the Procuring
Entity in the case of the conditions, as stated under ITT
Clause 35.1 being invoked; and

(c) remain valid for at least twenty-eight (28) days beyond the
expiry date of the Tender Validity in order to make a
claim in due course against a Tenderer in the
circumstances as stated under ITT Clause 35.1.
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33. Authenticity of  33.1
Tender

The authenticity of the Tender Security submitted by a Tenderer
may be examined and verified by the Procuring Entity at its
discretion in writing from the Bank issuing the security.

33.2 If a Tender Security is found to be not authentic, the Procuring

Entity may proceed to take measures against that Tenderer as
stated under ITT Sub Clause 4.4.

33.3 A Tender not accompanied by a valid Tender Security will be

Security

34. Return of 341
Tender
Security 34.2

34.3

35. Forfeiture of 35.1
Tender
Security

36. Format and 36.1
Signing of
Tender

36.2

36.3

36.4

considered non-responsive.

No Tender Security shall be returned to the Tenderers before
contract signing.

Unsuccessful Tenderer's Tender Security will be discharged or
returned as soon as possible but within twenty-eight (28) days
after the expiry of the Tender Validity period as stated under ITT
Sub Clause 29.1

The Tender Security of the successful Tenderer will be discharged
upon the Tenderer's furnishing of the performance security and
signing of the Agreement.

The Tender Security may be forfeited, if a Tenderer:

(@) withdraws its Tender after opening of Tenders but within
the validity of the Tender, as stated under ITT Sub Clause
29 and 30; or

(b) refuses to accept a Notification of Award, as stated under
ITT Sub Clause 61.3; or

(c) fails to furnish performance security, as stated under ITT
Sub Clause 62.1; or

(d)  refuses to sign the Contract, as stated under ITT Sub
Clause 67.2; or

(e) does not accept the correction of the Tender price
following the correction of arithmetic errors, as stated
under ITT Sub Clause 51.

Tenderers shall prepare one (1) original of the documents
comprising the Tender as described in ITT Clause 21 and clearly
mark it “ORIGINAL”. In addition, the Tenderer shall prepare the
number of copies of the Tender, as specified in the TDS and
clearly mark each of them “COPY”. In the event of any
discrepancy between the original and the copies, the original shall
prevail.

Alternatives, if permitted under ITT Clause 23, shall be clearly
marked “Alternative”.

The original and each copy of the Tender shall be typed or written
in indelible ink and shall be signed by the Person duly authorized
to sign on behalf of the Tenderer. This Tender specific
authorization shall be attached to the Tender Submission Letter
(Form PG3-1). The name and position held by each Person(s)
signing the authorization must be typed or printed below the
signature. All pages of the original and of each copy of the Tender,
except for un-amended printed literature, shall be numbered
sequentially and signed by the person signing the Tender.

Any interlineations, erasures, or overwriting shall be valid only if they
are signed or initialled by the Person(s) signing the Tender.
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37. Sealing, 37.1
Marking and
Submission of
Tender

37.2
(a)
(b)
()
(d)
(e)
37.3
374
37.5

38. Deadline for 38.1
Submission of
Tenders

38.2

38.3

38.4

39. Late Tender 39.1

40. Modification, 40.1
Substitution or
Withdrawal of
Tenders

E. Tender Submission

Tenderer shall enclose the original in one (1) envelope and all the
copies of the Tender, including the alternative, if permitted under
ITT Clause 23 in another envelope, duly marking the envelopes as
“‘ORIGINAL (O)” “ALTERNATIVE (A)” (if permitted) and “COPY.”
These sealed envelopes will then be enclosed and sealed in one
(1) single outer envelope.

The inner and outer envelopes shall:

be addressed to the Procuring Entity as stated under ITT Sub
Clause 38.1;

bear the name of the Tender and the Tender Number as stated
under ITT Sub Clause 1.1;

bear the name and address of the Tenderer;

bear a statement “DO NOT OPEN BEFORE...” the time  and
date for Tender opening, as stated under ITT Sub Clause 44.1

bear any additional identification marks as specified in the TDS

Tenderers are solely and entirely responsible for pre-disclosure of
Tender information if the envelope(s) are not properly sealed and
marked.

Tenders shall be delivered by hand or by mail, including courier
services to location as designated in the ITT Sub Clause 38.1.

The Procuring Entity will, on request, provide the Tenderer with a
receipt showing the date and time when it's Tender was received.

Tenders shall be delivered to the Procuring Entity at the address
specified in the TDS and not later than the date and time specified
in the TDS.

The Procuring Entity may, at its discretion, extend the deadline for
submission of Tender as stated under ITT Sub Clause 37.1, in
which case all rights and obligations of the Procuring Entity and
Tenderers previously subject to the deadline will thereafter be
subject to the new deadline as extended.

If submission of Tenders is allowed in more than one location, the
date and time, for submission of Tenders for both the primary and
the secondary place(s), shall be the “same and not different” as
specified in the TDS.

The Procuring Entity shall ensure that the Tenders received at the
secondary place(s) are hand-delivered at the primary place as
stated under ITT Sub Clause 38.1, within THREE (3) HOURS
after the deadline for submission of Tenders at the secondary
place (s), in case of MULTIPLE DROPPING as stated under ITT
Sub Clause 38.3, as specified in the TDS.

Any Tender received by the Procuring Entity after the deadline for
submission of Tenders as stated under ITT Sub Clause 38.1, shall
be declared LATE and returned unopened to the Tenderer.

Tenderers may modify, substitute or withdraw its Tender after it
has been submitted by sending a written notice duly signed by the
authorised signatory properly sealed, and shall include a copy of
the authorisation; provided that such written notice including the
affidavit is received by the Procuring Entity prior to the deadline for
submission of Tenders as stated under ITT Sub Clause 38.1.
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41. Tender 411
Modification

42. Tender 42 .1
Substitution

43. Withdrawal of 43.1
Tender

Tenderers shall not be allowed to retrieve its original Tender,
but shall be allowed to submit corresponding modification to its
original Tender marked as “MODIFICATION”.

Tenderers shall not be allowed to retrieve its original Tender,
but shall be allowed to submit another Tender marked as
“SUBSTITUTION”.

Tenderers shall be allowed to withdraw its Tender by a Letter of
Withdrawal marked as “WITHDRAWAL".

F. Tender Opening and Evaluation

44. Tender 441
Opening

44.2

44.3

44 .4

44.5

44.6

44.7

Tenders shall be opened immediately after the deadline for
submission of Tenders at the primary place as specified in the
TDS but not later than ONE HOUR after expiry of the submission
deadline at the same primary place unless otherwise stated under
ITT Sub Clause 44.2.

If submission of Tenders is allowed in more than one location as

stated under ITT Sub Clause 38.3 and 38.4, Tenders shall be

opened, immediately after receipt of Tenders from all the

secondary place(s), at the primary place.

Persons not associated with the Tender may not be allowed to

attend the public opening of Tenders.

Tenderers’ representatives shall be duly authorised by the

Tenderer. Tenderers or their authorised representatives will be

allowed to attend and witness the opening of Tenders, and will

sign a register evidencing their attendance.

The authenticity of withdrawal or substitution of, or modifications

to original Tender, if any made by a Tenderer in specified manner,

shall be examined and verified by the Tender Opening Committee

(TOC) based on documents submitted under ITT Sub

Clause 40.1.

Ensuring that only the correct (M), (S), (A), (O) envelopes are

opened, details of each Tender will be dealt with as follows:

(@)  the Chairperson of the TOC will read aloud each Tender
and record in the Tender Opening Sheet (TOS);

(i) the name and address of the Tenderer;

(i)  state if it is a withdrawn, modified, substituted, or
original Tender;

i) the Tender price;
iv) any discounts;
v)  any alternatives;

vi) the presence or absence of any requisite Tender
Security; and
(vii) such other details as the Procuring Entity, at its
discretion, may consider appropriate;
(b)  only discounts and alternative read aloud at the Tender
opening will be considered in evaluation;

(c) all pages of the original version of the Tender, except for
un-amended printed literature, will be initialled by
members of the TOC.

Upon completion of Tender opening, all members of the TOC and
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44.8

44.9

45. Evaluation of 45.1
Tenders

45.2

46. Evaluation 46.1
process

47. Preliminary 471
Examination

472
48. Technical 48.1
Examinations
and

Responsiveness g 2

the Tenderers or Tenderer's duly authorised representatives
attending the Tender opening shall sign by name, address,
designation, the TOS, copies of which shall be issued to the Head
of the Procuring Entity or an officer authorised by him or her and
also to the members of the Tender Opening Committee and any
authorised Consultants and, to the Tenderers immediately

The omission of a Tenderer’s signature on the record shall not
invalidate the contents and effect of the record under ITT Sub-
Clause 44.7.

No Tender will be rejected at the Tender opening stage except the
LATE Tenders as stated in the ITT Clause 39.

Tenders shall be examined and evaluated only on the basis of
the criteria specified in the Tender Document.

Tender Evaluation Committee (TEC) shall examine, evaluate
and compare Tenders that are responsive to the requirements
of Tender Documents in order to identify the successful
Tenderer.

TEC may consider a Tender as responsive in the Evaluation,
only if it is submitted in compliance with the mandatory
requirements set out in the Tender Document. The evaluation
process should begin immediately after tender opening
following four steps:

(a) Preliminary Examination;

(b) Technical Examinations and Responsiveness;

(c) Financial evaluation and price comparison;

(d) Post-qualification of the lowest evaluated responsive
Tenders.

TEC shall examine the Tenders to confirm that all documentation
as stated under ITT Clause 21 has been provided, to determine
the completeness of each document submitted

TEC shall confirm that the following documents and information
have been provided in the tender. If any of these documents or
information is missing, the offer shall be rejected,;

(a) Tender Submission Letter;
(b) Priced Schedule;

(c) Written confirmation authorizing the signatory of the Tender
to commit the Tenderer; and

(d) Valid Tender Security.

TEC's determination of a Tender’s responsiveness is to be based
on the contents of the Tender itself without recourse to extrinsic
evidence.

A responsive Tender is one that conforms in all respects to the
requirements of the Tender Document without material deviation,
reservation, or omission. A material deviation, reservation, or
omission is one that:

(a) affects in any substantial way the scope, quality, or
performance of the Goods and related services specified
in the Contract; or
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48.3

48.4

48.5

48.6

48.7

48.8

(b) limits in any substantial way, or is inconsistent with the
Tender Documents, the Procuring Entity’s rights or the
Tenderer’s obligations under the Contract; or

(c) if rectified would unfairly affect the competitive position of
other Tenderers presenting responsive tenders.

During the evaluation of Tenders, the following definitions sha

apply:

“Deviation” is a departure from the requirements specified in the Tender

Document;

“Reservation” is the setting of limiting conditions or withholding from complete
acceptance of the requirements specified in the Tender Document; and

“Omission” is the failure to submit part or all of the information or
documentation required in the Tender Document.

If a Tender is not responsive to the mandatory requirements set
out in the Tender Document, shall not subsequently be made
responsive by the Tenderer by correction of the material deviation,
reservation, or omission.

There shall be no requirement as to the minimum number of
responsive tenders.

There shall be no automatic exclusion of Tenders which are above
or below the official estimate.

TEC will examine the adequacy and authenticity of the
documentary evidence which may follow the order below:

(a) verification of the completeness of the country of origin
declaration in the Price Schedule for Goods and related
services (Form PG3-4A and 4B) to determine the
eligibility of the Goods and related services.

(b) verification and examination of the documentary evidence
and completed Specification Submission Sheet (Form
PG3-5) to determine the conformity of the Goods and
related services.

(c) verification and examination of the documentary evidence
that the Tenderer’'s qualifications conform to the Tender
Document and the Tenderer meets each of the
qualification criterion specified in Sub Section C,
Qualification Criteria.

Provided that a Tender is responsive, TEC may request that the
Tenderer submit the necessary information or documentation,
within a reasonable period of time, to rectify nonmaterial
nonconformities or omissions in the Tender related to
documentation requirements. Such omission shall not be related
to any aspect of the rates of the Tender reflected in the completed
Price Schedule or any mandatory criteria. Failure of the Tenderer
to comply with the request may result in the consideration of its
Tender as non-responsive.
The TEC may regard a Tender as responsive even if it contains;
(@)  minor or insignificant deviations which do not meaningfully
alter or depart from the technical specifications,
characteristics and commercial terms and, conditions or
other mandatory requirements set out in the Tender
Document; or

(b) errors or oversights, that if corrected, would not alter the

2017-04-12 Hardware and Software for Information Systems 18



49. Clarification on
Tender

50. Restrictions on
the Disclosure
of Information

51. Correction of
Arithmetical
Errors

49.1

49.2

49.3

49.4

50.1

50.2

50.3

50.4

51.1

key aspects of the Tender.

TEC may ask Tenderers for clarification of their Tenders, in order
to facilitate the examination and evaluation of Tenders. The
request for clarification by the TEC and the response from the
Tenderer shall be in writing, and Tender clarifications which may
lead to a change in the substance of the Tender or in any of the
key elements of the Tender as stated under ITT Sub Clause 49.2,
will neither be sought nor be permitted.

Change in the Tender price shall not be sought or permitted,
except to confirm correction of arithmetical errors discovered by
the Procuring Entity in the evaluation of the Tender, as sated
under ITT Clause 51.

Any request for clarifications by the TEC shall not be directed
towards making an apparently non-responsive Tender
responsive and reciprocally the response from the concerned
Tenderer shall not be articulated towards any addition,
alteration or modification to its Tender.

If a Tenderer does not provide clarifications of its Tender by the
date and time set in the TEC’s written request for clarification,
its Tender shall not be considered in the evaluation.

Following the opening of Tenders until issuance of Notification
of Award no Tenderer shall, unless requested to provide
clarification to its Tender or unless necessary for submission of
a complaint, communicate with the concerned Procuring Entity.

Tenderers shall not seek to influence in anyway, the
examination and evaluation of the Tenders.

Any effort by a Tenderer to influence a Procuring Entity in its
decision concerning the evaluation of Tenders, Contract
awards may result in the rejection of its Tender as well as
further action in accordance with Section 64 (5) of the Public
Procurement Act 2006.

All clarification requests shall remind Tenderers of the need for
confidentiality and that any breach of confidentiality on the part
of the Tenderer may result in their Tender being non-
responsive.

Provided that the Tender is responsive, TEC shall correct
arithmetical errors on the following basis:

(a) |If there is a discrepancy between the unit price and the line
item total that is obtained by multiplying the unit price by the
quantity, the unit price shall prevail and the line item total
shall be corrected, unless in the opinion of the TEC there is
an obvious misplacement of the decimal point in the unit
price, in which case the total price as quoted will govern and
the unit price will be corrected,;

(b) If there is an error in a total corresponding to the addition or
subtraction of subtotals, the subtotals shall prevail and the
total shall be corrected; and

(c) if there is a discrepancy between words and figures, the
amount in words shall prevail, unless the amount expressed
in words is related to an arithmetic error, in which case the
amount in figures shall prevail subject to (a) and (b) above.

51.2 TEC shall correct the arithmetic errors and shall promptly notify
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52. Financial
Evaluation

52.1

52.2

52.3

52.4

52.5

52.6

the concerned Tenderer(s), if the Tenderer does not accept the
correction of arithmetic errors, its Tender shall be rejected.

TEC will evaluate each Tender that has been determined, up to
this stage of the evaluation, to be responsive to the requirements
set out in the Tender Document.

To evaluate a Tender, TEC will consider the following:
(a) Tender price for Item(s) or Lot

(b) adjustment for correction of arithmetical errors as stated
under ITT Sub Clause 51.2;

(c) adjustment for application of the methodology for
determining the equivalent lot value, as stated under ITT
Sub Clause 23.8, if any;

(d) adjustment for application of the economic factors, as
stated under ITT Sub Clause 52.6, if any;

(e) adjustment in order to take into consideration the
unconditional discounts and methodology for application of
the discount offered for being awarded more than one lot,
as stated under ITT Sub Clauses 24.11 and 24.12, if any.

Variations, deviations, alternatives and other factors which are in
excess of the requirements of the Tender Document or otherwise
result in unsolicited benefits for the Procuring Entity will not be
taken into account in Tender evaluation

If so indicated in the ITT Sub Clause 24.3 the TEC may award
one or multiple lots to one Tenderer following the methodology
specified in ITT Sub Clause 52.5

To determine the lowest-evaluated lot or combination of lots, the
TEC will take into account:

(a) the lowest-evaluated Tender for each item(s) or lot, as
applicable

(b) the resources sufficient to meet the qualifying criteria for
the individual lot or aggregate of the qualifying criteria for
the multiple lots; and

(c) the price reduction on account of discount per lot or
combination of lots and the methodology for application
of the discount as offered by the Tenderer in its Tender.

The Procuring Entity’s evaluation of a Tender may require the
consideration of other factors, in addition to the Tender price
quoted as stated under ITT Clause 24. The effect of the factors
selected, if any, shall be expressed in monetary terms to facilitate
comparison of Tenders. The factors, methodologies and criteria
to be used shall be as specified in TDS. The applicable
economic factors, for the purposes of evaluation of Tenders shall
be:

(a) adjustment for deviations in the Delivery and Completion
Schedule;

(b) cost of major replacement components, mandatory spare
parts and service.
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53. Assessing the
Price of
unpriced
Items

54. Price
Comparison

55. Negotiation

56. Post-
qualification

52.7

52.8

53.1

53.2

541

54.2

54.3

54.4

55.1

56.1

56.2

If the winning lot is missing some item(s), as stated under ITT
Sub Clause 23.8, comprising twenty (20) percent or less number
of items in the lot, the Procuring Entity may procure those
missing item(s) from the other responsive Tenderer(s) quoting
the lowest price for the missing item(s).

TEC may recommend to increase the amount of the
Performance Security above the amounts as stated under ITT
Sub Clause 62.1 but not exceeding twenty-five (25) percent of
the Contract Price, if in the opinion of the TEC, it is found that the
Tender is significantly below the updated official estimated cost.

If it is so permitted under ITT Clause 24, any Tenderer offered
only eighty percent (80%) the items of a lot as stated under ITT
Sub-Clause 24.7, the TEC shall calculate the total lot value by
adding up the average prices offered by other responsive
Tenderers for the missing items to establish the winning lot
Tender.

If the winning lot is missing some items as stated under ITT Sub
Clause 53.1, comprising less than twenty percent (20%), the
Procuring Entity may procure the missing items from the Tenderer
offering the least cost for those remaining items.

TEC shall compare all responsive Tenders to determine the
lowest-evaluated Tender, as stated under ITT Clause 52.

In the extremely unlikely event that there is a tie for the lowest
evaluated price, the Tenderer with the superior past performance
with the Procuring Entity shall be selected, whereby factors such
as delivery period, quality of Goods delivered, complaints history
and performance indicators could be taken into consideration.

In the event that there is a tie for the lowest price and none of the
Tenderers has the record of past performance with the Procuring
Entity, then the Tenderer shall be selected, subject to firm
confirmation through the Post-qualification process described in
ITT Clause 55, after consideration as to whether the quality of
Goods that is considered more advantageous by the end-users.

The successful Tenderer as stated under ITT Sub Clauses 53.1,
53.2 and 53.3 shall not be selected through lottery under any
circumstances.

No negotiations shall be held during the Tender evaluation or
award, with the lowest or any other Tenderer.

The determination on Post-qualification shall be based upon an
examination of the documentary evidence of the Tenderer’s
eligibility and qualifications submitted by the Tenderer as stated
under ITT Clause 26 and 28, clarifications as stated under ITT
Clause 49 and the qualification criteria as stated under ITT
Clause 12,13,14 and 15. Factors not included therein shall not
be used in the evaluation of the Tenderer’s qualification.

An affirmative determination shall be a prerequisite for award of
the Contract to the Tenderer. A negative determination shall
result in rejection of the Tenderer’s tender, in which event the
TEC shall proceed to the next lowest evaluated tender to make
a similar determination of that Tenderer’s capabilities to perform
the Contract satisfactorily, if awarded.
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57.Procuring
Entity’s Right
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or to Reject
Any or All
Tenders

58. Rejection of All
Tenders

59. Informing
Reasons for
Rejection

60. Award Criteria

61. Procuring
Entity’s Right to
Vary Quantities

56.3

571

58.1

58.2

58.3

59.1

60.1

TEC may verify information contained in the Tender by visiting
the premises of the Tenderer as a part of the post qualification
process, if practical and appropriate.

The Procuring Entity reserves the right to accept any Tender or
to reject any or all the Tenders any time prior to contract award
and, to annul the Procurement proceedings with prior approval
of the Head of the Procuring Entity, any time prior to the
deadline for submission of Tenders following specified
procedures, without thereby incurring any liability to Tenderers,
or any obligations to inform the Tenderers of the grounds for the
Procuring Entity’s action.

The Procuring Entity may, in the circumstances as stated under

ITT Sub Clause 57.2, reject all Tenders following

recommendations from the TEC only after the approval of such

recommendations by the Head of the Procuring Entity.

All Tenders can be rejected, if -

(a) the price of the lowest evaluated Tender exceeds the official
estimated cost, provided the estimate is realistic; or

(b) there is evidence of lack of effective competition; such as
non-participation by a number of potential Tenderers; or

(c) the Tenderers are unable to propose completion of the
delivery within the stipulated time in its offer, though the
stipulated time is reasonable and realistic; or

(d) all Tenders are non-responsive; or

(e) evidence of professional misconduct, affecting seriously
the Procurement process, is established pursuant to Rule
127 of the Public Procurement Rules, 2008.

Notwithstanding anything contained in ITT Sub Clause 57.2
Tenders may not be rejected if the lowest evaluated price is in
conformity with the market price.

Notice of the rejection will be given promptly within seven (7)
working days of decision taken by the Procuring Entity to all
Tenderers and, the Procuring Entity will, upon receipt of a written
request, communicate to any Tenderer the reason(s) for its
rejection but is not required to justify those reason(s).

G. Contract Award

The Procuring Entity shall award the Contract to the Tenderer
whose Tender is responsive to the Tender Document and that
has been determined to be the lowest evaluated Tender,
provided further that the Tenderer is determined to be Post-
qualified as stated under ITT Clause 55.

60.2 Tenderers will not be required, as a condition for award, to

61.1

undertake responsibilities not stipulated in the Tender
documents, to change its price, or otherwise to modify its
Tender.

The Procuring Entity, within the amount approved, reserves the
right at the time of Contract Award to increase or decrease the
quantity per item of Goods and related Services originally
specified in Section 6: Schedule of Requirements, provided this
does not exceed the percentage specified in the TDS, and
without any change in the unit prices or other terms and
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62.3
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62.6

62.7

63. Performance 63.1
Security

63.2

63.3

64.Form and Time  64.1
Limit for
Furnishing of
Performance
Security

conditions of the Tender and the Tender Document.

Prior to the expiry of the Tender Validity period and within one
(1) week of receipt of the approval of the award by the
Approving Authority, the Procuring Entity shall issue the
Notification of Award (NOA) to the successful Tenderer(s).

The NOA, attaching the contract as per the sample (Form PG3-
9) to be signed, shall state:

(a) the acceptance of the Tender by the Procuring Entity;

(b) the price at which the contract is awarded;

(c) the amount of the Performance Security and its format;
(d) the date and time within which the Performance Security

shall be furnished; and

(e) the date and time within which the contract shall be
signed.

The NOA shall be accepted in writing by the successful
Tenderer within seven (7) working days from the date of its
issuance.

In the event, the Tenders were invited for one (1) or more items
on an ‘item-by-item” basis, contract(s) will comprise the
corresponding item(s) awarded to the successful Tenderer(s)
and, Contract(s) will be signed per each of the successful
Tenderer(s),covering the corresponding item(s).

In the event, the Tenders were invited for a single lot, contract
will comprise the corresponding items in the lot awarded to the
successful Tenderer and, Contract will be signed with the
successful Tenderer of the lot, covering the item(s).

In the event, the Tenders were invited for a number of lots on a
“lot-by-lot” basis, contracts will comprise the corresponding items
in a lot awarded to the successful Tenderer(s) and, Contract(s)
will be signed per each of the successful Tenderer(s) per lot,
covering the corresponding item(s).

Until a formal contract is signed, the NOA shall constitute a
Contract, which shall become binding upon the furnishing of a
Performance Security and the signing of the Contract by both
parties.

Performance Security shall be provided by the successful
Tenderer in BDT currency, of the amount as specified in the
TDS.

The proceeds of the Performance Security shall be payable to
the Procuring Entity unconditionally upon first written demand as
compensation for Supplier's failure to complete its obligations
under the Contract.

In the event a Government owned enterprise as stated under
ITT Sub Clause 5.10 is the successful Tenderer, there shall be
Security Deposit as specified in the TDS, in lieu of the
Performance Security, as stated under ITT Sub Clause 62.1.

The Performance Security shall be in the form of a Bank
Draft, Pay Order or an irrevocable unconditional Bank
Guarantee in the format (Form PG3-11), without any
alteration, issued by any scheduled Bank of Bangladesh
acceptable to the Procuring Entity.
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64.2

65.1

66.1

67.1

67.2

67.3

68.1

68.2

69.1

69.2

70.1

711

Within fourteen (14) days from the date of receipt of the NOA
but not later than the date specified therein, the successful
Tenderer shall furnish the Performance Security for the due
performance of the Contract in the amount specified under
ITT Sub Clause 62.1.

The Performance Security shall be required to be valid until a
date twenty-eight (28) days beyond the date of completion of
the Supplier's performance obligations under the Contract,
including any warranty obligations.

The Procuring Entity shall verify the authenticity of the
Performance Security submitted by the successful Tenderer
by sending a written request to the branch of the Bank
issuing the Pay Order, Bank Draft or irrevocable
unconditional Bank Guarantee in specified format.

At the same time as the Procuring Entity issues the NOA, the
Procuring Entity shall send the draft Contract Agreement and
all documents forming the Contract to the successful
Tenderer(s).

Within twenty-eight (28) days of the issuance of NOA, the
successful Tenderer(s) and the Procuring Entity shall sign the
contract.

Failure of the successful Tenderer(s) to furnish the
Performance Security, as stated under ITT Sub Clause 62.1,
or sign the Contract, as stated under ITT Sub Clause 66.2,
shall constitute sufficient grounds for the annulment of the
award and forfeiture of the Tender Security. In that event the
Procuring Entity may award the Contract to the next lowest
evaluated responsive Tenderer(s), who is determined by the
TEC to be qualified to perform the Contract satisfactorily.

The NOA for Contract of Taka one crore and above shall be
notified by the Procuring Entity to the Central Procurement
Technical Unit within 7(seven) days of its issuance for
publication in their website, and that notice shall be kept
posted for not less than a month.

The NOA for Contract below Taka one crore, shall be
published by the Procuring Entity on its Notice Board and
where applicable on the website of the Procuring Entity and
that notice shall be kept posted for not less than a month.

Debriefing of Tenderers by the Procuring Entity shall outline
the relative status and weakness only of his or her Tender
requesting to be informed of the grounds for not accepting
the Tender submitted by him or her, without disclosing
information about any other Tenderer.

In the case of debriefing confidentiality of the evaluation
process shall be maintained.

The Procuring Entity proposes the person named in the TDS
to be appointed as Adjudicator under the Contract, at an
hourly fee and for those reimbursable expenses as specified
in the TDS.

Tenderer has the right to complain in accordance with the
Public Procurement Act 2006 and the Public Procurement
Rules, 2008.
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Section 2. Tender Data Sheet

ITT Clause Amendments of, and Supplements to, Clauses in the Instruction to
Tenderers
A. General
ITT 1.1 The Procuring Entity is Bangladesh Bank represented by
Debdulal Roy
Systems Manager
Information Systems Development Department, Bangladesh Bank, Head Office,
Dhaka.
The Name of the Tender is: Supply, Installation, Testing, Commissioning and
Implementation of Hardware and Software including related services for
Information Systems
Tender Ref: ISDD/6(9)/2017-4B
ITT 31 The source of public fund is Bangladesh Bank’s own fund.
ITT 3.3 The name of the Development Partner is Not Applicable.
ITT 5.1 Tenderers from the following countries are not eligible: Israel
ITT 6.1 Goods and related Services from the following counties are not eligible: Israel
B. Tender Document
ITT 8.2 The following are authorised agents/offices of the Procuring Entity for the purpose of
issuing the Tender Document: None
ITT9.1 For clarification of Tender Document purposes only, the Procuring Entity’s address
is:
Attention: Debdulal Roy
Address: Systems Manager, Information Systems Development Department,
Bangladesh Bank, 28" Floor, Head Office, Dhaka
Telephone No.: +880-2-9530101
Fax No: +880-2-9530481
e-mail address: debdulal.roy@bb.org.bd
and contract Procuring Entity within seven days prior to tender submission.
ITT 101 A Pre- Tender meeting shall not be held.
C. Qualification Criteria
ITT 14.1(a) The minimum of years of general experience of the Tenderer in the supply of Goods
and related services as Supplier shall be minimum five (05) years.
ITT 14.1(b) The minimum specific experience as Supplier in supply of similar Goods of at least one

(01) contract(s) successfully completed within the last three (3) years, each with a
value of at least Tk. 2,00,00,000/= (Taka Two Crore) only.
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ITT 14.1(c)

The minimum supply and/or production capacity of Goods is/ are: None

ITT 15.1(a) The minimum amount of liquid assets i.e., working capital or credit line(s) of the

Tenderer shall be Tk 10,00,00,000/= (Taka Ten Crore) only.
D. Preparation of Tender

ITT 21.1(l) The Tenderer shall submit with its Tender the following additional documents:

1. Complete curriculum vitae of the technical and management personnel
engaged to the proposed solution delivery

2. Delivery and Installation completion certificate from users for similar contracts
for last five years

ITT 23.1 Alternatives will not be permitted.

ITT 24.3 Tenders are being invited for a single lot.

ITT 24.6 Price quoted for each lot shall correspond at least to 100% of the items specified for
each lot and correspond at least to 100% of the total lot value.

ITT 24.8 The price for the following particular item must be quoted by the Tenderers
As specified in Section 6: Schedule of Requirements

ITT 28.1(e) The required information regarding claims under litigation shall be current or during the
last five (5) years.

ITT 28.1(f) Manufacturer’s Authorisation is required for all items listed in Section 6:
Schedule of Requirements

ITT 28.1(h) The required reports on the financial standing, such as profit and loss statements and
audited balance sheet shall be for the past two (02) years.

ITT 291 The Tender Validity period shall be Sixty-Three (63) days.

ITT 311 The amount of the Tender Security shall be Taka Eight Lac (Tk. 8,00,000/=) only in
favour of Bangladesh Bank.

ITT 36.1 In addition to the original of the Tender, copy/copies shall be submitted: Only one
original copy of the Tender. eTender submission shall be considered as
final tender submission.

Note: Internet Explorer 7.0 or above using Microsoft Windows 7 is required for
eTender submission. In Internet Explorer, there is a need to add
etender.bb.org.bd in Browser’s Compatibility View.

E. Submission of Tender

ITT 37.2 The inner and outer envelopes shall bear the following additional identification marks:
Not Applicable

ITT 38.1 For Tender submission purposes, the Procuring Entity’s address is:

Attention: Debdulal Roy

Address: Systems Manager, Information Systems Development Department,
Bangladesh Bank, 28" Floor, Head Office, Motijheel, Dhaka

Telephone: 9530101, Facsimile: 9530481, Email: debdulal.roy@bb.org.bd

2017-04-12 Hardware and Software for Information Systems 26




The deadline for submission of Tenders is: 26 April 2017

Time & Date: 03:00PM on 26 April 2017 using online eTender System of the
Purchaser (www.bb.org.bd >eTender or directly to etender.bb.org.bd)

F. Opening and Evaluation of Tenders

ITT 441 The Tender opening shall take place at:
Address: Meeting Room, Information Systems Development Department, 28" Floor,
Bangladesh Bank, Head Office, Motijheel, Dhaka
Time & Date: 03:15PM on 26 April 2017
ITT 52.6 The applicable economic factors, for the purposes of evaluation of Tenders shall be:
Not Applicable
G. Award of Contract
ITT 60.1 The maximum percentage by which quantities per item may be increased is Twenty
percent (20%) at the time of Contract Award.
The maximum percentage by which quantities per item may be decreased is Twenty
percent (20%) at the time of Contract Award.
ITT 62.1 The amount of Performance Security shall be ten (10) percent of the Contract Price.
ITT 69.1 The Adjudicator will be decided later in consultation with the wining tenderer and

hourly fee and the reimbursable expenses shall be agreed by both the purchaser and
the wining tenderer
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Section 3.

General Conditions of Contract

1. Definitions 1.1 In the Conditions of Contract, which include Particular Conditions and
these General Conditions, the following words and expressions shall
have the meaning hereby assigned to them. Boldface type is used to
identify the defined term:

(a)

(b)

Adjudicator is the expert appointed jointly by the Procuring
Entity and the Contractor to resolve disputes in the first
instance, as provided for in GCC Sub Clause 42.2.
Completion Schedule means the fulfiiment of the Related
Services by the Supplier in accordance with the terms and
conditions set forth in the Contract;

Contract Agreement means the Agreement entered into
between the Procuring Entity and the Supplier, together with
the Contract Documents referred to therein, including all
attachments, appendices, and all documents incorporated by
reference therein;

Contract Documents means the documents listed in the
Contract Agreement, including any amendments thereto;
Contract Price means the price stated in the Notification of
Award and thereafter as adjusted in accordance with the
provisions of the Contract;

Cost means all expenditures reasonably incurred or to be
incurred by the Contractor, whether on or off the point of
delivery, including overhead, taxes, duties, fees and such other
similar levies including corresponding incidental charges and
premiums for banking and insurances, as applicable.

Day means calendar days unless otherwise specified as
working days;

Delivery means the transfer of ownership of the Goods from
the Supplier to the Procuring Entity in accordance with the
terms and conditions set forth in the Contract;

Force Majeure means an event or situation beyond the control
of the Supplier that is not foreseeable, is unavoidable, and its
origins not due to negligence or lack of care on the part of the
Contractor; such events may include, but not be limited to, acts
of the Government in its sovereign capacity, wars or
revolutions, fires, floods, epidemics, quarantine restrictions,
and freight embargoes or more as included in GCC Clause 36;
GCC mean the General Conditions of Contract;

Goods means raw materials, products and equipment and
objects in solid, liquid or gaseous form, electricity, and related
Services if the value of such Services does not exceed that of
the Goods themselves;

Government means the Government of the People’s Republic
of Bangladesh;

Head of the Procuring Entity means the Secretary of a
Ministry or a Division, the Head of a Government Department
or Directorate; or the Chief Executive; or as applicable,
Divisional Commissioner, Deputy Commissioner, Zilla Judge;
or by whatever designation called, of a local Government
agency, an autonomous or semi-autonomous body or a
corporation, or a corporate body established under the
Companies Act;
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3.1

(n)  Procuring Entity means an Entity having administrative and
financial powers to undertake Procurement of Goods, Works or
Services using public funds, as specified in the PCC;

(0) Related Services means Services linked to the supply of
Goods contracts;

(p) PCC means the Particular Conditions of Contract;

(q) Subcontractor means any natural person, private or
government entity, or a combination of the above, to whom any
part of the Goods to be supplied or execution of any part of the
Related Services is subcontracted by the Supplier;

(n Supplier means a Person under contract with a Procuring
Entity for the supply of Goods and related services under the
Act;

(s) Site means the point(s) of delivery named in the PCC

(t)  Writing means communication written by hand or machine duly
signed and includes properly authenticated messages by
facsimile or electronic mail.

In interpreting the GCC, singular also means plural, male also means

female or neuter, and the other way around. Headings in the GCC shall

not be deemed part thereof or be taken into consideration in the
interpretation or construction thereof or of the Contract. Words have their
normal meaning under the English language unless specifically defined.

Entire Agreement

The Contract constitutes the entire agreement between the Procuring
Entity and the Supplier and supersedes all communications, negotiations
and agreements (whether written or oral) of parties with respect thereto
made prior to the date of Contract Agreement; except those stated under
GCC Sub Clause 7.1(i).

Amendment

No amendment or other variation of the Contract shall be valid unless it is
in writing, is dated, expressly refers to the Contract, and is signed by a
duly authorised representative of each party thereto.

Non-waiver

(a) Subject to GCC Sub Clause 2.4(b), no relaxation, forbearance,
delay, or indulgence by either party in enforcing any of the
terms and conditions of the Contract or the granting of time by
either party to the other shall prejudice, affect, or restrict the
rights of that party under the Contract, neither shall any waiver
by either party of any breach of Contract operate as waiver of
any subsequent or continuing breach of Contract.

(b) Any waiver of a party’s rights, powers, or remedies under the
Contract must be in writing, dated, and signed by an
authorised representative of the party granting such waiver,
and must specify the right and the extent to which it is being
waived.

Severability

If any provision or condition of the Contract is prohibited or rendered

invalid or unenforceable, such prohibition, invalidity or unenforceability

shall not affect the validity or enforceability of any other provisions and
conditions of the Contract.

Communications between Parties (notice, request or consent required or

permitted to be given or made by one party to the other) pursuant to the
Contract shall be in writing to the addresses specified in the PCC.
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A notice shall be effective when delivered or on the notice’s effective date,
whichever is later.

A Party may change its address for notice hereunder by giving the other
Party notice of such change to the address.

The Contract shall be governed by and interpreted in accordance with
the laws of the People’s Republic of Bangladesh.

The Contract shall be written in English language. Correspondence and
documents relating to the Contract exchanged by the Supplier and the
Procuring Entity may be written in English or Bangla language.
Supporting documents and printed literature that are part of the Contract
may be in another language provided they are accompanied by an
accurate translation of the relevant passages in English language, in
which case, for purposes of interpretation of the Contract, this translation
shall govern.

The Supplier shall bear all costs of translation to the governing language
and all risks of the accuracy of such translation.

The Government and the Development Partner requires that the
Procuring Entity as well as the Supplier (including their manufacturers,
sub-contractors, agents, personnel, consultants and service providers),
shall observe the highest standard of ethics during the implementation of
procurement proceedings and the execution of contracts under public
funds.

For the purpose of GCC Sub Clause 6.2 the terms set forth below as
follows—

(a) corrupt practice means offering, giving or promising to give,
receiving, or soliciting, either directly or indirectly, to any officer
or employee of the Procuring Entity or other public or private
authority or individual, a gratuity in any form; employment or any
other thing or service of value as an inducement with respect to
an act or decision or method followed by the Procuring Entity in
connection with a Procurement proceeding or contract
execution;

(b) fraudulent practice means the misrepresentation or omission
of facts in order to influence a decision to be taken in a
Procurement proceeding or Contract execution;

(c) collusive practice means a scheme or arrangement between
two (2) or more Persons, with or without the knowledge of the
Procuring Entity, that is designed to arbitrarily reduce the
number of Tenders submitted or fix Tender prices at artificial,
noncompetitive levels, thereby denying a Procuring Entity the
benefits of competitive price arising from genuine and open
competition; or

(d) coercive practice means harming or threatening to harm,
directly or indirectly, Persons or their property to influence a
decision to be taken in a Procurement proceeding or the
execution of a Contract, and this will include creating
obstructions in the normal submission process used for Tenders

(e) “Obstructive practice” (applicable in case of Development
Partner) means deliberately destroying, falsifying, altering or
concealing of evidence material to the investigation or making
false statements to investigators in order to materially impede
an investigation into allegations of a corrupt, fraudulent, coercive
or collusive practice; and /or threatening, harassing or
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intimidating any party to prevent it from disclosing its knowledge

of matters relevant to the investigation or from pursuing the

investigation.
Should any corrupt, fraudulent, collusive, coercive practice (or
obstructive practice in case of Development Partner) of any kind, in
competing for or in executing the Contract, is determined by the
Procuring Entity, then the Procuring Entity may, upon giving 14 days’
notice to the Supplier, terminate the Supplier's employment under the
Contract and the provisions of Clause 40 shall apply as if such
expulsion had been made under sub-clause 40.1 (Termination for
Default).

If corrupt, fraudulent, collusive or coercive (or obstructive in case of
Development Partners) practices of any kind determined by the
Procuring Entity or the Development Partner against the Supplier
alleged to have carried out such practices, the Procuring Entity and/or
the Development Partner shall;

(a) exclude the Supplier from further participation in the particular
Procurement proceeding; or

(b) declare, at its discretion, the Supplier to be ineligible to participate
in further Procurement proceedings, either indefinitely or for a
specific period of time.

The Supplier shall be aware of the provisions on corruption,

fraudulence, collusion, coercion and of the Public Procurement Act,

2006, the Public Procurement Rules, 2008 and in case of

Development Partner financed contract, the Procurement Guidelines

of the Development Partner.

The Supplier (including its manufacturers, sub-contractors, agents,

personnel, consultants and service providers) shall permit the

Government and/or the Development Partner to inspect the

Supplier’s accounts and records and other documents relating to the

submission of e-Tender and contract performance, and to have them

audited by auditors appointed by the Government and/or the

Development Partner, if so required.

The following documents forming the Contract shall be in the
following order of precedence, namely:

(a) The signed Contract Agreement;

b) The Notification of Award;

c) The Completed Tender;

d) Particular Conditions of Contract;

e) General Conditions of Contract;

f)  Technical Specifications;

g) Drawings;

h) Priced Schedule and Schedule of Requirements and;

i)  Other Documents including correspondences listed in the PCC
forming part of the Contract.

Subject to the PCC, the Goods and related services to be supplied

shall be as specified in Section 6: Schedule of Requirements.

Unless otherwise stipulated in the Contract, the Scope of Supply
shall include all such items not specifically mentioned in the Contract
but that can be reasonably inferred from the Contract as being
required for attaining delivery and completion of the Goods and
related services as if such items were expressly mentioned in the
Contract Agreement.
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The Supplier shall not assign his rights or obligations under the
Contract, in whole or in part, except with the Procuring Entity’s prior
written consent.

The Supplier and its Subcontractor(s) shall have the nationality of a
country other than that specified in the PCC.

All Goods and related services to be supplied under the Contract shall
have their origin in the countries except any specified in the PCC.

No fees, gratuities, rebates, gifts, commissions or other payments,
other than those shown in the Tender or the contract, shall be given
or received in connection with the procurement process or in the
contract execution.

The Supplier shall not, except for purposes of performing the
obligations in this Contract, without the Procuring Entity’s prior
written consent, disclose this Contract, or any provision thereof, or
any specification, plan, drawing, pattern, sample, or information
furnished by or on behalf of the Procuring Entity. Any such
disclosure shall be made in confidence and shall extend only as far
as may be necessary for purposes of such performance.

Any document, other than this Contract itself, enumerated in GCC
Clause 12.1 shall remain the property of the Procuring Entity and
shall be returned (all copies) to the Procuring Entity on completion of
the Supplier’s performance under this Contract if so required by the
Procuring Entity.

The Procuring Entity should not be liable for any infringement of
intellectual property rights arising from use of the goods procured. In
case there are third-party claims of such infringement of patent,
trademark, or industrial design rights, the supplier must indemnify and
hold the Procuring Entity free and harmless against such claims and
shall not be in contravention of Trademark Act, 2009 and Patent and
Design Act, 1911.

The copyright in all drawings, documents, and other materials
containing data and information furnished to the Procuring Entity by the
Supplier herein shall remain vested in the Supplier, or, if they are
furnished to the Procuring Entity directly or through the Supplier by any
third party, including suppliers of materials, the copyright in such
materials shall remain vested in such third party.

Any  subcontracting arrangements made during contract
implementation and not disclosed at the time of the Tendering shall not
be allowed.

Subcontracting of any portion of the Goods shall not relieve the Supplier
from any liability or obligations that may arise from its performance.

Supplier shall retain full responsibility for the contract and cannot pass any
contractual obligations to the Subcontractor and under no circumstances
assignment of the contract to the Subcontractor be allowed.

Subcontractors shall comply with the provisions of GCC Clause 6 and 10.

The Supplier shall supply all the Goods and related services specified in
the Scope of Supply as stated under GCC Clause 8 and the Delivery
and Completion schedule, as stated under GCC Clauses 21 and 23 in
conformity with the provisions of the Contract Agreement.

Whenever the performance of the obligations in this Contract requires
that the Supplier obtain permits, approvals and other license from local
public authorities, the Procuring Entity may, if so needed by the
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Supplier, make its best effort to assist the Supplier in complying with
such requirements in a timely and expeditious manner. However, the
supplier shall bear the costs of such permits and/or licenses.

The Procuring Entity shall pay the Supplier, in consideration of the
provision of Goods and related services, the Contract Price under the
provisions of the Contract at the times and manner prescribed in the
Contract Agreement.

The Procuring Entity may at any time order the Supplier through
notice in accordance with GCC Clause 3, to make changes within
the general scope of the Contract in any one or more of the
following:

(a) drawings, designs, or specifications, where goods to be
delivered under the Contract are to be specifically
manufactured for the Procuring Entity;

(b) the method of packing;

(c) the place(s) of delivery of goods and related services; and

(d) the related services to be provided by the Supplier.

The Procuring Entity may, in exceptional circumstances, issue
Repeat Order or additional delivery where the items already been
procured through competitive method of an additional quantity within
warranty period provided that prices are still the most advantageous
to the Procuring Entity after price verification.

The Supplier shall, under no circumstances, proceed to commence
the delivery of Goods and related services under GCC Sub Clause
18.1 and 18.2 unless it has been approved by the Approving
Authority or authority next higher, as appropriate.

If any change under GCC Sub Clause 18.1 causes an increase or
decrease in the cost of, or the time required for, the Supplier's
performance of any provisions under the Contract, an equitable
adjustment shall be made in the Contract Price or in the Delivery and
Completion Schedule, or both, as applicable.

The Supplier shall provide such packing of the goods as is required to
prevent their damage or deterioration during transit to their final
destination, as indicated in the Contract and in accordance with existing
industry standards. The packing shall be sufficient to withstand, without
limitation, rough handling and exposure to extreme temperatures, salt
and precipitation, and open storage. Packing case size and weights
shall take into consideration, where appropriate, the remoteness of the
goods’ final destination and the absence of heavy handling facilities at
all points in transit.

The packing, marking, and documentation within and outside the
packages shall comply strictly with such special requirements as shall
be expressly provided for in the Contract as stated under GCC Sub
Clause 20.1, including additional requirements, if any, specified in the
PCC, and in any subsequent instructions ordered by the Procuring
Entity.

The outer packaging must contain a “Packing List” which must reflect
the actual contents of the package.

Subject to GCC Clause 18, the delivery of the Goods and completion of
the related services shall be in accordance with the Delivery and
Completion Schedule specified in the Section 6: Schedule of
Requirements. The documents to be furnished by the Supplier shall be
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specified in the PCC.

Acceptance by the Procuring Entity shall be processed not later than
fourteen (14) working days from receipt of the goods at final destination
in the form of an Acceptance Certificate, unless any defects in the
supply, any damage during transportation or any failure to meet the
required performance criteria of the supply are identified and reported to
the Supplier as stated under GCC Clause 29 and 30. In such cases the
Acceptance Certificate will be issued only for those parts of the contract
supplies which are accepted. The Acceptance Certificate for the
remaining supplies will only be issued after the Supplier has remedied
the defects and/or any non-conformity under GCC Clause 29 and GCC
Clause 30.

Technical Inspection and Acceptance Committee (TIAC), if considered
appropriate and constituted by the Procuring Entity shall commence the
inspection and acceptance process within twenty-four (24) hours from
delivery of the goods, and complete the same as soon as practicable.

The Contract Price shall be as specified in the PCC subject to any
additions and adjustments thereto or deductions therefrom, as may be
made pursuant to the Contract.

Prices charged by the Supplier for the Goods delivered and the related
services performed under the Contract shall not vary from the price as
stated under GCC Sub Clause 23.1, with the exception of any change
in price resulting from a Variation Order or Repeat Order or Order for
Additional Delivery issued under GCC Clause 18.

The Supplier is required under the Contract to transport the Goods to
a specified place of destination as specified in Section 6: Schedule of
Requirements, defined as the Site, transport to such place of
destination, including insurance, other incidental costs, and
temporary storage, if any.

The Contract Price, including any Advance Payments, if applicable,
shall be paid in the manner as specified in the PCC.

The Supplier's request for payment shall be made to the Procuring
Entity in writing, accompanied by an invoice describing, as appropriate,
the Goods delivered and related services performed, and accompanied
by the documents as stated under GCC Clause 21 and 22 and upon
fulfilment of any other obligations stipulated in the Contract Agreement.

Payments shall be made promptly by the Procuring Entity, but in no
case later than the days indicated in the PCC after submission of an
invoice or request for payment by the Supplier, and after the Procuring
Entity has accepted it.

Payments due to the Supplier under this Contract shall be made in
Bangladesh Taka (BDT) Currency.

In the event that the Procuring Entity fails to pay the Supplier any
payment by its respective due date or within the period as stated under
GCC Sub Clause 25.3, the Procuring Entity shall pay to the Supplier
interest on the amount of such delayed payment at the rate specified in
the PCC, for the period of delay until payment has been made in full.

The Goods supplied under this Contract shall be fully insured by the
Supplier against loss or damage incidental to manufacture or acquisition,
transportation, storage, and delivery until their acceptance by the
Procuring Entity.

The Supplier shall be entirely responsible for all applicable taxes, custom
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duties, VAT and other levies imposed or incurred inside or outside
Bangladesh.

The Procuring Entity shall notify the Supplier of any claim made against
the Bank issuing the Performance Security.

The Procuring Entity may claim against the security if any of the
following events occurs for fourteen (14) days or more.

(a) The Supplier is in breach of the Contract and the Procuring Entity
has duly notified him or her; and

(b) The Supplier has not paid an amount due to the Procuring Entity
and the Procuring Entity has duly notified him or her.

In the event as stated under GCC Sub Clause 28.2, the Supplier is

liable to pay compensation under the Contract amounting to the full

value of the Performance Security or more, the Procuring Entity may call

the full amount of the security.

If there is no reason to call the security, the security shall be discharged
by the Procuring Entity and returned to the Supplier not later than
twenty-eight (28) days following the date of Completion of the Supplier’s
performance obligations under the Contract and the issuance of the
Acceptance Certificate by the Procuring Entity, including any warranty
obligations as stated under GCC Clause 31 and, the Procuring Entity
shall not make any claim under the security, except for amounts to
which the Procuring Entity is entitled under this Contract..

The security shall only be released after the expiry of the Warranty
Period pursuant to GCC Clause 31, provided that the Goods supplied
are free from patent and latent defects and all the conditions imposed
under the contract have been fully met.

(a) A patent defect, which is one that is apparent to the buyer on normal
observation. It is an apparent or obvious defect.

i. For example, a ball pen that does not write is patently defective.

(b) A latent defect, which is one that is not apparent to the buyer by
reasonable observation. A latent defect is “hidden” or one that is not
immediately determinable.

i. For example, a ball pen that writes 0.75 km instead of the expected
1.5 km, has a latent defect.

If the Supplier, having been notified, fails to remedy the defect(s) within

the period as stated under GCC Sub Clause 31.7, the Procuring Entity

may proceed to call upon the security without prejudice to any other
rights which the Procuring Entity may have against the Supplier under
the Contract and under the applicable law.

The Goods and related services supplied under this Contract shall
conform to the technical specifications and standards mentioned in
Section 7, Technical Specification and in Section 8, Drawings, if any.

If there is no applicable standard, the Goods must conform to the
authoritative standards appropriate to the Good’s country of origin. Such
standards must be the latest issued by the concerned institution.

Subject to the GCC Clause 18, the Supplier shall be entitled to disclaim
responsibility for any design, data, drawing, specification or other
document, or any modification thereof provided or designed by or on
behalf of the Procuring Entity, by giving a notice of such disclaimer to
the Procuring Entity.

Wherever references are made in the Contract to codes and standards
in accordance with which it shall be executed, the edition or the revised
version of such codes and standards shall be those specified in the
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Technical Specification. During Contract execution, any changes in any
such codes and standards shall be applied only after approval by the
Procuring Entity and shall be treated under GCC Clause 18.

The Procuring Entity shall have the right to test the Goods to confirm
their conformity to the Contract specifications. The PCC and Technical
specifications shall specify what tests the Procuring Entity requires and
where they are to be conducted. The Supplier shall at its own expense
and at no cost to the Procuring Entity, carry out all such tests of the
Goods and related services as are specified in the Contract.

The Supplier shall provide the Procuring Entity with a report of the
results of any such test.

The Procuring Entity may engage external agents for the purpose of
conducting inspection of Goods, provided that the Procuring Entity shall
bear all of its costs and expenses.

The Procuring Entity or its designated representative as specified shall
be entitled to attend the tests and/or inspections under GCC Clause
30.1, provided that the Procuring Entity shall bear all of its own costs
and expenses incurred in connection with such attendance.

Whenever the Supplier is ready to carry out any such test and
inspection, it shall give a reasonable advance notice, including the place
and time, to the Procuring Entity. The Supplier shall obtain from any
relevant third party or manufacturer any necessary permission or
consent to enable the Procuring Entity or its designated representative
to attend the test and/or inspection.

The Procuring Entity may require the Supplier to carry out any test
and/or inspection not required by the Contract, but deemed necessary
to verify that the characteristics and performance of the Goods comply
with the technical specifications, codes and standards under the
Contract, provided that the Supplier's reasonable costs and expenses
incurred in the carrying out of such test and/or inspection shall be added
to the Contract Price. Further, if such test and/or inspection impede the
progress of manufacturing and/or the Supplier's performance of its other
obligations under the Contract, due allowance will be made in respect of
the Delivery and Completion Schedule and the other obligations so
affected.

The Procuring Entity may reject any Goods or any part thereof that fail
to pass any test and/or inspection or do not conform to the
specifications. The Supplier shall either rectify or replace such rejected
Goods or parts thereof or make alterations necessary to meet the
specifications at no cost to the Procuring Entity, and shall repeat the test
and/or inspection, at no cost to the Procuring Entity, upon giving a notice
under GCC Sub Clause 30.5.

The Supplier agrees that neither the execution of a test and/or
inspection of the Goods or any part thereof, nor the attendance by the
Procuring Entity or its representative, nor the issue of any report as
stated under GCC Sub Clause 30.2, shall relieve the Supplier from any
warranties or other obligations under the Contract.

The Supplier warrants that all the Goods supplied under the Contract
are new, unused, and of the most recent or current models, and that
they incorporate all recent improvements in design and materials,
except when the design and/or material required by the Procuring
Entity provides otherwise under GCC Clause 18.
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The Supplier further warrants that all Goods supplied under this
Contract shall have no defect, arising from design, materials, or
workmanship or from any act or omission of the Supplier that may
develop under normal use of the supplied Goods in the conditions
prevailing in Bangladesh.

In order to assure that manufacturing defects shall be corrected by the
Supplier, manufacturer, or distributor, as the case may be, a warranty
shall be required from the Supplier for a minimum period of three (3)
months, in the case of supplies, and one (1) year, in the case of
equipment, after performance of the contract or such other period as
may be specified in the PCC.

The Warranty Period of the Supplies shall start from the date of
completion of delivery in the form of submission by the Supplier and
acceptance by the Procuring Entity, of the Delivery Chalan

The Warranty Periods may vary among the various items and lots.
The warranty for Goods delivered earlier will expire earlier than the
succeeding deliveries.

The Procuring Entity shall promptly notify the Supplier in writing of any
claims arising under this warranty.

Upon receipt of such notice, the Supplier shall, within the period
specified in the PCC, expeditiously repair or replace the defective
Goods or parts thereof, at no cost to the Procuring Entity.

The Supplier must deliver the Goods or perform the services procured
within the period prescribed by the Procuring Entity, as specified in the
Contract.

If at any time during performance of the Contract, the Supplier or its
subcontractors should encounter conditions impeding timely delivery of
the Goods or completion of Related Services as stated under GCC
Clause 21, the Supplier shall promptly notify the Procuring Entity in
writing. It must state therein the cause/s and duration of the expected
delay. The Procuring Entity shall decide whether and by how much to
extend the time. In all cases, the request for extension should be
submitted before the lapse of the original delivery date.

Within twenty-one (21) days of receipt of the Supplier's notice, the
Procuring Entity shall evaluate the situation and may grant time extensions,
if based on justifiable grounds, without liquidated damages.

The Procuring may extend up to twenty percent (20%) of the original
contract time, above 20% of the original contract time approval of Head
of Procuring Entity (HOPE) or authorized officer shall be required, in
which case the extension shall be ratified by the Parties by amendment
of the Contract as stated under GCC Clause 41.

Except in case of Force Majeure, as provided under GCC Clause 36, a
delay by the Supplier in the performance of its delivery and completion
obligations shall render the Supplier liable to the imposition of Liquidated
Damages pursuant to GCC Clause 33, unless an extension of the
Delivery and Completion Schedule is agreed upon, pursuant to GCC
Clause 32.

Except as provided under GCC Sub Clause 37, if the Supplier fails
to complete the delivery of Goods and related services within the
Delivery and Completion Schedule specified in the contract or as
extended, the Procuring Entity shall, as Liquidated Damages or
Delay Damages, deduct from the Contract Price, a sum at the
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percent-rate per day of delay as specified in the PCC, of the contract
value of the undelivered Goods and related services or part thereof
delivered after the Delivery and Completion Schedule or as
extended. The total amount of Liquidated Damages or Delay
Damages shall not exceed the amount specified in the PCC. The
Procuring Entity may deduct Liquidated damages from payments
due to the Supplier. Payment of Liquidated damages shall not affect
the Supplier’s liabilities.
Except in cases of criminal negligence or wilful misconduct,

(a) the Supplier shall not be liable to the Procuring Entity, whether
in contract, tort, or otherwise, for any indirect or consequential
loss or damage, loss of use, loss of production, or loss of
profits or interest costs, provided that this exclusion shall not
apply to any obligation of the Supplier to pay liquidated
damages to the Procuring Entity; and

(b) the aggregate liability of the Supplier to the Procuring Entity,
whether under the Contract, in tort or otherwise, shall not
exceed the total Contract Price, provided that this limitation
shall not apply to the cost of repairing or replacing defective
equipment, or to any obligation of the supplier to indemnify the
Procuring Entity with respect to patent infringement.

Unless otherwise specified in the Contract, if after the Contract, any
law, regulation, ordinance, order or by law having the force of law is
enacted, promulgated, abrogated, or changed in Bangladesh (which
shall be deemed to include any change in interpretation or application
by the competent authorities) that subsequently affects the Delivery
Date and/or the Contract Price, then such Delivery Date and/or
Contract Price shall be correspondingly increased or decreased, to the
extent that the Supplier has thereby been affected in the performance
of any of its obligations under the Contract. Notwithstanding the
foregoing, such additional or reduced cost shall not be separately paid
or credited if the same has already been accounted for in the
adjustment of Contract Price where applicable, under GCC Clause 23.

Force Majeure may include, but is not limited to, exceptional events or
circumstances of the kind listed below:

(i)  war, hostilities (whether war be declared or not), invasion, act of
foreign enemies;

(i) rebellion, terrorism, sabotage by persons other than the
Contractor’s Personnel, revolution, insurrection, military or
usurped power, or civil war;

(iii)  riot, commotion, disorder, strike or lockout by persons other than
the Contractor’s Personnel;

(iv) munitions of war, explosive materials, ionising radiation or
contamination by radio-activity, except as may be attributable to
the Contractor’'s use of such munitions, explosives, radiation or
radio-activity, and

(v) natural catastrophes such as cyclone, hurricane, typhoon,
tsunami, storm surge, floods, earthquake, landslides, fires,
epidemics, quarantine restrictions, or volcanic activity;

(vi) freight embargoes;

(vii) acts of the Government in its sovereign capacity.

36.2 The Head of Procuring Entity decides the existence of a Force

Majeure that will be the basis of the issuance of order for suspension
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37.Notice of
Force
Majeure

38.Duty to
Minimise
Delay

39. Consequenc
es of Force
Majeure

40. Termination

37.1

37.2

38.1

of Supply as stated under GCC Sub Clause 39.2.

If a Party is or will be prevented from performing its substantial
obligations under the Contract by Force Majeure, then it shall give
notice within fourteen (14) days after the party became aware, to the
other Party of the event or circumstances constituting the Force
Majeure and shall specify the obligations, the performance of which is
or will be prevented.

Notwithstanding any other provision of this Clause, Force Majeure shall
not apply to obligations of either Party to make payments to the other
Party under the Contract.

Each Party shall at all times use all reasonable endeavours to minimise
any delay in the performance of the Contract as a result of Force
Majeure.

38.2 A Party shall give notice to the other Party when it ceases to be

39.1

39.2

39.3

39.4

affected by the Force Majeure.

The Supplier shall not be liable for forfeiture of its security, liquidated
damages, or termination for default if and to the extent that it's delay
in performance or other failure to perform its obligations under the
Contract is the result of an event of Force Majeure.

The Procuring Entity may suspend the delivery or contract
implementation, wholly or partly, by written order for a certain period
of time, as it deems necessary due to Force Majeure as defined in
the Contract.

Delivery shall be made either upon the lifting or the expiration of the
suspension order. However, if the Procuring Entity terminates the
contract as stated under GCC Clause 40, resumption of delivery
cannot be done.

After receiving notice under GCC Sub Clause 37.1, the Procuring
Entity shall proceed to determine these matters under the provisions
of the Contract.

Termination for Default

40.1

40.2

The Procuring Entity, without prejudice to any other remedy for breach
of Contract, by giving twenty-eight (28) days written notice of defauli
sent to the Supplier, may terminate the Contract in whole or in part:

if the Supplier fails to deliver any or all of the Goods within the period
specified in the Contract, or within any extension thereof granted by
the Procuring Entity pursuant to GCC Clause 32; or

if the Supplier fails to perform any other obligation under the Contract;
or

if the Supplier, in the judgement of the Procuring Entity has engaged
in corrupt, fraudulent, collusive and coercive practices (or obstructive
practice in case of Development Partner), as defined in GCC Clause
6, in competing for or in executing the Contract; or

if the deductible amount due to Liquidated Damages reaches its
maximum as stated under GCC Sub Clause 33

In the event the Procuring Entity terminates the Contract in whole or in
part, as stated under GCC Clause 40.1, the Procuring Entity may
procure, upon such terms and in such manner as it deems appropriate,
Goods or related services similar to those undelivered or not performed,
and the Supplier shall be liable to the Procuring Entity for any additional
costs for such similar Goods or related services. However, the Supplier
shall continue performance of the Contract to the extent not terminated.
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41. Amendment
to Contract

42, Settlement of
Disputes

Termination for Insolvency
40.3 The Procuring Entity shall terminate this Contract if the Supplier is

declared bankrupt or insolvent as determined with finality by a court of
competent jurisdiction. In this event, termination will be without
compensation to the Supplier, provided that such termination will not
prejudice or affect any right of action or remedy which has accrued or
will accrue thereafter to the Procuring Entity and/or the Supplier.

Termination for Convenience

40.4

The Procuring Entity, by giving twenty-eight (28) days written notice
sent to the Supplier, may terminate this Contract, in whole or in part,
at any time for its convenience. The notice of termination shall specify
that the termination is for the procuring Entity’'s convenience, the
extent to which performance of the Supplier under the contract is
terminated, and the date upon which such termination becomes
effective.

40.5 The Goods that have been delivered and/or performed or are ready for

40.6

411

41.2

delivery or performance within twenty-eight (28) days after the

Supplier’s receipt of Notice to Terminate shall be accepted by the

Procuring Entity at the contract terms and prices. For Goods not yet

performed and/or ready for delivery, the Procuring Entity may elect:

(a) to have any portion delivered and/or performed and paid at the
contract terms and prices; and/or

(b) to cancel the remainder and pay to the Supplier an agreed
amount for partially completed and/or performed goods and for
materials and parts previously procured by the Supplier.

The expiration of the Delivery and Completion Schedule, initiation
of amicable settlement of disputes, adjudication and arbitral
proceedings under the set terms and conditions shall not be
deemed a termination of the contract.

The amendment to Contract shall generally include equitable
adjustments in original Contract price, Delivery and Completion
Schedule and, any other changes acceptable under the conditions
of the Contract.

The Procuring Entity shall amend the Contract, incorporating the
changes approved in accordance with the Delegation of Financial
Power or sub-delegation thereof and, introduced to the original
terms and conditions of the Contract.

42.1 Amicable Settlement:

(@) The Procuring Entity and the Supplier shall use their best

efforts to settle amicably all disputes arising out of or in
connection with this Contract or its interpretation.

42.2 Adjudication

(@) If the Supplier /Procuring Entity believe that amicable

settlement of dispute is not possible between the two parties,
the dispute shall be referred to the Adjudicator within fourteen
(14) days of first written correspondence on the matter of
disagreement;

(b)  The Adjudicator named in the PCC is jointly appointed by the

parties. In case of disagreement between the parties, the
Appointing Authority designated in the PCC shall appoint the
Adjudicator within fourteen (14) days of receipt of a request
from either party;

(c)  The Adjudicator shall give its decision in writing to both parties
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within twenty-eight (28) days of a dispute being referred to it;

(d)  The Supplier shall make all payments (fees and reimbursable
expenses) to the Adjudicator, and the Procuring Entity shall
reimburse half of these fees through the regular progress
payments;

(e) Should the Adjudicator resign or die, or should the Procuring
Entity and the Supplier agree that the Adjudicator is not
functioning in accordance with the provisions of the Contract; a
new Adjudicator will be jointly appointed by the Procuring
Entity and the Supplier. In case of disagreement between the
Procuring Entity and the Supplier the Adjudicator shall be
designated by the Appointing Authority designated in the PCC
at the request of either party, within fourteen (14) days of
receipt of a request from either Party.

42.3 Arbitration

(@) If the Parties are unable to reach a settlement under GCC
Clause 42.1 or 42.2 within twenty-eight (28) days of the first
written correspondence on the matter of disagreement, then
either Party may give notice to the other party of its intention to
commence arbitration in accordance with GCC Sub Clause
42.3(b);

(b)  The arbitration shall be conducted in accordance with the
Arbitration Act (Act No 1 of 2001) of Bangladesh as at present
in force and in the place shown in the PCC.
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Section 4. Particular Conditions of Contract

Amendments of, and Supplements to, Clauses in the General Conditions of

GCC Clause Contract
GCC 1.1(n) The Procuring Entity is Bangladesh Bank.
GCC 1.1(s) The site(s)/ point(s) of delivery is/are: Information Systems Development Department
(ISDD), Bangladesh Bank, 28" Floor, Head Office, Motijheel, Dhaka
GCC 31 For notices, the Procuring Entity’s contact details shall be:
Attention: Debdulal Roy
Address: Information Systems Development Department, Bangladesh Bank, 28" Floor,
Head Office, Motijheel, Dhaka
Telephone: 9530101
Facsimile number: 9530481
Electronic mail address: debdulal.roy@b.org.bd
For notices, the Supplier's contact details shall be:
Attention:
Address:
Telephone:
Facsimile number:
Electronic mail address:
GCC 7.1(i) The following documents shall also be part of the Contract: None
GCC 81 The Scope of Supply shall be defined in Section 6, Schedule of Requirements.
GCC 10 The Supplier or the Subcontractor that is a national of, or registered in, the following
countries are not eligible: Israel
Goods and related services to be supplied shall not have their origin in the following
countries: Israel
GCC 20.2 The packing, marking and documentation inside and outside the packages shall be:

A complete packing list indicating the content of each package shall be enclosed in a
water proof envelop and shall be secured to the outside of the packing case. The outer
packing may be clearly marked with indelible ink/paint in bold letters on at least four slides
as follows:

Name and address of Procuring Entity

Name of the Supplier

Contract Description

Final Destination/Delivery Point

Gross weight

Package number of total number of packages

Brief description of the content
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Any special lifting instructions

Any special handling instructions

GCC 211 The documents to be furnished by the Supplier shall be as follows:
The documents to be furnished by the Supplier as follows:
a. Copies of Supplier’s invoice showing goods’ description, quantity, unit price,
total amount;
b. Delivery note, railway receipt, or truck receipt;
Manufacturer’s/ Supplier’'s warranty certificate (if any);
Inspection certificate issued by the nominated inspection agency (or
Procuring Entity) and/ or the Supplier’s factory inspection report (if any);
e. Certificate of origin, if any.

GCC 231 The original Contract price is:

GCC 251 The method and conditions of payment to be made to the Supplier under this Contract
shall be as follows:

(a) Advance Payment: Not Applicable

(b) On Delivery Acceptance: Eighty (80) percent of the Price of the delivered
hardware and software and related services delivered shall be paid upon
submission of documents (specified in GCC Clause) of a claim supported by the
Delivery Acceptance Certificate issued by the Purchaser.

(©) On Operational Acceptance: Twenty (20) percent of the Price of the delivered
hardware and software and related services delivered shall be paid upon
submission of documents (specified in GCC Clause) of a claim supported by the
Operational Acceptance Certificate issued by the Purchaser.

GCC 25.3 Payments shall be made in no case later than the thirty (30) days after submission of an
invoice or request for payment by the Supplier, and after the Procuring Entity has
accepted it.

GCC 25.5 ‘None’

GCC 301 The inspections and tests shall be: Information Systems Development Department,
Bangladesh Bank, 28" Floor, Head Office, Dhaka
The Purchaser’s right to inspect, test and where appropriate reject the Goods after
delivery, shall in no way be limited or waived by the reason of Goods having previously
been inspected, tested or passed by the Purchaser or its representative prior the Goods
shipment.

GCC 31.3 The Warranty Period shall be : Three years

GCC 31.7 The Supplier shall correct any defects covered by the warranty within two (02) days of
being notified by the Procuring Entity of the occurrence of such defects.

GCC 331 The amount of Liquidated Damages is one tenth (0.10) of One (1) percent of the contract

value of the undelivered Goods or any part thereof delivered after expiry of the Delivery
and Completion Schedule or extended Delivery and Completion Schedule, as applicable,
per day of delay.

Guide to application of GCC Sub Clause 33.1 above

Liquidated damages is equivalent to an amount to be determined in accordance with the

2017-04-12 Hardware and Software for Information Systems 44




following formulae
T=VxPxn
Where;
T = Total amount of Liquidated Damages

V = Contract Value of undelivered Goods or any part thereof, delivered after expiry of the
Delivery and Completion Schedule or extended Delivery and Completion Schedule, as
applicable

P = Percent-rate at which the Liquidated Damages shall be imposed per day of delay

n = No of days delayed for delivery of the undelivered Goods or any part thereof, after
expiry of the Delivery and Completion Schedule or extended Delivery and Completion
Schedule, as applicable.

The maximum amount of Liquidated Damages for the undelivered Goods or any part
thereof is ten (10) percent of the final Contract Price of the whole of the Goods and
related services.

GCC The Adjudicator jointly appointed by the Parties is:
42.2(b)&(e) .
Name:
Address:
Tel No:, Fax No:
e-mail address:
In case of disagreement between the parties, the Appointing Authority for the Adjudicator
is the President of the Institution of Engineers, Bangladesh (IEB).
GCC 42.3(b) Arbitration shall take place in: Dhaka, Bangladesh
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Section 5. Tender and Contract Forms

Form Title
Tender Forms

PG3 -1  Tender Submission Letter

PG3 -2  Tenderer Information Sheet

PG3 --3  Subcontractor Information (if applicable)

PG3 —4A Price Schedule for Goods

PG3 - 4B Price Schedule for Related Services

PG3 -5  Specifications Submission and Compliance Sheet

PG3 -6  Manufacturer's Authorisation Letter

PG3 -7 Bank Guarantee for Tender Security (when this option is chosen)

PG3--8 Bank’s Commitment for Line of Credit (when this option is chosen)
Contract Forms

PG3 -9 Naotification of Award

PG3-109 Contract Agreement

PG3 — 11 Bank Guarantee for Performance Security (when this option is chosen)

PG3 — 12 Bank Guarantee for Advance Payment (if applicable)

Forms PG3-1 to PG3-8 comprises part of the Tender and should be completed as stated
in ITT Clause 21.

Forms PG3-9 to PG3-12 comprises part of the Contract as stated in GCC Clause?.
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Tender Submission Letter (Form PG3 — 1)

[This letter shall be completed and signed by the Authorised Signatory
preferably on the Letter-Head pad of the Tenderer].

To: Date:

Debdulal Roy

Systems Manager

Information Systems Development Department
Bangladesh Bank, 28" Floor, Head Office, Motijheel,

Dhaka

Invitation for Tender No: IFT No
Tender Package No: Package No
Lot No (when applicable) Lot No

We, the undersigned, tender to supply in conformity with the Tender Document the
following Goods and related services, viz:

In accordance with ITT Clauses 24 and 25, the following price applies to our Tender:

The Tender Price is: Tk.
(ITT Sub Clause 24.10 and 25.1) [in figures]
Taka
[in words]
The advance payment (when applicable) is: Tk.
[insert the amount based on percentage of the Tender Price] [in figures]
(GCC Sub Clause 25.1) Taka
[in words]

and we shall accordingly submit an Advance Payment Guarantee in the format shown in
Form PG3 - 11.

Tk.
Mandatory Spare Parts Price (when Economic Factor [in figures]
applicable) is: Taka
(ITT Sub Clause 52.6) [in words]

In signing this letter, and in submitting our Tender, we also confirm that:

a) our Tender shall be valid for the period stated in the Tender Data Sheet (ITT
Sub Clause 29.1) and it shall remain binding upon us and may be accepted at
any time before the expiration of that period;

b) a Tender Security is attached in the form of a [Pay Order / Bank Draft / Bank
Guarantee] in the amount stated in the Tender Data Sheet (ITT Clause 31) and
valid for a period of twenty-eight (28) days beyond the Tender Validity date;

c) if our Tender is accepted, we commit to furnishing a Performance Security in
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d)

)

the amount stated in the Tender Data Sheet (ITT Sub Clause 62.1) in the form
stated in Tender Data Sheet (ITT Sub Clause 63.1) and valid for a period of
twenty-eight (28) days beyond the date of completion of our performance
obligations;

we have examined and have no reservations to the Tender Document, issued
by you on [insert date];

including Addendum to Tender Documents No(s) [state numbers], issued in
accordance with the Instructions to Tenderers (ITT Clause 11). [insert the
number and issuing date of each addendum; or delete this sentence if no
Addendum have been issued];

we, including as applicable, subcontractor for any part of the contract resulting
from this Tender process, have nationalities from eligible countries, in
accordance with ITT Sub Clause 5.1;

we are submitting this Tender as a sole Tenderer

we are not a Government owned entity as defined in ITT Sub Clause 5.10
or

we are a Government owned entity, and we meet the requirements of ITT Sub
Clause 5.10];

(delete one of the above as appropriate)

we, declare that we are not associated, nor have been associated in the past,
directly or indirectly, with a consultant or any other entity that has prepared
the design, specifications and other documents, in accordance with ITT Sub
Clause 5.6;

we, including as applicable Subcontractor have not been declared ineligible by
the Government of Bangladesh or the Development Partner, under the laws of
Bangladesh or official regulations or by an act of compliance with a decision of
the United Nations Security Council on charges of engaging in corrupt,
fraudulent, collusive, coercive (or obstructive in case of Development Partner)
practices, in accordance with ITT Sub Clause 5.9;

furthermore, we are aware of ITT Sub Clause 4.2 concerning such practices
and pledge not to indulge in such practices in competing for or in executing the
Contract;

we intend to subcontract an activity or part of the Supply, in accordance with
ITT Sub Clause 16.1 to the following Subcontractor(s);

Nature of the Supply or related service Name and address of Subcontractor

m)

we, confirm that we do not have a record of poor performance, such as
abandoning the Supply, not properly completing contracts, inordinate delays, or
financial failure as stated in ITT Sub Clause 5.8, and that we do not have, or
have had, any litigation against us, other than that stated in the Tenderer
Information Sheet (Form PG3-2);

we are not participating as Tenderers in more than one Tender in this
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Tendering process. We understand that your written Notification of Award shall
become a binding Contract between us, until a formal Contract is prepared and
executed;

n) we understand that you reserve the right to accept or reject any Tender, to
cancel the Tender proceedings, or to reject all Tenders, without incurring any
liability to Tenderers, in accordance with ITT Clause 57.1.

Signature: [insert signature of authorised
representative of the Tenderer]

Name: [insert full name of signatory with National
ID]

In the capacity of: [insert designation of signatory]

Duly authorised to sign the Tender for and on behalf of the Tenderer

[If there is more than one (1) signatory add other boxes and sign accordingly].

Attachment 1: Written confirmation authorising the above signatory(ies) to commit the
Tenderer, in accordance with ITT Sub-Clause 36.3;
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Tenderer Information Sheet (Form PG3-2)

[The Tenderer shall fill in this Form in accordance with the instructions indicated below. No
alterations to its format shall be permitted and no substitutions shall be accepted]

Invitation for Tender No:

Tender
Lot No.

Package No:
(when applicable)

[ IFT Noj

Date

[Package NoJ
[Lot No ]

[Insert date of
Tender
Submission]

Eligibility Information of the Tenderer [ITT Clauses 5 & 26]

11

Tenderer’s Legal Name:

1.2

Tenderer’s legal address in Country of

Registration

1.4

Tenderer’s Year of Registration

1.5

Tenderer’s legal status [complete the relevant box]

Proprietorship

Partnership

Limited Liability Concern

Government-owned Enterprise

Others

[please describe, if applicable]

1.6

Tenderer’s Authorised Representative

Information

Name

National ID number

Address

Telephone / Fax Numbers

e-mail address

1.7

Litigation [ITT Cause 13]

A. No pending litigation

o [if no pending litigation put Tick Mark in Box]

B. Pending litigation

Year | Matter in dispute

Value of Pending Claim in
Taka

Value of Pending Claim
as Percentage of Net
Worth

1.8

Tenderer to attach
photocopies of the original
documents mentioned
aside

(a) All documents required under ITT Clauses 5 and 26
(b) Article of Incorporation or Registration of Firm

(c) Income Tax Clearance Certificate for the Financial Year
2015-2016

(d) Latest VAT Registration Certificate
(e) Original Letter naming the person authorized to sign on
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behalf of the Tenderer

(f) Bank Solvency Certificate from any Scheduled Bank
between the tender publishing and closing date

(g) Product catalogue or brochure

The following two information are applicable for National Tenderers
1.9 Tenderer’s Value Added Tax

Registration (VAT) Number
1.10 | Tenderer’s Tax Identification

Number(TIN)

[The foreign Tenderers, in accordance with ITT Sub Clause 5.1, shall provide evidence by a
written declaration to that effect to demonstrate that it meets the criterion]

2. Qualification Information of the Tenderer [ITT Clause 28]
2.1 General Experience in the supply of Goods and related services of Tenderer [State years
of experience]
2.2 | Specific Experience of satisfactory completion of supply of similar Goods
Contract No [ insert reference no] of [ insert year]
Name of Contract [insert name]
Award date [insert date]
Completion date [insert date]
Total Contract Value [insert amount]
Procuring Entity’s Name
Address
Tel / Fax
e-mail
Brief  description  with
justifications of the | [state justification in support of its similarity compared to the
similarity compared to the | proposed supply]
Procuring Entity’s
requirements
2.3 | Supply and/or production capacity of Goods are:
Year Quantity Type of Goods
2.4 | Liquid assets available

No Source of Financing Amount Available
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Subcontractor Information (Form PG3-3)

[This Form should be completed_by each Subcontractor, preferably on its Letter-Head Pad]

Invitation for Tender No: [ IFT No]
Tender Package No [Package No]
Lot No. (when applicable) [ Lot No]

1. Eligibility Information of the Subcontractor [ITT Clause 5 and 26]

1.1 Nationality of Individual or country

of Registration

1.2 Subcontractor’s legal title
1.3 Subcontractor’s registered address
14 Subcontractor’s legal status [complete the relevant box]

Proprietorship

Partnership

Limited Liability Concern

Government-owned Enterprise

Other
(please describe)

1.5 Subcontractor’s year of registration

1.6 Subcontractor’'s authorised
representative details

Name

Address

Telephone / Fax numbers

e-mail address

1.7 Subcontractor to attach copies of All documents to the extent relevant to ITT Clause 5

the following original documents and 26 in support of its qualifications

The following two information are applicable for national Subcontractors

1.8 Subcontractor’'s Value Added Tax
Registration (VAT) Number

1.9 Subcontractor’s Tax Identification
Number(TIN)

[The foreign Subcontractors , in accordance with ITT Sub Clause 5.1, shall provide evidence by a
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written declaration to that effect to demonstrate that it meets the criterion]

2. Key Activity(ies) for which it is intended to be Subcontracted [ITT Sub Clause 16.1]

2.1 | Elements of Activity Brief description of Activity

2.2 | List of Similar Contracts in which the proposed Subcontractor had been engaged

Name of Contract
and Year of
Execution

Value of Contract

Name of Procuring
Entity

Contact Person and
contact details

Type of Work
performed

2017-04-12 Hardware and Software for Information Systems

54



SS

SWa3SAS UOIIBWIOU| 4O} 91EM}JOS PUE dIeMpIeH ZT-70-£T0T

8/28109N VSAIN Juswssiby
SN|d 199]9S JOSOJDI Japun TvD
189S 910Z JoAI8S SMOPUIAA JOSOUDIN

8l

8/,¢2¢81L09N

VSN WusWwaaiby snid 108|8S
1JOSO0UOI\ Japun 1S8]e| 10 piepuels
9102 JoAIag SMOPUIAA LOSOIDIN|

N~
-

(A1unoag Janlag) aiemjos SNIIARUY

©
—

(dopysaq 1osn-pu3) 24emyos SnIAUY

(e}
—

Jayuld

<
-

soey YIOM}BN

™
—

Sdn duliO VA 0001

N
-—

SdN dUlUQ VAM €

~
~

Jeindwo) dopjseq

o
—

g-adA] Janies

D-adA ] Janias

g-odA] Janies

v-adA | Janieg

UOJIMS SLOMJON

UolMS Wie JIaAIeg

g-adA] [lemali4

v-odA] |lemaliq

I8N0y

NI |0 |O©[|0(D

(zoI0N)

Juswalinbay
10 9|Npayds Jad se palayO juswsalinbay Jo
pouad A1anileqg a|npaydg Jad se A1anle( o Juiod

aoud |ejo]

201ld
uoljeyjejsu

201d Alddng

wsy| JO
uonduosaq

way

L 9

S

14

€

[4

[9 uonoas ui palyinads se uonduosap Ja1us]

:uonduosaq 107

:ON 107 Japua|

[9 uonoas uil paoads se uondiosap Ja1us]

:uonduosaq abeyoed

‘0N ebeoed lepua|

81e

:ON Jopua] 1o} uoneyAu|

(P-£9d wi04) S921A19G paje|ay pue SPoon) 10} 3|NPayas adld Atewwng




9§

SWa3SAS UOIIBWIOU| 4O} 91EM}JOS PUE dIeMpIeH ZT-70-£T0T

Jaiapua] 8y} Jo Jleyaq uo pue Joy Japua] ayj ubis o} pasuoyine Ang

[A1oreuBis jo uoneubisap 1asul] :Jo Ayuoeded ay} uj

[al reuoneN yum Aioreubis Jo sweu ||} uasul] :oweN
[1a18pUa L

ay1 Jo annruasaldal pasuioyine Jo ainyeubis uasul] :ainjeubig

sjuswalinbay Jo 9|NPaYIS 9 UONIBS Ul payioads sjieiap ayl Buimojjo} sreudoidde se suwnjod asay) a19|dwod [|im Ja1apua] :Z 910N
slalopua] a8y} Aq pajonb a0l Jopua] [e10} 8y} Yuo} sny}

‘pue A1aniap 4o julod 1e 1o uoneunsap feul ul adud palaAlidp 8yl a4 |eys‘pue s|geoldde se ‘ssoueinsul pue Bupjueq Joy swniwalid pue sabieyo soiAles |ejuapioul Buipuodselloo
Buipnjour sebieyd J8YJ0 [|B puB | YA ‘SpesyJano qijoid selepus] ay) spnjoul [[eys AlIAIOE 1o wa)l oiseq yoes jsuiebe sislepus] ay) Aq pajonb seoud pue sejel jun ||y T 810N

Buioyds
Buipnjour seli0ssaooe ||e yim Aetleqi4| 22

(400) swel4 uonnquisia eondo | L2

a|qe) Jagi4 pajowly 8100-9| 0Z

8/28109N VSAIN
JusWealby SNn|d 108]8S 1JOSO.IDIN

1opun saje| 1o 910z 99O JOSOLIN | 61

(za10N)
Juswalinbay we .
JO 9|npaydg Jad se paiayO juswalinbay jo aoud |ejo] 2old 991d A|[ddng 140 °N
uonduosaqg way|
pouad Alanlleqg a|npayog Jad se Alaalje o Juiod uonejjelsu|
L 9 ] 14 € 4 3




LS

SWa3SAS UOIIBWIOU| 4O} 91EM}JOS PUE dIeMpIeH ZT-70-£T0T

8/.¢8109N
VSaWn Juswealby snid 10919
1JOSOUOI|\ Jopun g-adA| JeAIeg pue
Vv-9dA] JaAIag Joj }seje| Jo plepuels
palinbay sy 910Z J9AI8S SMOPUIAA HOSOIN | L
c (Anoag JanIag ) alem)yos snuajuy | 91
(dopiseqg
¥ J9SN-pul) a1emyos sniAnuy [ Gl
3 Jayuud | vl
I Moey yJomieN | €1
14 Sdn aulldo VA 0001 | CL
9C SdnaujuovaMe| L
¥ Joindwo) dopysea| 0l
e g-edA) Jlenies| 6
I D-adA] Jenies| 8
Z g-odA] Jeneg|
L v-adA] Jlenes| g
l YoIMS YIoMleN | G
Z Uo)MS wie Janes| ¥
4 g-adA] lemasy| €
4 v-odA] jlemaiy| ¢
skep zy Z Ja1noy l
(z310N) (1910N)
swalinbay jo Juswalinbay jo paiinbay juswi
s|npayog Jad se pasey | enpsyog Jed se | (G x ¢ '|09) sjun JO alnseay | uibuQ jo ‘ON
pouad AleAlleqg Alanllaq jo uiod | @oud |eyol | @oud yun Ao 10 JlUn Aiuno) way| 4O uonduosag way|
8 A 9 S 14 € € Z 3

I1NA3HOS AYIAITIA ANV (Aue y1 ‘sped airedg Buipnjoul) SO0 40 JDINd 'V

[9 uonoas ui payoads se uonduosap Jajus]

:uonduosa 107

‘0N 107 Jepua |

[9 uonoas ui paynads se uonduosap Ja1us]

:uonduosaqg abexoed

:ON abexoed Japua |

:81eQ

‘ON Japua] Jo} uoneyAu|

(Vi-£€9d wio4) spooo 1oy 8|npaysg adlid




85 SWa1SAS UOIIBWIOLU| 10} IBMIJOS pUB d1emMpleH ZT-70-LT0T

Jalapua] 8y} Jo jjeyaq uo pue Joj Jepua] 8y} ubls o} pasuoyne Aing

[A1oreubis jo uonreubisap uasui] :Jo Ayoeded ay u|

[al reuoneN yum Aioreubis jo aweu ||ny Lasul] :oweN

[1818pua ] 8y jo anneluasaldal pasuoyine Jo ainyeubis pasul] :alnjeubis

sjuawalinbay Jo 9|NPay9ds :9 uonoas ul payloads sjelap ayl Buimojjoy aredoldde se suwnjoo asayl a19|dwoI [[IM J12I19pud] g 910N

slalapua] ay) Aq pajonb 801 Jopua] [e1o} 8y} yuo} sny}

‘pue Alanljap Jo uiod 1e 1o uoneunsap eul ul 92ud palalep ayl aq |eys‘pue o|qeolidde se ‘seoueinsul pue Bupjueq Joj swniwaid pue sebieyo soiAIes |ejusploul Buipuodsalloo
Buipnjour sebieyo 1ayjo ||e pue | YA ‘Speayano oid saispua] syl apnjoul [jeys AJARoe Jo W)l oiseq yoes jsuiebe siaispus] ay) Ag pajonb seold pue sejel Jiun |y T 910N

Buroidg Buipnjoul

S S9110SS90%8k ||le yum Aeuaqid | 22
4 (400) swel4 uonnquisig 1eodo | L2
wQg| 8|qeD Jeqi4 palowly 8100-9 | 02
8/28109N VSaN
Juswaalby sn|d 109|9S JOSOIDIN
4 Japun }saje| J0 910z 8210 HOSOIN | 61

8/28109N VYSAIN Juswasiby
SN|d 199]8S 1J0SO.DI| Jeapun yD

S J9SM 910Z 19AI8S SMOPUIAA JOSOMIN | 81
(Za10N) (1®J0N)
Juswalinbay jo Juswalinbay jo paiinbay jusw
anpayog Jad se paltayo | snpsyog iadse | (G x ¥ '|09) suun JO alnsea\ | uibuQ jo "'ON
pouad Alenlleg Klonjeq jo wuiod | @oud jejo] | @oud yun To) Jjouun Auno) way] JO uonduosaq way|

8 A 9 S 14 € € [4 3




6S

SWa3SAS UOIIBWIOU| 4O} 91EM}JOS PUE dIeMpIeH ZT-70-£T0T

8/28109N VSAIN Juswaaiby
SN|d 108[8S JOSO0UDI Japun JyD
18SM 9102 JoAIaS SMOPUIAA LOSOIDIN

8l

paJinbal sy

8/28109N VSEIN Juswaalby snid
109|9S JOSOUDI|N Jopun g-adA | Janleg
pue \y-2dA] JoAISS 10} }SB)E| JO plEepuelS
910Z J9AI8S SMOPUIAA HOSOIDIN

N~
-

€

(Aunoag JaAIag ) 84emMoS SNUIAIUY

©
—

(dopyse Jesn-pu3) aiemyos SnIARUY

To]
—

J81uLd

<
-

oey YIomiaN

92]
—

< ===

SdN SuUlidO VA 000}

AN
-—

©
N

SdN dUllUQ VAM €

-—
-—

Jaindwo) dopisaq

o
—

a-adA] Janies

D-adA ] Janieg

g-odA] Janiag

v-adA ] Janies

UOIMS SIOMaN

UolIMS Wie JaAIeS

g-odA] |jemal4

v-9dA ] ||lemauiq

N[NN[N [~ [~ N|O ||

J8)noy

— (N [T O[O |0

(Z2@10N)

(L@310N)

Juswalinbay
10 3|Npayds
Jad se palayO

s|npayog uons|dwon

juswalinbay
10 3|npayog Jad

se uone|jdwo) Jo julod

(G x ¥ "102)

aoud |ejo]

paisinbay

SHuUn JO
aoud pun o)

uswal
nsesp\
J0 Jiun

uIblo
10
Anuno)

wsejy 10
uonduosaqg

: OZ
way|

A

9

g 14

€

€

[4

}

371NA3IHOS NOILITdNOD ANV (4

ue J1 ‘sadlAIas [ejuaplou] Buipn|aul) SIOIAYIAS ILV1IY 40 I0RId ‘8

[9 uonoas uil paoads se uonduosap Ja1ud]

:uonduosa 107

‘0N 107 Jepua |

[9 uonoas ui paynads se uonduosap Ja1us|

:uonduosaqg abexoed

:ON obexoed Japua |

21eQg

‘ON Japua] Joj uoneyAu|

(a1-£9d wio4) sadirlag paje|ay 104 d|Npayds adlid




09

SWa3SAS UOIIBWIOU| 4O} 91EM}JOS PUE dIeMpIeH ZT-70-£T0T

JaJepua ] 8y} JO Jjeyaq uo pue Joj Jepus] 8y} ubls 0} pasuoyine AinQ

[f1o1eUBIS J0 uoeubisap Hasul]

:Jo Ajoedeo sy} uj

[al reuoneN yum Aloreubis Jo swreu [jn} Lasul]

:aWweN

[1a19pua] 8y Jo anneuasaldal pasiioyine Jo ainjeubis uasul]

:alnjeubig

siuawalinbay Jo 9|NPayds :9 uondas ul paioads sjelap ayl Buimojjoy areudoidde se suwn|od asay) 919|dwoI [|IM SIalepua] g 910N

‘sJalopua] ay) Aq pajonb adLd Japua] [e}0} U} YHoy snyy ‘pue Aiaaiap jo juiod
1e 10 uoneunsap feuly ul 8d1d palaAldp 8yl aq |leys pue ‘ejqeodldde se ‘seoueinsul pue Bupueq Joy swnjwaid pue sabieyd adiAles |ejuaploul Buipuodsallod Buipnjoul

sabieyd Jayjo ||e pue JyA ‘speaylano ‘yjoid sJaispus] ay} apnjoul Jleys AjAioe Jo wa)l diseq yoes jsuiebe sialepus] sy} Aq pajonb seoud pue ssjes jun |y T 910N

Burods
ST Buipnjoul sallossaooe |le yum AeqJaqi4| 22
4 (400) awei4 uonnquysig eondo | LE
wos| 9|qe)d Jaql4 palowly 8l102-9 0¢

8.2¢8109N

VSdIN uawaalby snid 109|9S JOSOIDIN
14 1apun }saje| Jo 91 0¢ 3P0 HOSONDIN 6l

(za10N) (1310N)
Juswalinbay
10 9|Npayods juswalinbay (g x ¢ '|02) palinbay juswai | uibuo
Jad se paiayo Jo 9|npayog Jad S)un JO nsesp jo way| JO "oN
a|npayog uonadwo) | se uoiajdwo) Jo juiod aoud |ejo] aoud uun AD jouun | Aunop uonduosag way|
L 9 S 14 € € 4 3




Specifications Submission and Compliance Sheet (Form PG3-5)

Invitation for Tender No: Date:
Tender Package No: Package [enter description
Description: as specified in
Section 6]
Tender Lot No: Lot [enter description
Description: as specified in
Section 6]
Item Name of Goods Country Make and Model Full Technical
No. or Related Service of Origin (when applicable) Specifications
and Standards
1 2 3 4 5
FOR GOODS Note 1
1 Router Please refer to
2 Firewall Type-A Section 7
3 Firewall Type-B
4 Server Farm Switch
5 Network Switch
6 Server Type-A
7 Server Type-B
8 Server Type-C
9 Server Type-D
10 Desktop Computer
11 3 KVA Online UPS
12 1000 VA Offline UPS
13 Network Rack
14 Printer
15 Antivirus Software (End-User Desktop)
16 Antivirus Software ( Server Security)
17 Microsoft Windows Server 2016 Standard or
latest for Server Type-A and Server Type-B
under Microsoft Select Plus Agreement
MBSA U6018278
18 Microsoft Windows Server 2016 User CAL
under Microsoft Select Plus Agreement
MBSA U6018278
19 Microsoft Office 2016 or latest under
Microsoft Select Plus Agreement MBSA
U6018278
20 6-core Armored Fiber Cable
21 Optical Distribution Frame (ODF)
22 Fiber Lay with all accessories including
Splicing
FOR RELATED SERVICES
Installation Service Please refer to
Section 7

[The Tenderer should complete all the columns as required]

Signature:

[insert signature of authorised representative of the Tenderer]

Name:

[insert full name of signatory with National D]

In the capacity of:

[insert designation of signatory]

Duly authorised to sign the Tender for and on behalf of the Tenderer
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Manufacturer’s Authorisation Letter (Form PG3 - 6)

[The Tenderer shall require the Manufacturer to fill in this Form in accordance with the instructions indicated. This
letter of authorization should be on the letterhead of the Manufacturer and should be signed by a person with the
proper authority to sign documents that are binding on the Manufacturer.]

[The Tenderer shall include it in its Tender, if so indicated in the TDS as stated under ITT Sub Clause 27.1 (f)]

Invitation for Tender No: Date:

Tender Package No:

Tender Lot No(when applicable):

To:

Debdulal Roy

Systems Manager

Information Systems Development
Department

Bangladesh Bank

Head Office, Motijheel

Dhaka

WHEREAS
We [insert complete name of Manufacturer],

who are official manufacturers of [insert type of goods manufactured], having
factories at [insert full address of Manufacturer’s factories], do hereby

authorize [insert complete name of Tenderer] to supply the following Goods,
manufactured by us [insert name and or brief description of the Goods].

We hereby extend our full guarantee and warranty as stated under GCC Clause 31
of the General Conditions of Contract, with respect to the Goods offered by the
above Tenderer.

Signed: [insert signature(s) of authorized representative(s) of the Manufacturer]

Name: [insert complete name(s) of authorized representative(s) of the Manufacturer]

Address: [insert full address including Fax and e-mail]
Title: [insert title]

Date: [insert date of signing]
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Bank Guarantee for Tender Security (Form PG3 - 7)

[this is the format for the Tender Security to be issued by a scheduled Bank
of Bangladesh as stated under ITT Clause 31 and 32]

Invitation for Tender No: Date:
Tender Package No:

Tender Lot No:

To:

Debdulal Roy

Systems Manager

Information Systems Development Department
Bangladesh Bank, Head Office, Motijheel, Dhaka

TENDER GUARANTEE No: [insert number]
We have been informed that [insert name of Tenderer] (hereinafter called “the Tenderer”) intends to
submit to you its Tender dated [insert date of Tender] (hereinafter called “the Tender”) for the supply
of [description of goods and related services] under the above Invitation for Tenders (hereinafter
called “the IFT”).
Furthermore, we understand that, according to your conditions, Tenders must be supported by a Bank
Guarantee for Tender Security.
At the request of the Tenderer, we [insert name of Bank] hereby irrevocably unconditionally undertake
to pay you, without cavil or argument, any sum or sums not exceeding in total an amount of Tk [insert
amount in figures and in words] upon receipt by us of your first written demand accompanied by a
written statement that the Tenderer is in breach of its obligation(s) under the Tender conditions,
because the Tenderer:

a. has withdrawn its Tender after opening of Tenders but within the validity of the Tender
Security; or

b. refused to accept the Notification of Award (NOA) within the period as stated under
Instructions to Tenderers (ITT); or

c. failed to furnish Performance Security within the period as stipulated in the NOA; or

d. refused to sign the Contract Agreement by the time specified in the NOA; or

e. did not accept the correction of the Tender price following the correction of the arithmetic
errors in accordance with the ITT.

This guarantee will expire:

(a) if the Tenderer is the successful Tenderer, upon our receipt of a copies of the contract signed
by the Tenderer and the Performance Security issued to you in accordance with the ITT; or

(b) if the Tenderer is not the successful Tenderer, twenty-eight (28) days after the expiration of
the Tenderer's Tender validity period, being [date of expiration of the Tender validity plus
twenty-eight (28) days]

Consequently, we must receive at the above-mentioned office any demand for payment under this
guarantee on or before that date.

Signature

Seal
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Letter of Commitment for Bank’s Undertaking for Line of
Credit (Form PG3-8)

[This is the format for the Credit Line to be issued by any scheduled Bank of Bangladesh in accordance with ITT
Clause 28.1(d)]

Invitation for Tender No: Date:
Tender Package No:

Lot No (when applicable):
To:

Debdulal Roy

Systems Manager

Information Systems Development Department
Bangladesh Bank

Head Office, Motijheel

Dhaka

CREDIT COMMITTMENT No: [insert number]

We have been informed that [name of Tenderer] (hereinafter called “the Tenderer”) intends to
submit to you its Tender (hereinafter called “the Tender”) for the supply of Goods of [description of
Goods and related services] under the above Invitation for Tenders (hereinafter called “the IFT”).

Furthermore, we understand that, according to your conditions, the Tenderer's Financial
Capacity l.e. Liquid Asset must be substantiated by a Letter of Commitment of Bank’s
Undertaking for Line of Credit.

At the request of, and arrangement with, the Tenderer, we [name and address of the Bank] do hereby
agree and undertake that [name and address of the Tenderer] will be provided by us with a revolving
line of credit, in case awarded the Contract, for the delivery of Goods and related services viz.
[insert name of supply], for an amount not less than BDT [in figure] (in words) for the sole purpose of
the supply of Goods and related services under the above Contract. This Revolving Line of
Credit will be maintained by us until issuance of “Acceptance Certificate” by the Procuring
Entity.

In witness whereof, authorised representative of the Bank has hereunto signed and sealed this
Letter of Commitment.

Signature Signature
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Notification of Award (Form PG3 - 9)

Contract No: Date:
To:

[Name of Contractor]

This is to notify you that your Tender dated [insert date] for the supply of Goods and
related Services for [name of contract] for the Contract Price of Tk [state amount in
figures and in words] as corrected and modified in accordance with the Instructions to
Tenderers, has been approved by [name of Procuring Entity].

You are thus requested to take following actions:

i. accept in writing the Notification of Award within seven (7) working days
of its issuance pursuant to ITT Sub-Clause 61.3

ii. furnish a Performance Security in the specified format and in the amount of
Tk [state amount in figures and words], within fourteen (14) days of receipt of
this Notification of Award but not later than (specify date), in accordance with
ITT Clause 63.2

ii. sign the Contract within twenty-eight (28) days of issuance of this Notification
of Award but not later than (specify date), in accordance with ITT Clause
66.2

You may proceed with the execution of the supply of Goods and related Services only
upon completion of the above tasks. You may also please note that this Notification of
Award shall constitute the formation of this Contract, which shall become binding upon
you.

We attach the draft Contract and all other documents for your perusal and signature.

Signed

Duly authorised to sign for and on
behalf of [name of Procuring Entity]

Date:
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Contract Agreement (Form PG3 -10)

THIS AGREEMENT made the [day] day of [month] [year] between [name and address of
Procuring Entity] (hereinafter called “the Procuring Entity”) of the one part and [name and
address of Supplier] (hereinafter called “the Supplier”) of the other part:

WHEREAS the Procuring Entity invited Tenders for certain goods and related services, viz,
[brief description of goods and related services] and has accepted a Tender by the Supplier
for the supply of those goods and related services in the sum of Taka [Contract Price in
figures and in words] (hereinafter called “the Contract Price”).

NOW THIS AGREEMENT WITNESSETH AS FOLLOWS:

1.

In this Agreement words and expressions shall have the same meanings as are
respectively assigned to them in the General Conditions of Contract hereafter referred
to.

The following documents forming the Contract shall be in the following order of
precedence, namely:

(a) the signed Form of Contract Agreement;
(b) the Notification of Award
(c) The completed Tender
(d) Particular Conditions of Contract;
(e) General Conditions of Contract;

(f) Technical Specifications;

(g) Drawings;

(h) Price Schedules and Schedule of Requirements and;

(i) other document including correspondences listed in the PCC forming part

of the Contract

In consideration of the payments to be made by the Procuring Entity to the Supplier as
hereinafter mentioned, the Supplier hereby covenants with the Procuring Entity to
provide the goods and related services and to remedy any defects therein in conformity
in all respects with the provisions of the Contract.

The Procuring Entity hereby covenants to pay the Supplier in consideration of the
provision of the goods and related services and the remedying of defects therein, the
Contract Price or such other sum as may become payable under the provisions of the
Contract at the times and in the manner prescribed by the Contract.

IN WITNESS whereof the parties hereto have caused this Agreement to be executed in
accordance with the laws of Bangladesh on the day, month and year first written above.

For the Procuring Entity: For the Supplier:

Signature

Print Name

In the presence of
Name

Address
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Bank Guarantee for Performance Security (Form PG3 - 11)

[this is the format for the Performance Security to be issued by a scheduled Bank
of Bangladesh in accordance with ITT Sub Clause 63.1]

Contract No: Date:

To:

[Name and address of Procuring Entity]

PERFORMANCE GUARANTEE No: [insert number]

We have been informed that [name of supplier] (hereinafter called “the Supplier”) has
undertaken, pursuant to Contract No [reference number of Contract] dated [date of
Contract] (hereinafter called “the Contract”) for the supply of [description of goods
and related services] under the Contract.

Furthermore, we understand that, according to your conditions, Contracts must be
supported by a performance guarantee.

At the request of the Supplier, we [name of bank] hereby irrevocably unconditionally
undertake to pay you, without cavil or argument, any sum or sums not exceeding in
total an amount of Tk [insert amount in figures and in words] upon receipt by us of
your first written demand accompanied by a written statement that the Supplier is in
breach of its obligation(s) under the Contract conditions, without you needing to
prove or show grounds or reasons for your demand of the sum specified therein.

This guarantee is valid until [date of validity of guarantee], consequently, we must
receive at the above-mentioned office any demand for payment under this guarantee
on or before that date.

[Signatures of authorized representatives of the bank]

Signature Seal
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Bank Guarantee for Advance Payment (Form PG3 — 12) (Not used)

[this is the format for the Advance Payment Security to be issued by a scheduled Bank of
Bangladesh in accordance with GCC Clause 26.1]

Contract No: Date:

To:

[Name and address of Procuring Entity]

ADVANCE PAYMENT GUARANTEE No: [insert number]

We have been informed that [name of supplier] (hereinafter called “the Supplier”) has
undertaken, pursuant to Contract No [reference number of Contract] dated [date of
Contract] (hereinafter called “the Contract”) for the supply of [description of goods
and related services] under the Contract.

Furthermore, we understand that, according to your Particular Conditions of Contract
Clause 25.1, Advance Payment(s) on Contracts must be supported by an irrevocable
unconditional Bank Guarantee.

At the request of the Supplier, we [name of bank] hereby irrevocably unconditionally
undertake to pay you, without cavil or argument, any sum or sums not exceeding in
total an amount of Tk [insert amount in figures and in words] upon receipt by us of
your first written demand accompanied by a written statement that the Supplier is in
breach of its obligation(s) under the Contract conditions, without you needing to
prove or show grounds or reasons for your demand of the sum specified therein.

We further agree that no change, addition or other modification of the terms of the
Contract to be performed, or of any of the Contract documents which may be made
between the Procuring Entity and the Supplier, shall in any way release us from any
liability under this guarantee, and we hereby waive notice of any such change,
addition or modification.

This guarantee is valid until [date of validity of guarantee], consequently, we must
receive at the above-mentioned office any demand for payment under this guarantee
on or before that date.

[Signatures of authorized representatives of the bank]

Signature Seal
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Schedule of Requirements
Date

Section 6.

Invitation for Tender No:
Tender Package No:
Lo No (when applicable):

A. List of Goods and Delivery Schedule

This Section provides the List of Goods and Delivery Schedule and List of Related Services and
Completion Schedule and must be carefully prepared by a Procuring Entity for each object of
procurement

The Procuring Entity may include the delivery of a limited supply of fast-moving and/or hard-to-find
spare parts in this Schedule of Requirement. This is to ensure the continued use or operation of the
equipment.

When completing Form PG3-2 the Tenderer shall quote prices and contract delivery dates for
each item against each lot and show each Lot separately, as specified in the List of Goods and
Delivery Schedule.)

Item Description of Item Unit of | Quantity Point of Date
No. Supply of Units Delivery Required
required (in weeks)
1 2 3 4 5 6
Procuring Entity’s Option for delivery terms is: [note 1]
Lot No 1: [enter description]
1 Router 2
2 Firewall Type-A 2 All items 42 Days
3 Firewall Type-B 2 (except part
4 Server Farm Switch 2 of online
5 Network Switch 1 UPS) shall
6 Server Type-A 1 be de:tvered
7 Server Type-B 2
8 Server Type-C 3 Bangladesh
Bank Head
9 Server Type-D 3 Office,
10 Desktop Cpmputer 4 Motijheel,
11 3 KVA Online UPS 26 Dhaka.
12 1000 VA Offline UPS 4
13 Network Rack 1 Only Online
14 Printer 1 UPSs shall
15 Antivirus Software (End-User Desktop) 4 be delivered
16 Antivirus Software ( Server Security) 3 at all branch
17 | Microsoft Windows Server 2016 Standard or As offices of
latest for Server Type-A and Server Type-B required | Bangladesh
under Microsoft Select Plus Agreement MBSA Bank.
U6018278
18 Microsoft Windows Server 2016 User CAL 5
under Microsoft Select Plus Agreement MBSA
U6018278
19 Microsoft Office 2016 or latest under Microsoft 4
Select Plus Agreement MBSA U6018278
20 6-core Armored Fiber Cable 150m
21 Optical Distribution Frame (ODF) 2
22 Fiber Lay with all accessories including LS
Splicing
Note 1: Delivery period starts from the date of contract signing
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B. List of Related Services and Completion Schedule

Notes on Related Services

The Procuring Entity shall clearly specify the Related services/Incidental services, other
than inland transportation and other services required to convey the Goods to their final
destination, in this Schedule of requirement. In particular, these services may refer to any
of the following but not limited to:

(@) performance or supervision of on-site assembly and/or start-up of the supplied
Goods;

(b) furnishing of tools required for assembly and/or maintenance of the supplied
Goods;

(©) furnishing of a detailed operations and maintenance manual for each appropriate
unit of the supplied Goods;

(d) performance or supervision or maintenance and/or repair of the supplied Goods,
for a period of time as specified, provided that this service shall not relieve the
Supplier of any warranty obligations under this Contract; and

(e training of the Procuring Entity’s personnel, at the Supplier’s plant and/or on-site,
in assembly, start-up, operation, maintenance, and/or repair of the supplied Goods

When completing Form PG3-2 the Tenderer shall quote prices and Completion date for services
for each item against each lot

Item Description of Related Unit of Quantity of Point at Required
No. Services Supply Units which Completio
Required Services are | n Date for
required Services
1 2 3 4 5 6

Procuring Entity’s Option for delivery terms is: [note 1]
Lot No 1: [enter description]

Installation, Configuration,

Testing and Commissioning of SRem;_er t°7 gangla;liesg 42 Days

Server, Router, Firewall, ection a?jf’f'ceea

Switch, Desktop Computer, :

Printer, UPS etc.

Fiber Cabling

Note 1: Delivery period starts from the date of contract signing

Note 2: The Procuring Entity must decide whether there is a separate unit of supply and
quantity of units, otherwise may specify ONE (1) in both columns or LUMP SUM in Column 4
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Section 7. Technical Specifications

The Goods and Related Services shall comply with following Technical Specifications:

Item
No

Name of Item or Related Service

Technical Specification and
Standards

1

2

3

Lot No 1: [enter description]

Supply, Installation, Configuration, Testing,
commissioning of server, Router, Firewall,
Switch, Desktop, Printer, UPS etc.

Ref Section 7
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Technical Requirement

If the tenderer does not submit reference and response to any item detailed below, tender
will be considered technically non responsive.

Name, Quantity and Description of the Items in different Lots
Item No. | Item Description Qty Section
1 Router 2 71
2 Firewall Type-A 2 7.2
3 Firewall Type-B 2 7.3
4 Server Farm Switch 2 7.4
5 Network Switch 1 7.5
6 Server Type-A 1 7.6
7 Server Type-B 2 7.7
8 Server Type-C 3 7.8
9 Server Type-D 3 7.9
10 Desktop Computer 4 7.10
11 3 KVA Online UPS 26 7.11
12 1000 VA Offline UPS 4 712
13 Network Rack 1 7.13
14 Printer 1 7.14
15 Antivirus Software (End-User Desktop) 4 7.15
16 Antivirus Software ( Server Security) 3 7.16
17 Microsoft Windows Server 2016 Standard or latest for Server Type-A As 717
and Server Type-B under Microsoft Select Plus Agreement MBSA Required
uU6018278
18 Microsoft Windows Server 2016 User CAL under Microsoft Select Plus 5 717
Agreement MBSA U6018278
19 Microsoft Office 2016 or latest under Microsoft Select Plus Agreement 4 717
MBSA U6018278
20 6-core Armored Fiber Cable 150m 7.18
21 Optical Distribution Frame (ODF) 2 7.19
22 Fiber Lay with all accessories including Splicing LS 7.20
7.1.: Router
Si Feature Required Specification Tenderer’s
Response
1 Brand Internationally reputed Brand
2 Model To be mentioned by the bidder
3 Form factor Rack Mountable
4 Integrated WAN ports | Minimum 5 GE (Minimum 4 RJ-45-based ports and 1 SFP-based
ports)
5 Performance 100 Mbps Upgradeable to 300 Mbps
6 Management port 1GE
7 Network Interface Minimum 2
Modules (NIM)
8 USB ports (type A/B) Minimum 1
9 Flash Minimum 4 GB
10 DRAM Minimum 4 GB
11 Power supply type AC 220V / 230V
12 Module online
insertion and removal Required
(CIR)
13 | Zone-based VRF-Aware Firewall and Network Address Translation (NAT)
firewall and NAT
services
14 Flex VPN, Easy VPN remote server, Enhanced Easy VPN,
IPSEC VPN services Dynamic Multipoint VPN (DMVPN), MPLS VPN. The encryption
module should be hardware based VPN module
15 License Security feature license/bundle to be included from Day one
16 Intrusion prevention Required
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Sl Feature Required Specification Tenderer’s
Response
17 Network foundation ACL, control plan protection, control plane policing (CoPP), QoS,
protection role-based CLI access, source-based RTBH, uRPF, SSHv2
18 IPv4 routing protocols | RIP v1/v2, OSPF, BGP and PBR
19 Multicast routing PIM-SM, mroute (static route), and MLD
protocols
20 IPv6 routing protocols | RIP, OSPFv3, I1S-IS, BOP and PBR
21 Network
Contention Control QoS, HQoS
22 Application Visibility Required
23 Mentioning and quoting manufacturer warranty part number
Warranty & Services minimum 03 (Three) years warranty shall be provided for this unit
from the date of successful commissioning.
7.2.: Firewall Type-A
Sl Feature Required Specification Tenderer’s
Response
1 Brand Internationally reputed Brand
2 Model To be mentioned by the bidder
3 Form factor Rack Mountable
4 Firewall throughput Minimum 2 Gbps
5 Threat prevention Minimum 1 Gbps
throughput
6 IPsec VPN throughput Minimum 500 Mbps
7 New sessions per Minimum 50,000
second
8 Max sessions Minimum 250,000
9 IPSec VPN tunnels Minimum 1,000
10 Number of Interface Minimum 12 x 1000Base-T - RJ-45 Ports, (8) SFP optical gigabit.

2 (Two) units of Multimode SFP transceivers should be present

from Day 1.

11 Management Interface Minimum (1) 10/100/1000 out-of-band management port, (2)

10/100/1000 high availability, (1) RJ-45 console port

12 Storage capacity Minimum 120GB SSD
13 Threat Prevention Application, operating system vulnerability exploit protection

Stream-based protection against viruses (including those

embedded in HTML, JavaScript, PDF and compressed), spyware,

worms
14 Advanced Malware a) Identify and analyse targeted and unknown files for more than
Protection 100 malicious behaviors

b) Generate and automatically deliver protection for newly
discovered malware via signature updates

c) Signature update delivery in less than 1 hour, integrated
logging/reporting; access to API for programmatic submission
of up to 100 samples per day and up to 1,000 report queries
by file hash per day

d) The new signatures shall be created up 15 mins after
detection, and shall be downloaded and installed
automatically for near real time protection.

15 URL Filtering a) Control Web Activity with URL Filtering.

b) Ensure safe, secure web access for all users.

c) automatically prevents attacks that leverage the web as an
attack vector, including phishing links in emails, phishing
sites, HTTP-based command and control, malicious sites and
pages that carry exploit kits.

16 High availability Modes: Active/Active, Active/Passive
17 Warranty & Services Mentioning manufacturer warranty part number should be quoted,

minimum 03(Three) years warranty. It should be provided for this

unit from the date of successful commissioning.
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7.3.: Firewall Type-B

Sl Feature Required Specification Tenderer’s
Response

1 Quality ISO 9001/9002 for manufacturer, FCC Class A/B for quality assurance

2 Brand To be mentioned by the bidder

3 Model To be mentioned by the bidder

4 | Country of Origin To be mentioned by the bidder

5 Environmental Maintain International Quality Environmental Safety standard

6 Enclosure Type Rack-mountable

7 a) Bidder should submit BOQ of proposed device including the
details part numbers. Bidder should submit the required
performance document for the proposed device.

b) The Firewall should be an appliance based rack mountable
firewall integrated with full-featured, high-performance security
services.

Part No c) Should have IPS, AMP and URL Filtering service activated from
Architecture day 1.

d) The device should have innovative extensible multi core
processor design and software architecture that enables to easily
install additional security services.

e) Firewall should be on purpose built hardware platform and should
not use any of the commercially available operating system.

f)  Firewall should have separate bus system or control system.

8 a) Should have minimum 8 GB System Memory and minimum 8 GB
Flash Memory

b) Firewall device should have at least 14 x 1GE (Minimum 8 x 1GE
copper Port and 6 x 1 GE SFP Ports) interfaces as Traffic
interface from day 1.

Interface . .
Requirement c) 2_x Multlmoc_le SFP transceivers should t_)e present from Day 1.

d) Firewall device should have one expansion module slot for future
expansion

e) Expansion Interface module should support optical Gigabit
Ethernet interfaces.

9 a) Should have 1 console port.

b) Minimum 2 Gbps stateful firewall/inspection throughput

c) Minimum 1 Gbps Next-Generation (NG) firewall / content firewall
/multiprotocol traffic throughput

d) 3DES VPN performance should be minimum 290 Mbps

Firewall e) Minimum Firewall concurrent connection 500,000 or more
Performance f)  Minimum Firewall New Connections/Second 18,000 or more

g) Support for Jumbo frames of up to 9000 bytes

h) Firewall should support minimum vlans 195

i) Minimum 2 security firewall context / virtual firewall (VSYS) and
can be upgradable up to 20 in future if required.

10 a) The firewall shall be deployed in high availability mode (hot stand-
by redundancy), have fault tolerance and shall provide stateful
failover

b) There shall be support for traffic-based and user based access

General features control. - - —

c) The broad default policy for the firewall for handling inbound
traffic shall be to block all packets and connections unless the
traffic type and connections have been specifically permitted

d) It shall support SNMP (Simple Network Management Protocol) v
2.0 and v 3.0.

11 a) Network Address Translation (NAT) shall be configurable as 1:1,
1: many, many: 1, many:many, flexible NAT (overlapping IPs).
Reverse NAT shall be supported.

b) Port address translation/Masquerading shall be provided.

c) Dynamic Host Configuration Protocol (DHCP) over Virtual Private

Network integration Network (VPN) shall be supported for dynamic allocation of IP
addresses.

d) Point-to-Point Protocol over Ethernet (PPPoE) shall be supported.

e) The firewall shall support a number of routing options and
configurations. Routing protocol support shall include static
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Si

Feature

Required Specification

Tenderer’s
Response

routes, Open Shortest Path First (OSPF), RIPv1/v2.

Virtual LAN (VLAN) support, high port density (Link Aggregaton),
WAN support and expandability of interfaces over time are some
important network integration features shall be supported.

The firewall IP stack shall be IPv6 ready.

12

Attack protection

The firewall shall provide robust access control capability and be
fast in making access control decisions. Access Control shall be
done based on criteria such as source, destination IPs, port
number, protocol, traffic type, application, date information (day of
week, time of day), etc.

Multi-layer, stateful, application-based filtering shall be done

There shall be support for detection of reconnaissance attempts
such as IP address sweep, port scanning etc.

Firewall itself shall be resistant to attack and shall have protection
against firewall evasion techniques.

There shall be protection from DoS (Denial of Service) against
firewall

Some basic attack protection features listed below but not limited
to:

I. Maximum no of protections against attacks that exploit
weaknesses in the TCP/IP protocol suite

Il._It shall enable rapid detection of network attacks

Ill. TCP reassembly for fragmented packet protection

IV. Brute force attack mitigation

V. SYN cookie protection , SYN Flood, Half Open Connections
and NUL Packets

VI. Protection against IP spoofing

VII. Malformed packet protection

VIIl. Content blocking and real-time alerts

IX. the device should perform packet/stream reassembly

X. IPS should have the ability to identify the OS and patch level
of a device that is the target of an attack. This should be
dynamically c.updated to ensure changes in OS or a patching
level on a specific IP addressed are not lost

13

VPN Features

The firewall shall support Internet Protocol Security (IPSec) &
SSL VPN from the same appliance

Key exchange with latest Internet Key Exchange (IKE), IKEv2,
Public Key Infrastructure PKI (X.509) shall be catered to.

Site-to-site VPN tunnels: full-mesh / star topology shall be
supported.

Layer Two Tunneling Protocol (L2TP) support shall be provided.

Support Latest Encryption algorithms including AES
128/192/256(Advanced Encryption Standards), 3DES(Data
Encryption Standard) etc.,

Support Latest Authentication algorithms including SHA-1(Secure
Hash Algorithm-1), SHA-2(Secure Hash Algorithm-2) etc.,

IPSec NAT traversal shall be supported.

VPN throughput support at least 380 Mbps supporting 2300
IPSec / SSL VPN peers

14

Next Gen FW
feature

The detection engine must be capable of detecting and
preventing a wide variety of threats (e.g., malware, network
probes/reconnaissance, VolP attacks, buffer overflows, P2P
attacks, zero-day threats, etc.).

The detection engine must inspect not only Network Layer details
and information resident in packet headers, but a broad range of
protocols across all layers of the computing stack and packet
payloads as well.

The detection engine must be resistant to various URL
obfuscation techniques common to HTML-based attacks.

The solution must be capable of detecting and blocking IPv6
attack
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Si

Feature

Required Specification

Tenderer’s
Response

e) Intelligent Security Automation: The solution must be capable
of dynamically tuning IDS/IPS sensors (e.g., selecting rules,
configuring policies, updating policies, etc.) with minimal human
intervention.

f) Network Behavior Anomaly Detection (NBAD)

I. The solution must support full-featured NBAD capability to
detect threats emerging from inside the network (i.e., ones
that have not passed through a perimeter IPS). This includes
the ability to establish “normal” traffic baselines through flow
analysis techniques (e.g., NetFlow) and the ability to detect
deviations from normal baselines. Bidder can propose
solution with same / multiple appliance.

II. The NBAD capability must support visibility into how network
bandwidth is consumed to aid in troubleshooting network
outages and performance degradations. Bidder can propose
solution with same / multiple appliance.

Ill. The management platform must be capable of centralized
management for all NGFW services/devices

15

Firewall
Management and
Reporting

a) The management platform must be delivered in virtual appliance
form factor (management system and Ul must provide the same
features and functions as in the physical appliance).

b) The management platform must be capable of aggregating
IDS/IPS events and centralized, real-time monitoring and forensic
analysis of detected events.

c) The management platform must include a scheduling subsystem
to facilitate automation of routine tasks, such as backups,
upgrades, report creation, and policy application.

d) The management platform must provide the capability to easily
view, enable, disable, and modify individual rules, as well as
groups or categories of rules.

e) The management platform must be capable of automatically
receiving rule updates published by the vendor and automatically
distributing and applying those rule updates to sensors.

f)  The management platform must be capable of backup and
rollback for sensor configurations and the management platform
itself.

g) Reporting and Alerting

|. The management platform must provide robust reporting
capabilities, including a selection of pre-defined reports and
the ability for complete customization and generation of new
reports.

Il. The management platform must allow quick report
customization by importing from dashboards, workflows and
statistics summaries.

Ill. The management platform must provide multiple report
output types or formats, such as PDF, HTML, and CSV.

IV. The management platform must support multiple
mechanisms for issuing alerts (e.g., SNMP, e-mail,
SYSLOGQG).

16

Warranty

Mentioning and quoting manufacturer warranty part number minimum
03(Three) years warranty should be provided for this unit from the
date of successful commissioning.

7.4.: Server Farm Switch

Si

Feature

Required Specification

Tenderer’s
Response

Quality

1ISO 9001/9002 for manufacturer, FCC Class A/B for quality assurance

Brand

To be mentioned by the bidder

Model

To be mentioned by the bidder

Country of Origin

To be mentioned by the bidder

Environmental

Maintain International Quality Environmental Safety standard

Enclosure Type

Rack-mountable

N|@|g B Wi =

Part No

Bidder should submit BOQ of proposed device including the details part
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Sl Feature Required Specification Tenderer’s
Response
numbers. Bidder should submit the required performance document for

the proposed device.

8. a) The Switch should have minimum 24 x 10/100/1000 base-T Ports
and 4 x 1G SFP ports (all uplinks should be populated with 1000
Base Multimode SFP transceivers from day1).

General b) Should have internal Redundant Power supply

c) Support for Configuration and image rollback

d) IPv4 & IPv6 Layer 3 forwarding in hardware

e) Should have 4GB DRAM & 2GB Flash memory

9. a) Should have stacking facility with dedicated stacking port and
support minimum total stacking bandwidth of 300 Gbps. Should
support stacking of eight switches into a virtual switch.

Performance b) Should have 88 Gbps Switching capacity & 65 Mpps forwarding rate

c) Fully non- blocking backplane and wire- speed throughput with
minimal latency

d) MAC Address table : 30,000

e) Should support 24,000 routes

10. a) Basic IP unicast routing protocols (static, RIPv1, and RIPv2) should

Layer 3 feature be supported from day 1.

b) Should have routing protocol support including OSPF, IS- IS, BGP,
policy based routing & Multicast routing from day 1.

11. a) IEEE 802.1Q VLAN encapsulation. At least 1000 VLANs should be

Layer 2 feature supported. Support for 4000 VLAN IDs.

b) Support for Voice VLAN which will simplify telephony installations by
keeping voice traffic on a separate VLAN for easier

12. a) administration and troubleshooting.

b) Centralized VLAN Management. VLANs created on the Core
Switches should be propagated automatically.

c) |EEE 802.1d, 802.1s, 802.1w, 802.3ad standard support from
day- 1

d) Link Aggregation Protocol (LACP)

e) Support for Detection of Unidirectional Links (in case of fiber cut)
and to disable them to avoid problems such as spanning- tree
loops.

f)  The Switch should be able to discover the neighboring device giving
the details about the platform, IP Address, Link connected through
etc, thus helping in troubleshooting connectivity problems.

g) Per- port broadcast, multicast, and storm control to prevent faulty
end stations from degrading overall systems performance.

h)  Support for Multicast VLAN registration (MVR) to continuously send
multicast streams in a multicast VLAN while isolating the streams
from subscriber VLANs for bandwidth and security reasons.

13. a) Support for mechanisms to improve the network’s ability to
automatically identify, prevent, and respond to security threats and
also to enable the switches to collaborate with third- party solutions
for security- policy compliance and enforcement before a host is
permitted to access the network. Thus preventing the spread of
Viruses & worms.

b) IEEE 802.1x to allow dynamic, port- based security, providing user
authentication.

c) Port- based ACLs for Layer 2 interfaces to allow application of

. security policies on individual switch ports.
';‘:;‘ﬁjor;"ssecu”ty d) _Support for SSHv2 and SNMPV3.

e) Support for Network Admission Control, IP source Guard, MAC
Limiting

f)  RADIUS authentication to enable centralized control of the switch
and restrict unauthorized users from altering the configuration.

g) MAC address notification to allow administrators to be notified of
users added to or removed from the network.

h) Dynamic ARP Inspection or equivalent which can ensure user
integrity by preventing malicious users from exploiting the insecure
nature of the ARP protocol.

i) DHCP snooping to allow administrators to ensure consistent
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Sl Feature Required Specification Tenderer’s
Response
mapping of IP to MAC addresses. This can be used to prevent
attacks that attempt to poison the DHCP binding database, and to
rate-limit the amount of DHCP ftraffic that enters a switch port.

j)  Port security to secure the access to an access or trunk port based
on MAC address.

k) Multilevel security on console access to prevent unauthorized users
from altering the switch configuration using local database or
through an external AAA Server.

1) Spanning tree feature to shut down Spanning Tree Protocol
enabled interfaces when BPDU'’s are received to avoid accidental
topology loops.

m) Security ACL entries — At least 1000.

14. a) Standard 802.1p CoS and DSCP

b) Control- and Data- plane QoS ACLs

c) Eight egress queues per port to enable differentiated management
of up to four traffic types across the stack.

d) Support for congestion avoidance mechanism

e) Strict priority queuing mechanisms

Quality of Service f)  There should not be any performance penalty for highly granular
(QoS) & Control QoS functions.

g) Future support for feature which will provide rate limiting based on
source and destination IP address, source and destination MAC
address, Layer 4 TCP and UDP information, or any combination of
these fields, using QoS ACLs (IP ACLs or MAC ACLs), class maps,
and policy maps.

h) Switch should support at least 1000 aggregate polices.

15. a) Bidder must propose Management system for all network devices
for deployment, inventory, power management, troubleshooting,
authentication and performance monitoring.

b) Command Line Interface (CLI) support for configuration &
troubleshooting purposes.

c) For enhanced traffic management, monitoring, and analysis, upto
four RMON groups (history, statistics, alarms, and events) must be
supported.

d) Domain Name System (DNS) support to provide IP address

Management resolution with user- defined device names.

e) FTP/ Trivial File Transfer Protocol (TFTP) to reduce the cost of
administering software upgrades by downloading from a centralized
location.

f)  Network Timing Protocol (NTP) based on RFC 1305 to provide an
accurate and consistent timestamp to all intranet switches.

g) SNMP v1, v2c, and v3 and Telnet interface support delivers
comprehensive in- band management, and a CLI- based
management console provides detailed out- of- band management.

h) RMON I and Il standards

i)  SNMPv1, SNMPv2c, and SNMPv3

16. a) Bidder should submit BOQ of proposed device including the details

Manufacturer part part numbers and Manufacturer Warranty part number.
number b) Bidder should submit the required performance document for the
proposed device.

17. Mentioning and quoting manufacturer warranty part number minimum 3

Warranty (Three) years warranty should be provided for this unit from the date of
successful commissioning

7.5.: Network Switch

Sl Feature Required Specification Tenderer’s

Response

1. | Quality ISO 9001/9002 for manufacturer, FCC Class A/B for quality assurance

2. Brand To be mentioned by the bidder

3. Model To be mentioned by the bidder

4. Country of Origin To be mentioned by the bidder

5. Environmental Maintain International Quality Environmental Safety standard
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Sl Feature Required Specification Tenderer’s
Response
6. Enclosure Type Rack-mountable
7. Part No a) Bidder should submit BOQ of proposed device including the
General Features details part numbers. Bidder should submit the required
performance document for the proposed device.
b) Should have min 24 x 10/100/1000 Gigabit Ethernet Ports & 4 x
Gigabit SFP uplink ports
c) Switch should support stackable / virtual chassis link or similar
technology
8. a) Should support redundant power supply port to provide power
from alternate source
b) Minimum Switching bandwidth - minimum 200 Gbps for 24 port
switch
= ¢) Minimum Forwarding bandwidth - minimum 100 Gbps for 24 port
erformance switch.
d) Forwarding rate (64-Byte L3 Packets) - minimum 70 Mpps for 24
port switch
e) MTU: Minimum 9198 bytes
f)  Jumbo Frame: 9216 bytes
9. a) |EEE 802.1Q VLAN encapsulation. Upto 1000 VLANSs should be
supported. Support for 4000 VLAN IDs.
b) Supported RFC: IEEE 802.1p, IEEE 802.1Q, IEEE 802.1ab, IEEE
Layer-2 Features 802.1X, IEEE 802.1w, IEEE 802.3ad, IEEE 802.3ah, IEEE 802.3x,
IEEE 802.3u, IEEE 802.3ab, IEEE 802.3z
c) MAC Address: 16,0000
d) Support port Autonegotiation, MDIX, LACP, UDLD
10. a) Minimum 900 IPv4 Unicast Routes and 900 IPv6 Unicast Routes
b) Minimum 900 IPv4 Multicast Routes
Layer-3 Features c) Minimum 450 IPv6, IPv4 QoS Access Controll Entries
d) Minimum 450 IPv6, IPv6 Security Access Controll Entries
11. a) Support 802.1X, Flexible Authentication, 802.1x Monitor Mode,
and RADIUS Change of Authorization
b) Should support NetFlow-Lite/Sflow/Jflow and exports flow data in
standard NetFlow Version 9
c) Support Port-based ACLs, VLAN ACLs
Security d) Support IPv6 ACLs
e) Support Unicast Reverse Path Forwarding (RPF)
f)  Support Port Security, Dynamic ARP Inspection, and IP Source
Guard
g) Support to verify and authentication of OS images
12. a) Support automatic configuration of QoS
b) Support eight egress queues per port
c) Support QoS across stack member or virtual chassis of switches
d) Support committed rate features to control bandwidth as low as 10
Kbps.
e) Support automatic configuration of QoS
QoS Features f)  Support congestion avoidance feature like SRR/SRR/similar
protocol
g) Support 802.1p class of service (CoS) and Differentiated Services
Code Point (DSCP) classification, with marking and reclassification
on a per-packet basis by source and destination IP address, MAC
address, or Layer 4 TCP/UDP port number.
13. a) Should support Ethernet aggregation/similar protocol for link
aggregation
b) Should support Switch port automatic recovery due to link
Resiliency failure/fault or network fault
c) Should support link redundancy with convergence time less than
150 milliseconds
14. a) Support diagnostic commands and system health checks within
the switch
b) Support Remote Monitoring (RMON) software with four RMON
Management groups (history, statistics, alarms, and events).
c) support Layer 2 troubleshoot features
d) Support SSHv2, Telnet, console, NTP, DNS, TFTP, DHCP
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Sl Feature Required Specification Tenderer’s
Response
e) Support RMON | and Il standards
f)  Support SNMP v1, v2c, and v3
g) Bidder must propose Management system for all network devices
for deployment, inventory, power management, troubleshooting,
authentication and performance monitoring.
15. | Warranty Mentioning manufacturer warranty part number should be quoted,
minimum 03(Three) years warranty. It should be provided for this unit
from the date of successful commissioning.
7.6.: Server Type-A
Si Features Required Specifications Tenderer’s
Response
01. | Brand To be mentioned by bidder
02. | Model To be mentioned by bidder
03. | Country of origin | To be mentioned.
04. | Chassis 2 U Rack mount with the Rail Kit
05. | Processor Intel Xeon 16C E5-2683 v4 120W or better
06. | Clock Speed Minimum 2.1GHz
07. | No. of Minimum 2
Processor
08. | Chipset Intel C612 Chipset or better
09. | Cache memory Minimum 40 MB Cache
10. | Memory (RAM) 256 GB 2400 MHz TruDDR4 Expandable up to 1.5TB (24 DIMM Slots)
11. | HDD 7x 900GB 2.5" SAS HDD, 3x1.2TB 2.5" SAS HDD and support up to 26
2.5” HDD
12. | Controller Integrated Raid Controller supporting RAID Level 0, 1, 10, 5
13. | NIC Minimum 4 (Four) Multifunction Gigabit Network Adapters (Embedded)
and One Dual Port 10G NIC
14. | PCI Expansion Minimum. 3 PCle Slots and Supports up to 8 PCle Slots
slots
15. | Video Minimum. 16 MB memory integrated
16. | Optical Drives DVD-RW
17. | Power Supply Redundant Hot plug 750W Power Supply with 80 PLUS Platinum
certification
18. | Cooling Four redundant hot swap fans; two fan zones; each fan has two motors.
19. | Light Path Next Generation Light Path Diagnostic Panel to reduced troubleshooting
Diagnostic time for server
Panel
20. | Predict Failure PFA should enable for processor, memory, VRM, drives, power supplies
Analysis (PFA) and fans.
21. | Remote Integrated remote management capability with dedicated network
Management connection supporting GUI(iLO Adv/DRAC/RSAII/IMM/compatible)
Port
22. | Server Hardware and software based system with Remote Management.
Management
Software
23. | Supported Microsoft Windows Server, Red Hat Enterprise Linux, SUSE Linux
Operating Enterprise, VMware ESX and ESXi
System
24. | Warranty Three (03)Years Onsite Comprehensive Warranty
7.7.: Server Type-B
Si Features Required Specifications Tenderer’s
Response
01. | Brand To be mentioned by bidder
02. | Model To be mentioned by bidder
03. | Country of origin To be mentioned.
04. | Chassis 2U Rack mount with the Rail Kit
05. | Processor Intel Xeon 16C E5-2683 v4 120W or better
06. | Clock Speed Minimum 2.1GHz
07. | No. of Processor Minimum 2
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Si Features Required Specifications Tenderer’s
Response
08. | Chipset Intel C612 Chipset or better
09. | Cache memory Minimum. 40 MB Cache
10. | Memory (RAM) 128 GB 2400 MHz TruDDR4 Expandable up to 1.5TB (24
DIMM Slots)
11. | HDD 5 x 900GB 2.5" SAS HDD and support up to 26 2.5 HDD
12. | Controller Integrated Raid Controller supporting RAID Level 0, 1, 10
13. | NIC Minimum 4 (Four) Multifunction Gigabit Network Adapters
(Embedded) and One Dual Port 10G NIC
14. | PCI Expansion slots Minimum. 3 PCle Slots and Supports up to 8 PCle Slots
15. | Video Minimum. 16 MB memory integrated
16. | Optical Drives DVD-RW
17. | Power Supply Redundant Hot plug 750W Power Supply with 80 PLUS
Platinum certification
18. | Cooling Four redundant hot swap fans; two fan zones; each fan has
two motors.
19. | Light Path Diagnostic Next Generation Light Path Diagnostic Panel to reduced
Panel troubleshooting time for server
20. | Predict Failure PFA should enable for processor, memory, VRM, drives,
Analysis (PFA) power supplies and fans.
21. | Remote Management | Integrated remote management capability with dedicated
Port network connection supporting GUI(iLO
Adv/DRAC/RSAII/IMM/compatible)
22. | Server Management Hardware and software based system with Remote
Software Management.
23. | Supported Operating Microsoft Windows Server, Red Hat Enterprise Linux, SUSE
System Linux Enterprise, VMware ESX and ESXi
24. | Warranty Three (03) Years Onsite Comprehensive Warranty
7.8.: Server Type-C
Sl Features Required Specifications Tenderer’s
Response
01. | Brand Any reputed brand preferably IBM/Lenovo/HP/Dell
02. | Model To be mentioned by bidder
03. | Country of origin | To be mentioned.
04. | Chassis 2U Rack mount with the Rail Kit
05. | Processor Intel Xeon 6C E5-2620v3 85W or better
06. | Clock Speed Minimum 2.4GHz
07. | No. of Processor | Minimum 2
08. | Chipset Intel C612 Chipset or better
09. | Cache memory Minimum 15 MB Cache
10. | Memory (RAM) 32 GB DDR4 (2x16GB) supported up to 1.5TB (24 DIMM Slots)
11. | HDD 4 x 900 GB SAS 10K 2.5” Hot Plug 6Gbps Hard Drive and support
up to 16 2.5 HDD
12. | Controller Raid Controller supporting RAID Level 0, 1, 10, 5 with 1GB Cache
13. | NIC a) Minimum 4 (Four) Multifunction Gigabit Network Adapters
(Embedded)
b) Minimum 4 (Four) Multifunction Gigabit Network Adapters (PCle)
14. | FC Card Minimum 1 (one) Dual Port FC HBA
15. | PCI Expansion Minimum 3 PCle Slots
slots
16. | Video Minimum 16 MB memory integrated
17. | Optical Drives DVD-RW
18. | Power Supply Redundant Hot plug Power Supply with 80 PLUS Platinum
certification
19. | Cooling Four redundant hot swap fans; two fan zones; each fan has two
motors.
20. | Remote Integrated remote management capability with dedicated network
Management connection supporting GUI(iLO Adv/DRAC/RSAII/IMM/compatible)
Port
21. | Server Hardware and software based system with Remote Management.
Management
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Si Features Required Specifications Tenderer’s
Response
Software
22. | Supported Microsoft Windows Server, Red Hat Enterprise Linux, SUSE Linux
Operating Enterprise, VMware ESX and ESXi
System
23. | Warranty 3 Years Onsite Comprehensive Warranty
7.9.: Server Type-D
Sl Features Required Specifications Tenderer’s
Response
01. | Brand Any reputed brand preferably IBM/Lenovo/HP/Dell
02. | Model To be mentioned by bidder
03. | Country of origin To be mentioned.
04. | Chassis 2 U Rack mount with the Rail Kit
05. | Processor Intel E5-2640 processor or better
06. | Clock Speed Minimum 2.5GHz
07. | No. of Processor Minimum 2
08. | Chipset Intel C600 series or higher
09. | Cache memory Minimum. 15 MB Cache
10. | Memory (RAM) 32 GB DDR3 supported up to 1.5TB (24 DIMM Slots) with
support Advanced error-correcting code (ECC)
11. | HDD 3 x 600 GB SAS 15K RPM LFF 3.5 inch HDD/hot plug/drive sled
mounted
12. | Controller RAID card support at least 8 Hard Drive to enable RAID
functionality
13. | NIC Minimum 4 (Four) Multifunction Gigabit Network Adapters
(Embedded)
14. | FC Card Minimum 1 (one) Dual Port FC HBA
15. | PCI Expansion slots | Minimum. 2 PCle Slots
16. | Video Minimum. 16 MB memory integrated
17. | Optical Drives DVD-RW
18. | Power Supply Dual Redundant Hot-plug, AC Power Supply from day 1.
19. | Cooling Please specify.
20. | Remote Web user interface for server management; remote keyboard,
Management Port video, and mouse (KVM), virtual media and administration,
Wake-on-LAN (Wol), Out-of-band management, CLI
21. | Server Hardware and software based system with Remote
Management Management.
Software
22. | Supported Microsoft Windows Server, Red Hat Enterprise Linux, SUSE
Operating System Linux Enterprise, VMware ESX and ESXi
23. | Warranty 3 Years Onsite Comprehensive Warranty
7.10.: Desktop Computer
Si Features Required Specifications Tenderer’s
Response
01. | Brand Internationally Reputed Brand
02. | Model To be mentioned
03. | Country of Origin To be mentioned
04. | Country of Manufacture | To be mentioned
05. | Processor Minimum™™ Generation Intel Core i7-7700, 4 Core
Processor or Higher
06. | Processor Speed Minimum 3.4 GHz or higher
07. | Chipset Intel® Q270 Express or equivalent or better
08. | Cache 8 MB cache
09. | Memory Minimum" 8GB DDR4 2133 MHz SDRAM expandable up to
64 GB or Higher
10. | Hard Disk Minimum" 1TB SATA (7200rpm) 3.5 Hard Drive
11. | Network Interface Intel® 1219LM Gigabit Network Connection LOM
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Sl Features Required Specifications Tenderer’s
Response
12. | Graphics Integrated with Intel HD Graphics 630 or equivalent
13. | Sound Card Conexant CX20632 codec with universal audio jack and 2W
internal speaker, headset and headphone front ports (3.5
mm), multi-streaming capable
14. | Display Minimum 18.5" LED Backlit LCD Wide Screen
15. | Optical Drive DVD RW Drive
16. | Expansion Slot Minimum- 3 PCle Slot
17. | Interface & Ports Front: 1 headset connector; 1 USB 2.0 (fast charging); 1 USB
2.0; 2 USB 3.1 Gen 1; 1 USB Type-C™ (charging); 1 SD 4
card reader (optional)
Back: 1 audio in; 1 serial (optional); 1 RJ-45; 1 audio out; 1
DisplayPort™; 2 USB 2.0; 2 USB 3.1 Gen 1; 1 power
connector; 2 USB 2.0 (non-vPro™);
2 USB 3.1 Gen1 (vPro™)
Back (optional): 1 serial (optional); 1 choice of DisplayPort™,
HDMI, VGA, serial or USB Type-C™ (optional
18. | Keyboard Standard USB Keyboard same Brand as main unit
19. | Mouse Standard USB Optical Mouse same Brand as main unit
20. | Form Factor Micro tower or Mini Tower or Small Form Factor(SFF)
21. | Operating System Preinstalled Windows 10 Professional 64 bit, OEM License
Software ( OEM License may be checked by nearest Microsoft office)
22. | Preinstalled application | To be mentioned
& Utility Software
23. | Warranty Three(03) years onsite full (replacement & service) warranty.
7.11.: 3 KVA Online UPS
Sl Features Required Specifications Tenderer’s
Response
01. | Quality Certification ISO
02. | Brand Internationally Reputed Brand
03. | Model To be mentioned
04. | Country of Origin Europe/USA
05. | Country of Manufacture Europe/USA
06. | Mode of Delivery From Ready stock
07. | Purpose This UPS will be used for backup powering to Network
Switch with zero transfer time.
08. | Capacity Minimum 3 KVA
09. | Phase & technology Single phase Input and Output and True online Double
Conversion
10. | Input Voltage 220V +40Volts or More
11. | Output Voltage 220 Volt AC £1% (Maximum at 100% load)
12. | Battery Type Maintenance free Lead Acid
13. | UPS Type Pure online
14. | Form factor Tower or Rack Mountable
15. | Power factor >0.98
16. | Protection Protection against Surge, Spike, Over Load, short circuit,
Noise etc.
17. | Transfer Time 0 milliseconds
18. | Output Wave Pure Sine Wave
19. | Battery Backup Time Minimum 15 minutes using 2700Watt incandescent light
bulb as load.
20. | Number of Battery Minimum 8 Pcs of 12V, 9Ah Battery or better
21. | Battery Brand Panasonic/FIAMM/Suneom/Diamac or other reputed brand
22. | Battery country of Europe/USA/Japan/China
Manufacture
23. | Output Socket Minimum 2xC13
24. | Accessories Operational and setup manual, Installation kit, screw, Circuit

Breaker (if required), connector clip, etc. all accessories
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Si Features Required Specifications Tenderer’s
Response
required to install UPS successfully.
25. | Manufacture’s certificate A Manufacture’s/Distributors certificate must be submitted at
the time of supply.
26. | Warranty Three (03) years full onsite service and replacement
warranty including Battery.
7.12.: 1000 VA Offline UPS
Sl Features Required Specifications Tenderer’s
Response
01. | Quality Certification ISO/BSTI and EMI
02. | Brand Internationally Reputed Brand
03. | Model To be mentioned
04. | Country of Origin To be mentioned
05. | Capacity Minimum 1000VA
06. | Country of Manufacture To be mentioned
07. | Input Voltage 160 — 270 Volts
08. | Output Voltage 220 Volt AC £20
09. | Battery Type Maintenance free Sealed Lead Acid
10. | Protection Protection against Surge, Spike, Overload, Low Voltage, Burn ¢
etc.
11. | Alarm Beep or SMS Alarm facility
12. | Back up Time: on Full Load | Minimum 7 minutes (700 Watt Bulb test)
13. | Back up Time: on Half load | Minimum 15 minutes (400 Watt Bulb test)
14. | Number of To be mentioned
Battery
15. | Battery voltage To be mentioned
16. | Battery current rating To be mentioned (Amph)
17. | Accessories Power Cable, Standard Power Outlet, Power Plug etc.
18. | Warranty Three (03) years full onsite (replacement and service) warranty
with Battery
7.13.: Network Rack
Sl Feature Required Specification Tenderer’s
Response
1. Brand Please Specify
2. Model Please Specify
3. Mounting Type Floor
4. Front Door With Lock and Key
5. Side Door With Lock and Key
6. Capacity Minimum 12U
7. Power Distribution Unit Yes, Universal Socket
8. Warranty 03 (Three) Years
7.14.: Printer
Sl Features Required Specifications Tenderer’s
Response
01. | Brand International Reputed Brand
02. | Model To be mentioned
03. | Language PCL6, PCL5c, post script level 3 emulation; direct PDF(v1.7) printing,
automatic language switching
04. | Paper Size letter, legal, statement, executive, index cards, envelopes, custom
05. | Print Speed Minimum 40 ppm (letter) (normal),
Minimum 32 ppm ( letter) (Duplex)
06. | RAM Minimum 128 MB RAM
07. | Processor up to 1200 MHz
speed
08. | Resolution Minimum1200 by 1200 dpi; ProRes 1200; Resolution Enhancement
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Sl Features Required Specifications Tenderer’s
Response

technology (REt)

09. | Duplex Printing | Automatic

10. | Toner Type Toner and associated drum unit in Single case

11. | Fuser Unit Instant of fuser technology with ceramic heating elements

12. | Duplex Print Automatic

13. | Control panel 2-line backlit LCD graphic display; Buttons (OK, Menu, Cancel, Back);
LED indicator lights (Attention, Ready)

14. | Paper Tray 100-sheet tray 1, 250-sheet input tray2, 550-sheet tray3 (Optional), 150-
sheet output bin.

15. | Interface One Hi-Speed USB 2.0 port and Gigabit Network Interface Card

16. | Input Voltage & | Input Voltage 220-240 +10% VAC and Power Consumption Maximum

Power 591 Watts. Must be ENERGY STAR® qualified

17. | Compatibility Windows 10 Professional, Windows 8.1 Professional, Windows 7
Professional (32/64-bit), Windows Server 2003 (driver only), Windows
Vista® (32-bit/64-bit), Windows® XP; Linux; UNIX®; Mac OS X v10.3.9,
v10.4, v10.5

18. | Consumable one unit of OEM supported maximum capacity original toner cartridge
from Manufacturer , power cable from Manufacturer, data cable(if any),
User Manual, Driver Disk/CD, software and other accessories as
necessary

19. | Utility Software Driver and utility software for windows 7 (32bit/64bit) /Windows for
monitoring the performance of the Printer and Toner

20. | Warranty 3 (Three) Years onsite full (replacement & service) warranty

7.15.: Antivirus Software (End-User Desktop)

Sl Feature Required Specification Tenderer’s
Response

1 Brand Internationally Reputed Brand

2 Country of Origin USA/EU/UK

3 Product/Model/ Version | Please Specify

4 Operating System Windows 10 Professional 64Bit

Support
5 Features (1) The OEM/vendor should be a Gartner Leader in both Endpoint

Protection & Mobile Data Protection Products for consecutive 8
years or more

(2) The proposed solution should be user-based licensing (one user
may have multiple devices), should not be device-
based/endpoint-based.

(3) The proposed solution should have integrated next generation
endpoint protection technology which provides zero-day malware
protection including anti-exploits, anti-ransomware with Malware
removal to protect the users from zero-day malware, APT &
advanced threats.

(4) The proposed solution should include Server Protection
Enterprise edition with anti-ransomware.

(5) Solution should have application based console rather than web
based console for secure access

(6) Solution should have exploit prevention technology

(7) Solution must offer Forensic-level system clean-up

(8) Solution must mitigate exploits in vulnerable applications
|. Protect web browsers
Il. Protect web browser plugins
Ill. Protect Java applications
IV. Protect media applications
V. Protect office applications

(9) Solution should Protect processes by
|. Preventing process hollowing attacks
Il. Preventing DLLs loading from untrusted folders

(10) Solution must have capability of CPU branch tracing

(11) Solution should have genotype technology that should be able to
detect malicious behaviour even before specific signature-based
detection has been issued. This technology shall be available at
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Si

Feature

Required Specification

Tenderer’s
Response

endpoint ,email & web security components of OEM

(12) The antivirus solution should provide enhanced antivirus
protection for desktops. Laptops & servers of all the attacks
originating from places inside/outside of the network due to virus
and/or other malicious programming code.

(13) The antivirus solution should have a Centralized Management
Console for both servers & desktop/laptop.

(14) The antivirus solution should support Multi-Platform operating
system (Windows, Mac, and Linux) and the same should be
managed from a single Centralised Management console.

(15) Dashboard should present information such as the number of
protected machines and any errors, and administrators click to
view the specific machines involved.

(16) The antivirus solution should have single, Configurable
Installation with centralized configuration & policy management.

(17) Antivirus should support integration with Active Directory for
directory structure of computers for better management.

(18) Automatic update of Antivirus Server from Vendor Site (every 10
Min) & the client should get update from the local server If
updating from the Primary Server fails for any reason (such as
the user being off the network) an attempt should be made to
contact the Secondary Server (i.e. vendor site)

(19) Centralized scanning of all network machines.

(20) Anti-virus should be capable of pushing client installation from a
centralized location and it should also support manual installation
of client via network share.

(21) Administrator should have flexibility to schedule scan and update
at the endpoints from central server.

(22) Antivirus should be able to capture Viruses, Trojans, Worms,
Spyware and Malware, adware and PUA from single agent.

(23) Anti-Virus Should have 'Host Intrusion Prevention System (HIPS)'
technology which works in 4 Layers to provide zero day
protection without the need for updates (Unknown Virus
Detection & Repair).

(24) Antivirus should have run time detection technology i.e.
behavioural & Heuristic scanning to protect from unknown
viruses and buffer overflow protection integrated with AV scan
engine for protection from threats/exploits that uses buffer
overflow.

(25) Anti-Virus software must have the capability to clean, quarantine
or delete viruses and should be able to detect new classes of
viruses by normal virus definition update mechanisms.

(26) Antivirus vendor should provide definitions with incremental
updates. Should support daily update for definition files. Size of
daily update should be extremely small in size (typically between
25 and 50kb in size).

(27) Administrator should be able to add files, folders or extensions to
an exclude list so that they are not scanned on access.

(28) Should enable automatic submissions of unknown/suspected
virus samples to vendor and automatic response/delivery of the
cure.

(29) Administrator should be able to lock down all anti-virus
configurations at the desktop & User should be prevented from
being able to uninstall the anti-virus software.

(30) Administrator must be able to distribute new and update anti-
virus software, virus definitions and policies automatically to
clients and servers from a central location.

(31) Administrator Should be able to initiate virus sweeps remotely in
case of an outbreak.

(32) Antivirus should provide centralized event logging to locate and
cure virus problems.

(33) Alerts on virus activity should be passed on to administrator

(34) Antivirus Should have Personal Firewall (Client Firewall) with
location awareness feature and it should block unsolicited
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Si

Feature

Required Specification

Tenderer’s
Response

inbound traffic, control outbound traffic, and apply policy rules
based on traffic, ports, applications, and locations

(35) Antivirus solution Should have APPLICATION Control module
with the ability to block or be alerted to the use of a long list of
Unauthorised applications (E.g. File Sharing, Games, etc.)

(36) Antivirus solution should have integrated DLP module (For
example a policy could be created to monitor Personally
Identifiable Information or Credit Card numbers being copied to a
USB stick or Email Client.)

(37) Antivirus solution should have integrated DEVICE Control
module with a features to set devices to "Read Only", "Add
Exceptions" and "Block" Black-listing and whitelisting of the
devices.

(38) Antivirus solution should have a Live Web Protection module
Integrated into existing endpoint agent with no endpoint
configuration required to Blocks URLs that are hosting malware
and should Support all major browsers - IE, Firefox, Safari,
Opera, Chrome.

(39) Vendor Should have Threat analysis centres to provide proactive
rapid protection against known and unknown threats.

(40) Should have Patch Assessment and Notifications.

(41) Vendor Should have 24*7 toll free Global Technical Support.

(42) Solution should have decision caching technology, for scanning
modes.

(43) Solution should have genotype technology.

(44) Should have Web Filtering for Minimum 14 Categories and ability
to integrate with Full Web Security functionality.

(45) Capabilities to publish Updates through HTTP and Report remote
Machines through Internet.

(46) Initial Deployment Agent Should not be more than 10 MB.

(47) Updates Should not be more than 30~50Kb with multiple updates
to Reduce Minimum impact on Bandwidth.

(48) Patch assessment for top vendors and assistance to understand
security risk on endpoints.

(49) Data protection policy to monitor data copied or shared through
external Mediums and Internet Browsers.

(50) Device Blocking and Exceptions with Vendor and Model (Device
ID).

(51) Standalone AV scanner in a Bootable format for All OS's.

(52) Integrated HIPS for Easy of Management and Protection.

(53) Active Source Identification for compromised systems are clearly
identified with computer name, user and file path, so you can
take action quickly.

(54) AD Integration for client deployment for new machines added on
Domain.

(55) Automated Incident Response for compromised endpoints can
be isolated by the firewall automatically, while the endpoint
terminates and removes malicious software.

(56) Administrators can control installation, track usage or block
execution of more than 1000 applications within a few clicks. The
list of applications is maintained by Threat Labs and is updated
on regular basis. Application controls employee productivity, and
reduces the risk of data loss, while administrative effort is kept to
a minimum.

(57) Policies should be easily applied to groups and reused in other
groups by a single drag-drop action. Should be able to view
which policies are applied to a group, and similarly should be
easy to see which groups use a specific policy.

(58) Provides an easy way to block bridging between wired and
wireless networks on endpoints.

(59) Should have sophisticated anti-malware capabilities with
advanced features such as Malicious Traffic Detection and
Download Reputation should be enabled by default.

(60) Gartner MQ Leader for more than 8 years in Endpoint Protection
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Feature

Required Specification

Tenderer’s
Response

category.

(61) AD sync support for both computers and users

Warranty/Subscriptions

Should be minimum 3 years for 04 users

7.16.: Antivirus Software (Server Security)

Si

Feature

Required Specification

Tenderer’s
Response

1

Brand

Internationally Reputed Brand

2

Country of
Origin

USA/EU/UK

Product/Model/
Version

Please Specify

Operating
System Support

Windows Server 2016 64Bit

Features

(1) The OEM/vendor should be a Gartner Leader in both Endpoint
Protection & Mobile Data Protection Products for consecutive 8 years or
more

)

The proposed solution should be user-based licensing (one user may
have multiple devices), should not be device-based/endpoint-based.

(3) The proposed solution should have integrated next generation endpoint
protection technology which provides zero-day malware protection
including anti-exploits, anti-ransomware with Malware removal to protect

the users from zero-day malware, APT & advanced threats.

(4)

The proposed solution should include Server Protection Enterprise
edition with anti-ransomware.

Solution should have application based console rather than web based
console for secure access

Solution should have exploit prevention technology

Solution must offer Forensic-level system clean-up

Solution must mitigate exploits in vulnerable applications
I.  Protect web browsers

Il.  Protect web browser plugins

Ill.  Protect Java applications

IV. Protect media applications

V. Protect office applications

(9) Solution should Protect processes by
I.  Preventing process hollowing attacks
Il. Preventing DLLs loading from untrusted folders

(10) Solution must have capability of CPU branch tracing

(11) Solution should have genotype technology that should be able to detect
malicious behaviour even before specific signature-based detection has
been issued. This technology shall be available at endpoint ,email &
web security components of OEM

(12) The antivirus solution should provide enhanced antivirus protection for
desktops. Laptops & servers of all the attacks originating from places
inside/outside of the network due to virus and/or other malicious
programming code.

(13) The antivirus solution should have a Centralized Management Console
for both servers & desktop/laptop.

(14) The antivirus solution should support Multi-Platform operating system
(Windows, Mac, and Linux) and the same should be managed from a
single Centralised Management console.

(15) Dashboard should present information such as the number of protected
machines and any errors, and administrators click to view the specific
machines involved.

(16) The antivirus solution should have single, Configurable Installation with
centralized configuration & policy management.

(17) Antivirus should support integration with Active Directory for directory
structure of computers for better management.

(18) Automatic update of Antivirus Server from Vendor Site (every 10 Min) &
the client should get update from the local server If updating from the
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Sl Feature

Required Specification

Tenderer’s
Response

Primary Server fails for any reason (such as the user being off the
network) an attempt should be made to contact the Secondary Server
(i.e. vendor site)

(19) Centralized scanning of all network machines.

(20) Anti-virus should be capable of pushing client installation from a
centralized location and it should also support manual installation of
client via network share.

(21) Administrator should have flexibility to schedule scan and update at the
endpoints from central server.

(22) Antivirus should be able to capture Viruses, Trojans, Worms, Spyware
and Malware, adware and PUA from single agent.

(23) Anti-Virus Should have 'Host Intrusion Prevention System (HIPS)'
technology which works in 4 Layers to provide zero day protection
without the need for updates (Unknown Virus Detection & Repair).

(24) Antivirus should have run time detection technology i.e. behavioural &
Heuristic scanning to protect from unknown viruses and buffer overflow
protection integrated with AV scan engine for protection from
threats/exploits that uses buffer overflow.

(25) Anti-Virus software must have the capability to clean, quarantine or
delete viruses and should be able to detect new classes of viruses by
normal virus definition update mechanisms.

(26) Antivirus vendor should provide definitions with incremental updates.
Should support daily update for definition files. Size of daily update
should be extremely small in size (typically between 25 and 50kb in
size).

(27) Administrator should be able to add files, folders or extensions to an
exclude list so that they are not scanned on access.

(28) Should enable automatic submissions of unknown/suspected virus
samples to vendor and automatic response/delivery of the cure.

(29) Administrator should be able to lock down all anti-virus configurations at
the desktop & User should be prevented from being able to uninstall the
anti-virus software.

(30) Administrator must be able to distribute new and update anti-virus
software, virus definitions and policies automatically to clients and
servers from a central location.

(31) Administrator Should be able to initiate virus sweeps remotely in case of
an outbreak.

(32) Antivirus should provide centralized event logging to locate and cure
virus problems.

(33) Alerts on virus activity should be passed on to administrator

(34) Antivirus Should have Personal Firewall (Client Firewall) with location
awareness feature and it should block unsolicited inbound traffic, control
outbound traffic, and apply policy rules based on traffic, ports,
applications, and locations

(35) Antivirus solution Should have APPLICATION Control module with the
ability to block or be alerted to the use of a long list of Unauthorised
applications (E.g. File Sharing, Games, etc.)

(36) Antivirus solution should have integrated DLP module (For example a
policy could be created to monitor Personally Identifiable Information or
Credit Card numbers being copied to a USB stick or Email Client.)

(37) Antivirus solution should have integrated DEVICE Control module with a
features to set devices to "Read Only", "Add Exceptions" and "Block"
Black-listing and whitelisting of the devices.

(38) Antivirus solution should have a Live Web Protection module Integrated
into existing endpoint agent with no endpoint configuration required to
Blocks URLs that are hosting malware and should Support all major
browsers - IE, Firefox, Safari, Opera, Chrome.

(39) Vendor Should have Threat analysis centres to provide proactive rapid
protection against known and unknown threats.

Should have Patch Assessment and Notifications.

Vendor Should have 24*7 toll free Global Technical Support.

Solution should have genotype technology.

(40)
(41)
(42) Solution should have decision caching technology, for scanning modes.
(43)
(44)

Should have Web Filtering for Minimum 14 Categories and ability to
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Sl Feature Required Specification Tenderer’s
Response
integrate with Full Web Security functionality.

(45) Capabilities to publish Updates through HTTP and Report remote
Machines through Internet.

(46) Initial Deployment Agent Should not be more than 10 MB.

(47) Updates Should not be more than 30~50Kb with multiple updates to
Reduce Minimum impact on Bandwidth.

(48) Patch assessment for top vendors and assistance to understand
security risk on endpoints.

(49) Data protection policy to monitor data copied or shared through external
Mediums and Internet Browsers.

(50) Device Blocking and Exceptions with Vendor and Model (Device ID).

(51) Standalone AV scanner in a Bootable format for All OS's.

(52) Integrated HIPS for Easy of Management and Protection.

(53) Active Source Identification for compromised systems are clearly
identified with computer name, user and file path, so you can take action
quickly.

(54) AD Integration for client deployment for new machines added on
Domain.

(55) Automated Incident Response for compromised endpoints can be
isolated by the firewall automatically, while the endpoint terminates and
removes malicious software.

(56) Administrators can control installation, track usage or block execution of
more than 1000 applications within a few clicks. The list of applications
is maintained by Threat Labs and is updated on regular basis.
Application controls employee productivity, and reduces the risk of data
loss, while administrative effort is kept to a minimum.

(57) Policies should be easily applied to groups and reused in other groups
by a single drag-drop action. Should be able to view which policies are
applied to a group, and similarly should be easy to see which groups
use a specific policy.

(58) Provides an easy way to block bridging between wired and wireless
networks on endpoints.

(59) Should have sophisticated anti-malware capabilities with advanced
features such as Malicious Traffic Detection and Download Reputation
should be enabled by default.

(60) Gartner MQ Leader for more than 8 years in Endpoint Protection
category.

(61) AD sync support for both computers and users

6 Warranty/ Should be minimum 3 years for 03 Servers

Subscriptions
7.17.: Microsoft Software
o Tenderer’s

Product Part Number | Product Description Qty Response
Microsoft Office | 021-10559 Microsoft®Office 2016 Sngl MVL 1License 4
M'.CrOSOﬁ Microsoft Windows Server 2016 Standard for Server As
Windows 2016 .
Server Type-A and Server Type-B required
Microsoft
Windows 2016 Microsoft®Windows®ServerCAL 2016 Sngl MVL 5
Server User 1License UsrCAL
CAL

Supply, Installation, testing, commissioning of Microsoft Software under existing select Plus
Agreement MBSA U6018278 as per following terms and conditions:

1. Bidders must submit the following documents along with their offer and their offer would be in
their own Letter Head Pad and signed by any authorized persons.
e Microsoft Authorization Letter.
e Draft SLA for moderate support criteria
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2. Following details should be submitted with the Proposal:

Detailed high level Solution Document

Detailed implementation Document

Staffing Plan

Compliance sheet of Technical Specification

Project Implementation schedule in Microsoft Project.
Scope of work Document

3. Tenderer must submit the description of their support team with the profile of experts for the
items they will supply.

4. During implementation phase minimum one IT resource people should be provided by
Tenderer on-site at BB for smooth function of equipment.

7.18.: 6-core Armored Fiber Cable

Sl Feature Required Specification Tenderer’s
Response

1 Brand Please Specify

2 Model Please Specify

3 Mode Multimode Fiber

4 Core 6 Core

5 Category Armored

6 Grade 60/125um

7 Warranty 03 (Three) Years

7.19.: Optical Distribution Frame (ODF)

Sl Features Required Specifications Tenderer’s
Response

01 | Brand Please Specify

02 | Model Please Specify

03 | LC Adaptor Slot 08 (Eight)

04 | Pigtail Multi Mode Included

05 | SC Adaptor Multi Mode Included

06 | Form Factor

Rack Mountable with mounting kit

07 | Warranty

03 (Three) Years

7.20.: Fiber Lay with all accessories including Splicing

Sl Features Required Specifications Tenderer’s
Response
1 Fiber Lay Fiber Cable installation from Server Room to Floor Network Rack
within Same Building
2 Splicing Multimode Mode Fiber Splicing (6x2=12 Core) at Server Room and
Floor Network Rack
3 Warranty 03 (Three) Years

Technical Services

1. Installation services at Dhaka shall be done by the supplier. Installation complete certificate
shall be obtained from Purchaser.
2. The following Technical services shall be provided by the supplier.

a.

b.

C.

Any Problem of the Supplied Item(s) must be solved within 8(eight) hours in Dhaka
City and within 24(Twenty-four) hours in outside Dhaka City.

after complain logged in helpdesk software of the Supplier by verbal/written/email
request from users

If the above mentioned problems are not solved at the BB premises, then faulty
device unit may be taken to the supplier's helpdesk for repair/replacement with prior
permission from BB.
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d. User’s problem must be attended as soon as possible and not delay more than 2-3
hours after problem logged.

e. Physical presence of the support personnel to the end users shall require.

f. All problem logged by the users shall be monitored by IT Operation and
Communication Department.

3. The supplier shall manage all users’ problems by Helpdesk Software. The Supplier shall
maintain warranty support service by Helpdesk Software. The sample requirement of this
software is described in SL No. “F*.

4. Minimum 05% (five percent) Spare parts stock must be maintained always at the supplier’s
premises to give timely replacement support within the warranty period. The availability of
spare parts in stock will be checked regularly on monthly/quarterly basis by proper authority of
Bangladesh Bank. The spare parts stock report must be submitted with Technical services bill
to obtain service delivery certificate from IT Operation and communication Department. Stock
shall not be less than 4% percent at any time.

5. If supplier fails to provide warranty service, replacement service or warranty support service
within the warranty period, penalty at the rate of 0.5% of the unit cost shall be applied for
every day which will be adjusted from the bill of support service. Discontinuation of Support
service and replacement service shall count from the history of problem log

6. Price shall be quoted for Supply, transportation, Installation, Data Transfer (if any),
configuration, Support service in the warranty period and commissioning of the goods.

Warranty Service

The supplier is fully responsible for smooth operation of the supplied goods under the warranty
period. If any item does not work due to Hardware or Software based problem for more than 8 hours
in head office, it will be treated as service discontinuation. If any item is not working properly due to
any manufacturing fault within warranty period, then whole system must be replaced by new one.
Warranty will cover supply and replacement/repairing of spare parts, technical support, transport and
insurance support if item(s) required to be taken to the supplier's service center and send it back to
Bank. The supplier shall send their experienced engineers physically to resolve any problem in
warranty period if urgently required.

Qualification of the Support Personnel:

The supplier must be ensured support service of the supplied items by experienced technical
personnel. The support service Technical personnel must be capable to provide all kinds of support
maintaining Banks Standard procedure. The Technical personnel must be trained and certified on the
supplied items from Manufacturer having at least 2 years’ experience in the related field. The CV
along with detail information and experience of the Technical personnel for Bangladesh Bank service
purpose shall be submitted with the technical proposal.

Helpdesk Software.

Bangladesh Bank desires to manage warranty replacement and support service for the supplied
items effectively. The supplier should have web based helpdesk software by which they can
manage/ensure timely warranty replacement and support service effectively. Bangladesh Bank users
can log their problem directly to the supplier's helpdesk system and can monitor progress of the
Support service regularly. IT Operation and Communication Department can also monitor status of
support service by the suppliers. The software shall have the warranty, replacement and support
service record with supplier’s product inventory delivered to Bangladesh Bank.

The helpdesk systems shall have the following features.

a) Service Request Entry Facility from users.

b) History of the call and Support Service personnel’s attendance to the call.

c) Warranty replacement and Service record of the supplied items to Bangladesh Bank.

d) Service request Monitoring Facility by users and IT Operation and Communication
Department.

e) Common Reporting Facility.
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Section 8. Drawings

Notes on Drawings

[Insert here a list of Drawings, including site plans, which should be attached to this
section or annexed in a separate folder. The Drawings shall be clearly dated,
numbered and show any revision number(s), if appropriate.]
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FORMAT

LOGO
[Insert Full Contact Details of the Procuring Entity]

CONTRACT AMENDMENT

Contract No.

Amendment No.

Approval Reference No.

Contract No. [insert number/year] by and between the [insert Procuring Entity's name] and [insert
Supplier’s legal title] for the contract named [insert name of the Goods and related services] is amended
as follows:

1. GCC Clause [insert clause no], is hereby revised as

2. GCC Clause [insert clause no], is hereby revised as

and soon.

The effective date of this Amendment is [insert effective date] or upon execution whichever is
later.

ALL OTHER TERMS AND CONDITIONS OF THE ORIGINAL CONTRACT SHALL
REMAIN IN FULL FORCE AND EFFECT

THIS AMENDMENT, consisting of [insert number] page(s) and [insert number] attachment(s), is
executed by the persons signing below who warrant that they have the authority to execute
this Amendment under the original Contract.

IN WITNESS WHEREOF, the Procuring Entity and the Supplier have signed this
Amendment.

[Supplier’s Authorized Signatory] [Procuring Entity’s Authorized Signatory]
Signature Signature
Title Date Title Date
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FORMAT

LOGO
[Insert Full Contact Details of Issuing Authority]

Office Memo no: Date:

ACCEPTANCE CERTIFICATE

01 | Procuring Entity Details

(a) Division

(b) Circle/Directorate

(c) Zone/Region

(d) Others (specify)

02 | Name of Supply

03 | Contract No

04 | Supplier's Legal Title

05 | Supplier's Contact Details

06 | Supplier's Trade
License/Enlistment/Registration Details
07 | Reference to NOA with Date

08 | Original Contract Price as in NOA
09 | Final Contract Price as Delivered
10 | Original Contract Period

(a) Date of Commencement

(b) Date of Completion

11 | Actual Delivery Period

(a) Date of Actual Commencement
(b) Date of Actual Completion

12 | Days/Months Delivery Period Extended
13 | Amount of LD for Delayed Delivery
14 | Special Note (if any)

Certified that the Goods and related services under the Contract has been delivered
and completed in all respects in strict compliance with the provisions of the Contract
including all plans, designs, drawings, specifications and all modifications thereof as
per direction and satisfaction of the Procuring Entity/Engineer-in Charge/Other
(specify). All defects in the Goods reported during inspection and tests have been duly
rectified or replaced.

Name and Signature of the Issuing Authority with Designation
please turn over

2017-04-12 Hardware and Software for Information Systems 95



Details of Delivery Completed

Su ppl ier: [insert legal title]
No Major Items of Delivery Total Value
(in Contract Currency)
Note: Figures shown must correspond to Total Value
Sub-contractor
[delete, if not appropriate]
Sub-contractor: [insert legal title]
No Items/Activities Value

[reference drawn to Sub-contractor

Information] (in Contract Currency)

Name and Signature of the Issuing Authority with Designation
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